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Bevezetés

A magénszféra védelmének jogi koncepcidja és a vele rokon fogalmak tartalma (pl.

privat élet, személyes integritas stb.) csak a torténelmileg folyamatosan valtozé gazda-
sagi és tarsadalmi koriilmények, valamint az egyes tarsadalmak kulturalis értékrendjének
figgvényében értelmezhetd. A maganélet védelmének fejlodését vizsgalva nem tenden-
ciakrél, hanem sokkal inkabb a fent emlitett tarsadalmi, gazdasagi és értékrenddel kap-
csolatban fennallé szoros fuggdségrdl lehet beszélni. Ez a tobbszoros kapcsolatrendszer
nagyon sok esétben alapvetden meghatdrozza a munkavallalok személyiségi jogaival
(privat szférajaval) kapcsolatos vizsgalodasok keretét.
- A német filozofus és szociologus Jirgen Habermas a ,Strukturwandel der
Offentlichkeit” c. munkajaban mutatja be, hogy a gazdaségi, tarsadalmi €s kulturlis
faktorok milyen mdédon befolyasoljak a privat és a ,kozosség” kategdridk kolcsonds
alakulasat.

A norvég Jon Bing allaspontja szerint a személylségl jogok védelmenek legkorabbi
koncepciéja Nagy Britanniaban és az Egyesiilt Allamokban alakult ki. Hatterében a
kiralyi személyek, illetve a tarsadalom legfelsdbb koreihez tartozé személyek maganéle-
tével kapcsolatos informaciok védelmét szolgald intézkedések és szabalyok alltak.!
Ugyanakkor, napjainkban a személyiségi jogok védelme elsésorban olyan mindennapi
élethelyzetekre koncentrél, amelyek a tarsadalom tilnyomé tobbségét érintik. Pl. az
allampolgdr €s a kozigazgatas viszonyrendszere, a munkavéllalé és a munkaltaté kozotti
kapcsolat, munkaltatdi kontroll és megfigyelés stb. A rohamos technikai fejlédés ered-
ményeként az egyén (munkavallal6) és a koz (munkahely) kozotti hatarvonalat ujra kell
gondolni. Gondoljunk itt az informacids tarsadalom munkavégzési viszonyaibdl kovet-
kez6 sajatossagokra (pl. tivmunka stb.).

Bizonyos esetekben a jogszabdlyok, illetve a ‘murikaltat6 jol megfontolt gazdasagi
érdekei diktaljak, s6t néhdny esetben kikényszeritik a munkavallalokrol torténd adat-
gyUjtést, illetve adatfeldolgozast.? Példaul pozitiv vonatkozasban (védelmi célzattal) a
terhes nok, a kisgyermekes anyak védelme stb. A piacon fennall6 sziintelen és éles harc
is megkivanja, hogy a hatékonysag novelése érdekében a munkaltaté bizonyos adatokkal -
rendelkezzen a munkavéllal6irél. Pl. a munkavallalé munkaminéségének ellenérzése, a
munkaerd-felvételnél a munkavégzési intenzitisanak, hozzaallasanak a vizsgdlata stb.,
tovabba biztonsagi szempontbol torténd ellendrzése. Amikor a munkaltato ilyen, vagy
ehhez hasonlé informécidkat gyiijt, akkor az esetek tilnyomo tobbségében tevékenysé-
gével érinti a munkavallalé személyes (privat) szférajat. Ugyanakkor a masik oldalon —a
személyiségi jogokra hivatkozva — jogszabalyok korlatozzak, illetve megtiltjak azt, hogy
a munkaltat6 bizonyos informacidkhoz hozzaférhessen.

! BING, JON: Privacy and Surveillance Systems. Norwegian Research Center of Computers and Law,
Compendium to the Erasmus course 1994, Public Administration and Information Technology. Oslo 1994,
pp. 76-96.

2 Megjegyzés: Az EU 95/46/EC iranyelv 2(b) cikkelyének eldirasa szerint az adatfeldolgozas (data
processing) magaban foglal minden olyan Iépést, amely az adatgyiijtés és az adat mégsemmisitése kozott van.
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A teljes képhez hozzatartozik még annak az emlitése, hogy az objektivnek tekinthetd
jogi védelem (pl. levéltitok stb.) maga az érintett személy érzékenysége, neveltetése,
beallitodasa jelentds mértékben befolyasolja azt, hogy hol hizédik meg nala a személyi-
ségi jogok védelmének hatarvonala és mikortol kell azt jogilag védeni.

1. A magadnszféra védelmének alapvetd fogalmi, torténeti és rendszertani kérdései
1.1. A maganszféra fogalmdnak meghatdrozdsa

Az emberi jogok katalogusan beliil talan a maganszféra fogalmét a legnehezebb
" meghatdrozni.’> A maganszférat meghatérozhatjuk, mint alapveté (bar nem abszolit)
emberi jogot. A maganszféra fogalmi elemei mélyen benne gydkereznek a torténelmi
maltban. A Biblidban is szamos utalast talalunk a maganszféra.® A héber, a klasszikus
gorog és a kinai kultarékban is megjelent a maganszféra védelme.® Ezek a korai kezde-
ményezések az onrendelkezéshez valo jog (right to solitude) alapjan alltak. A magan-
szféra definiciéja nagymértékben valtozik attdl figgéen, hogy milyen kornyezetben és
kontextusban hasznaljuk. Sok orszdgban a magénszféra védelme 6sszemosédik az adat-
védelem. (data protection) kérdésével,-amely a magéanszférat személyhez fiiz6d6 infor-
maciok kezelésére korlatozza. Ezen a meglehetdsen szitk értelmezésen kiviil kialakult
egy olyan koncepci6, amely a maganszféra védelmét az egyén koré rajzolt (quasi jogi
aura) vonalként fogja fel, amely azt jelzi, hogy a tarsadalom egyes szerepldi (4llam, az
allam szervei, a munkaltatd, egyes allampolgarok, munkatarsak, stb.) meddig hatolhat-
nak be az egyén személyes vilagaba (maganszférajaba).® Mi magunk is erre az utébbi
allaspontra helyezkediink. Ehhez a megkozelitéshez all kozel a norvég ,privacy-test”
felfogas is, amellyel a kés6bbickben még részletesen foglalkozunk.

A maganszféra védelmének fogalmarol kialakitott néhany tovabbi megkozelitést — a
torténelmi fejlodés titkkrében — a kovetkez6kben foglalhatjuk 6ssze.

A maganszféra védelmének a joga egészen 1361-ig visszavezethetd, amikor a Justice
of Peace Act Angliaban letartdztatast helyezett kilatasba a leskelodésért (peeping toms)
és a lehallgatasért.” Az elmilt évszazadok sorén kiilonbozd orszagokban eltérd specialis
védelme alakult ki a maganszféranak.

Példaul a Svéd Parlament 1776-ban fogadta el az ,,Access to Public Records Act”-t.
Ez elbirta, hogy minden egyes adat, amivel az allam rendelkezik csak jogszeri médon
keriilhet felhasznalasra. .

Az Emberi és Polgari Jogok Deklaracidja (Declaration of the Rights of Man and the
Citizen) 1792-ben deklaralta, hogy a magéntulajdon szent €s sérthetetlen.

3 JAMES MICHAEL: Privacy and Human Rights. UNESCO1994 p.1.
4 RICHARD HIXSON: Privacy in a Public Society: Human Rights in Conflict 3 (1987). See Barrington
Moore: Privacy: Studies in Social and Cultural History (1984).

> Published by Science and Technology Options Assesment (STOA). Ref: project no.
IV/ISTOA/RSCH/LP/politicon. 1.

& SIMON DAVIS: ,, Big Brother: Britain's web of surveillance and the new ftechnological order”. Pan,
London, 1996 p. 23.

7 JAMES MICHAEL, p. 15.
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Franciaorszagban el6szor 1858-ban tiltottak meg és kemény pénzbiintetéssel sujtot-
tak a maganjellegii informacidkat nyilvdnossagra hozatalat.*

1890-ben az USA Legfelsobb Birdsagénak biraja, Luis Brandies a maganszfera fo-
galmat a kovetkezoképpen fogalmazta meg: ,,az egyén joga arra, hogy békén hagyjak”
(right to be left alone). Allaspontja szerint a magénszféra a szabadsagjogok koziil a
leginkabb fejlodik a demokratikus viszonyok kézott és- véleménye szerint ennek a jog-
nak az alkotményban is helyet kellene kapnia.®

Az Ausztraliai Privacy Karta preambuluma kimondja, hogy ,.egy szabad és demok-
ratikus tarsadalom megkdveteli az egyén autonémidjanak respektalasat és mind az alla-
mi, mind a privét szervezetek hatalmét korlatozni kell, ha azok meg akarjak zavarni ezt
az autonoémiat”. A maganszféra védelme — amely garantalja az emberi mélt6sag megva-
l6sulasat — éppen olyan alapvetd jog, mint a gyiilekezéshez, vagy a szélasszabadsaghoz -
valé jog. A maganszféra védelme alapveto emberi jog és méltan elvarhaté a tarsadalom
minden egyes tagjatol, hogy tiszteletben tartsa azt."

Alan Westin a Privacy and Freedom c. munkdjaban (1967) a kvetkezéképpen hata-
rozta meg a magéanszféra fogalmat: ,az emberek azon kivansaga, hogy szabadon Va-
laszthassanak abban, hogy milyen korillmények kozott és milyen mélységig fedjék fel
dnmagukat, attitiidjtiket és viselkedésiiket méasok iranyaban.”"'

Edward Bloustein allaspontja szerint a maganszféra az ember személyiségének az
érdekkifejezbdése. Védi a személyiség sértetlenségét, az egyén fiiggetlenségét, méltdsa-
gt és integritasat."? _ )

Ruth Gavison véleménye szerint harom fontos Osszetevoje van a magénszféranak: a
titkossag, az anonimitas és az illeté személy békén hagyasa. Ez egy olyan pillanatnyi
allapot, amelyet vagy az egyen dontése vagy mas szemely tevékenysége altal el lehet
vesziteni." _ o

Nagy Britannidban az un. Calcutt Bizottség megallapitasa szerint ,,sehol sem talalha-
tunk olyan jogi meghatérozést a maganszférara, amely mindenkit kielégit”. Ennek elle-
nére a Bizottsag a kovetkezd meghatarozassal allt el6: ,,Az egyén joga arra nézve, hogy
az 6 maga vagy csaladja személyes életébe torténd jogtalan — fizikai vagy az 1nformacn-
ok kozlésével megvaldsulo — beavatkozassal szemben védve legyen."

1.2. A magadnszféra védelmének megjelenési fofma’i '
A magénélet és ezen belill a személyiségi jogok megsértése meglehetésen véaltozatos

formaban fordulhat el az életben. E széles kbron beliil az alébbl négy meghatérozé
csoportkepzo elemet lehet kiemelni:

¥ The Rachel Affaire. Judgement of June 16, 1858, Trib. Pr. Inst. De la Seine, 1858 D.P. Il 62. Ld.
JEANNE M. HAUCH: Protecting Private Facts in France: The Warren and Brandeis Tort is Alive and Well
and Flourishing in Paris, 68 Tul. L. Rev. 1219 (May 1994),

¢ SAMUEL WARREN and Louts BRANDIES: ,, The right to pnvacy” Harvard Law Review 4, 1890 pp. 193-
220.

' The Australian Privacy Charter, published by the Australian Privacy Charter Group, Law -School,
University of New South Wales, Sydney, 1994 .

"' ALAN F. WESTIN: Privacy and Freedom, Atheneum, New York p. 7.

12 privacy as an Aspect of Human Dignity, {1964] 39 New York U.L.R. 962 at 971

13 Privacy and the Limits of Law, [1980] 89 Yale L.J. 42] at 428. )

14 Report of the Committee on Privacy and Related Magters Chairman David Calcutt QC, 1990, Cmnd.
1102, London: HMSO, p. 7.
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1. Az adatok védelme. 1de elsésorban a személyes adatok gyiijtésére és feldolgozasa-
ra vonatkozd eldirasok és magatartasok tartoznak (pl. banki informaciok, egeszsegugy1
informécié stb.). Ebben a dolgozatban leginkabb errdl a csoportrél lesz sz6.

2. Az emberi test védelme. Itt elsésorban fizikai értelemben az ember testére, szerve-
zetére iranyulo, vagy azt felhasznalo v1zsgélatokrél megfigyelésekrél van sz6. (pl. drog
teszt, motozas stb.) :

3. A kommunikdcié védelme. Ez alatt elsGsorban a levéltitok, telefon, e-mail és egyéb
kommunikéciés technika megfigyelése és ellentrzése tartozik.

4. A teriilet (hely) védelme. Itt alapvetden a munkahely, lakohely és egy€éb az egyén
tartozkodasi helyének a tiszteletben tartasaroél van sz6.

A magdnszféra védelmének modelljei: A magénszféra védelmének jelenleg is szamos
dominans modellje létezik. Néhany orszagban ezek koziil a'dominéns modellek koziil
egyidejiileg tobbet is alkalmaznak. Az egyik ilyen modell az un. ,,szabdlyozdsi modell”
(regulatory modell). Ezt leginkédbb Eurépaban, Ausztralléban Hong-Kongban, Uj
Zélandon, Kozép- és Kelet-Eurépéban valamint Kanadaban alkalmazzdk. A modell
lényege, hogy kiilon erre a célra intézményesitett allami tisztviselok (pl. adatvédelmi
biztos, ombudsman stb.) 6szténzik egy 4tfogé adatvédelmi normarendszer megvalésita-
sat. A fenti kozhivatalnokok ellenérzik az elfogadott normék €s a joggyakorlat adatvé-
delmi torvénnyel valé egyezését, illetve nyomozast folytatnak az esetleges jogsértések
felderitése érdekében. A fent nevezett hivatalnok felel6s azért is, hogy ez a kérdéskor
bekeriiljon a kozoktatasba. Hataskoriikbe tartozik az adatvédelemmel és adatéattovabbi-
tassal kapcsolatos nemzetkozi kapcsolatok alakitasa. Ez a modell minden olyan orszag
szamara mintaul szolgal, ahol a maganszféra védelmérsl (ezen belill is az adatvédelem-
r6l) kiillon térvényt alkottak. Ez a modell Eurépaban is széles korben elfogadott, mivel
- jol segiti az EU adatvédelmi harmonizacios elképzeléseit. Ugyanakkor az is megfigyel-
hetd, hogy ezen személyek, illetve szervek hataskore és hatalma orszagonként is jelentds
eltéréseket mutat €s sok jelentés arr6l tanuskodik, hogy ezeknek a felelds személyeknek
(intézményeknek) nincs elég forrasuk ahhoz, hogy megfeleloképpen érvényre tudjak
juttatni a maganszféraval, illetve az adatvédelemmel foglalkoz6 j _]Ogl normak érvényesii-
1ését.

Maisodik tipusi modell: Néhany orszdgban — pl. az USA-ban — nem egységes, hanem
szektoralis (sectoral laws) jellegli adatvédelmi szabalyozast fogadtak el. Példaul kiilon
szabalyozas vonatkozik a vide6 kodlcsonzok felvételeire, illetve a finanszirozési jellegii
személyiségi jogok védelmére. Az ilyen rendszerben a jogok kikényszeritésének bonyo-
lult: mechanizmusa alakult ki. Az ilyen tipusti szabalyozas legnagyobb hatranya, hogy
minden egyes 0] technoldgia bevezetése 0j jogi szabélyozas megalkotasat feltételezi. A
gyakorlatban ez rendszerint Gigy nyilvanul meg, hogy a jogalkot6 jelentds mértékben
lemarad a technolégiai fejlodés mogott. Més orszagokban arra torekszenek, hogy ezek a
szektorélis jellegli jogi normak minél atfogébban szabalyozzak le a magénszféra és az
adatvédelem kérdéskorét, ugyanakkor lehetdséget adjanak arra, hogy egyes speciélis (pl.
renddrségi adatok stb.) vagy nagy érdeklédésre szdmot tartd kérdésben (pl. vésarloi
hitelnyilvantartas stb.) még ennél is részletesebb szabalyokat alkothatnak.

Mas megkozelitésben a magéanélet és a személyiségi jogok védelmének tovabbi jel-
legzetes felfogasai kiilonboztethetdk meg. Az egyik legjobban megragadhat6 eltérés az
USA-beli kontra eurdpai jogi felfogasban figyelheté meg. Az USA-ban nincs szOvetségi
szintili szabalyozas e témakérben. Hosszu és intenziv vita alakult ki, hogy vajon a ma-
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ganszféra védelme az alkotmanyos .vagy maginjogi kérdés-e. Ennek egy konkrétabb
vetiilete az idk folyaman kialakult két megkozelitési mod: a) emberi jogi megkozelités:
a személyiségi jogok védelme emberi jogi kérdés (human rights thinking) (ez az uralko-
dé felfogas az eurdpai allamokban, igy példaul az EU adatvédelmi iranyelve is ezt tik-
rozi) vagy &) tulajdonjogi szemlélet. Ez utdbbi felfogds értelmében a maganszféraba
torténd beavatkozas mértéke a felek megegyezésének és/vagy pénzzel kifejezhets kom-
penzaciojanak a targya lehet. Természetesen a felek kdlcsonds megegyezésén alapuld
megéallapodasa az eurépai gondolkodast6l sem idegen.

Tovabbi jellemzd rendszertani vonas, hogy az allami normativ szabalyozast jelentds
mértékben befolyasoljak dgazati hatasok (sector approach), tovabba nagyon gyakran a
diszkriminaciés szabalyok kozé bedgyazva talaljuk meg 6ket.'s '

2. A magdnszféra sérthetetlenségéhez valo jog megjelenése és védelme a nemzetkozi
dokumentumokban és a belsé jogban

2.1. Nemzetkézi szintii normak

1. Univerzalis normdk: A modern értelemben vett maganszféra védelmére vonatkozo
szabalyozas a nemzetkozi dokumentumokban az Emberi Jogok Egyetemes Nyilatkoza-
taban (1948) jelent meg elészor. Ez a norma kiillénosen a teriileti és a kommunikécios
magénszférat védte. A Nyilatkozat 12. Cikkelye kimondja, hogy ,,Senkinek maganéleté-
be, csaladi iigyeibe, lakohelye megvalasztasdba vagy levelezésébe nem szabad 6nkénye-
sen beavatkozni, sem pedig becsiiletében vagy j6 hirnevében megsérteni. Minden sze-
mélynek joga van az ilyen beavatkozdsokkal vagy sértésekkel szemben a térvény
védelméhez.”

Szdmos mas nemzetkdzi emberi jogi egyezmeny értelmezte és deklaralta a magan-
szféra védelmét, mint elidegenithetetlen emberi jogot. Példaul a Polgari és Politikai
Jogok Nemzetkdzi Egyezségokmanya,' a Migrans Munkavéllalékra vonatkozé ENSZ
Egyezmény'’ és a Gyermekek Védelmére vonatkozé ENSZ Egyezmény.'®

E helyen meg kell emliteni az nemzetkozi szinten megalkotott in. ,,puha jogi” szaba-
lyokat is. Az a tapasztalat, hogy a maganszféra védelmét szolgalo belsé jogi normak
megalkotdsakor nagyon gyaktan visszanyulnak az elézéekben emlitett nemzetkozi jogi
normakhoz, illetve a nemzetkozi ,,puha jog” (pl. ILO Code of Practice on the protection
of workers’ personal data stb.) forrasaihoz. Péld4ul a finn ,,A munkavégzéssel kapcsola-
tos magdanéleti kérdések védelmérdl” rendelkezd torvény preambulumaban is utal az
ILO gyakorlati kodexére." »

Az adatvédelmet is meg lehet valdsitani — legaldbbis elméletben — az onszabalyozas:
(self-regulation) kiilonb6z6 formdin keresztiil. Ez leginkabb a munkahelyi viselkedési
kodexekben (code of practice) olt testet. Ezek a torekvések a gyakorlatban nem valtottak
be a hozza fiizétt reményeket, ugyanis kevés, illetve egyaltalan nincs bizonyiték arra
nézve, hogy ezek a kédexek rendszeresen betdltstték az eredeti rendeltetésiiket. A leg-

'S ANDERS VON KOSKULL, 2002, pp. 342-343.

' International Covenant on Civil and Political Rights (http://www.hrweb. org/legal/cpr.html
'7 A/RES/45/158 25 February 1991, Article 14.

¥ UNGA Doc A/RES/44/25 (12 December 1989) with Annex, Article 16.

1 ANDERS VON KOSKULL, 2002, pp. 342-343.
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nagyobb probléma az adekvatsagukkalés a klkenyszerusnthetosegukkel van. Nagyon sok
orszagban az in. a munkahelyi kodexek gyenge védelmet jelentenek a munkavéllalok-
nak és hianyzik a kikényszerithetdségik.

2. Regiondlis szintii normdk: Az univerzalis szinten elfogadott normdkat rendszerint
regionalis szinten elfogadott normak segitségével hajtjak végre, illetve finomitjék. Az
Emberi Jogok védelmérsl és a Fundamentélis Szabadsagjogokrél Rendelkezd Egyez-
mény® (1950) 8. Cikkelye a kovetkezét mondja ki: »Mindenkinek joga van ahhoz, hogy
tiszteletben tartsak a sajat és csalddja privét életét, a lakasat és a levelezését.” Az allami
szerveknek sem lehet felhatalmazasuk, hogy ezt a jogot megsértsék, kivéve ha erre jog-
szabalyi felhatalmazas alapjan a demokratikus tarsadalom milkédési rendje miatt nem-
zet- illetve kozbiztonsagi okbdl vagy az adott tarsadalom gazdasagi jéléte, a tarsadalmi
rend megdrzése, biinmegelézés, az erkolesi rend védelme, illetve masok jogainak és
szabadsaganak megorzése miatt sziikséges.

Az Eurépai Emberi Jogi Bizottsag altal alkotott Egyezmény (Convention created the
European Comission of Human Rights) és az Eurépai Emberi Jogi Bir6sag (European
Court of Human Rights) abbél a célbol sziiletett, hogy az univerzalis normak végrehajta-
sat eldsegitse. Az eddigi tapasztalatok azt mutatjdk, hogy a fenti regionalis normak az
univerzalis egyezményekben foglalt jogokat a jogvédelmet illetéen kiterjesztden, mig a
korlatozasokat sziikitéen értelmezik.?

Az Emberi Jogok Eurépai Egyezménye (The European Convention of Human
Rights). Azokban az orszagokban, ahol ratifikaltak ezt az egyezményt, ott a belsd jog
részévé valt, vagyis mindenkire nézve kotelezd lesz. Az Egyezmény 8.1. cikkelye ki-
mondja, hogy ,,Mindenkit megillet az a jog, hogy tartsak tiszteletben a sajat és csaladja
életét, lakasat és levelezését.”

Témank szempontjabol érdekes a Francia Legfelsobb Blrosag itélete. A Birdsag az
Emberi Jogok Eurépai Egyezményének 8. cikkelyére alapozva arra az éllaspontra he-
lyezkedett, hogy minden embernek nemcsak maganemberként, hanem munkavallaloként
is joga van ahhoz, hogy a munkaideje alatt és munkavégzés kozben is tiszteletben tartsak
életének a privat vonatkozast részeit.?? Kiilénosen vonatkozik ez a munkavallalé levele-
zésére. Az Egyezmény 8. cikkelye tobb szempontbél is figyelemre mélto: egyrészt, a
. cikkely rendelkezik az Gn. horizontalis hatasr6] (horizontal effect); masrészt, a cikkely
kozvetleniil a munkahelyeken is alkalmazhaté, amib@l az kévetkezik, hogy direktben
képes csokkenteni alapvetd munkaltatoi elojogokat.?

Az Eurépai Emberi Jogi Birosag (European Court of Human Rights) is kiterjesztéen
értelmezte az Emberi Jogok védelmérdi és a Fundamentalis Szabadsagjogokrol Rendel-
kezd Egyezmény 8. Cikelyét, amikor mar nem kizarolag az allami, hanem a magansze-
mélyek altali beavatkozast is jogellenesnek mindsitette.

,,Szamos angol és francia szerz6 nézépontja szerint a maganszférahoz valé jog meg-
egyezik a ,privat élethez” val6 joggal. Az élethez vald jog (right to live) — az egyén altal
meghatarozott mértékig — védi a személyt a killsé beavatkozastél a nyilvanossagtol. A
Bizottsag allaspontja szerint a maganélet tiszteletéhez val6 jog nem fejezédik be a fent

2 Convention for the Protection of Human Rights and Fundamental Freedoms, Rome 4 XI. 1950.
http://www. Coe.fr/eng/legaltxt/Se.htm

21 NADINE STROSSEN: Recent US and Intl. Judicial Protection of Individual Rights: A Comparative
Legal Process Analisys and Proposed Synthesis. 41 Hastings L.J. 805 (1990).

22 Cour de Cassation, arret No. 4164.

2> ANDERS VON KOSKULL, 2002, pp.339-342.
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meghatarozott hatarnal, hanem — bizonyos fokig — magaban foglalja mas természetes
személyekkel valé kapcsolatteremtéshez valo jogot, kiilonosen akkor, ha ez az illetd
személy sajat személyiségének a kialakulasat és fejlodését segiti eld.” '

A maganszférahoz valé jog fogalmat az Amerikai Emberi Jogi Egyezmény
(American Convention on Human Rights) 11. Cikkelye az Egyetemes Nyilatkozattal
(Universal Declaration)” hasonlé médon hatarozza meg. Az Amerikai Allamok Szerve-
zete (OAS) 1965-ben hirdette ki az Ember Jogairdl és Kotelezettségeirdl sz16 Amerikai
Egyezményt (American Declaration of the Rights and Duties of Man), amely szamos
emberi jog mellett a maganszféra jogi védelmét is magdban foglalta.* A Deklaraciot
kovetden az Inter-Amerikai Emberi Jogi Birésdg (Inter-American Court of Human
Rights) dontéseiben is megjelent és fokozatosan teret nyert a maganszféra jogi védel-
me.”

2.2. A maganszféra védelmének megjelenése a belsé jogrendszerben
2.2.1. Alkotmanyos szintii védelem

A legtobb modern allam alkotmanyaban — direkt vagy indirekt formaban — rogzitésre
keriil a maganszféra jogi védelme. Néhany orszag alkotménya — pl. USA, irorszag, India
— még mindig nem szabalyozza kiil6n a maganszféra jogi védelmét. Ezekben az orsza-
gokban a magénszféra védelmére vonatkozé szabalyokat mas jogi normak tartalmazzak.
Példaul nemzetkozi szerz6dések ratifikdlasaval [pl. Polgéri és Politikai Jogok Egyez-
ségokmanya (Convenant on Civil and Political Rights), vagy az Emberi Jogok Eurépai
Konvenciéja (European Convention on Human Rights)] keriilnek be a jogrendszerbe a
sziikséges szabalyok. Ettol eltéréen néhany 4llamban — példaul Dania® — a maganszféra
védelmére nem vonatkoznak alkotményos szabalyok, de e helyett az emberi méltésag
(human dignity) védelme keriil az alkotmany szovegébe.? :

Az emberi jogok alkotmanyos megjelenésével kapcsolatban szélnunk kell a magan-
szféra védelmének vertikalis és horizontlis dimenzi6jarél. Torténelmileg az alkotma-
nyokban megjelené alapvetd emberi jogok az dllampolgérokat védték a kozhatalommal
szemben. A szakirodalomban ezt nevezik az emberi jogok vertikélis dimenzidjanak. A
torténelmi fejlédés sordn — orszagonként eltérd formaban és mértékben — az alapvetd
emberi jogok védelme tovabb boviilt a maganszemélyek (maganszervezetek) kozotti

2 X v. Iceland , 5 Eur. Commin H.R. 86.87 (1976).

2 Signed Nov. 22, 1969, entered into force July 18, 1978, O.A.S. Treaty Series No. 36, at 1, O.A.S. Off.
Rec. OEA/Ser. L/V/II. 23 dec rev. 2. , o

% 0.A.S. Res XXX, adopted by the 9" Conference of American States, 1948 OEA/Ser/. L./V/1.4 Rev
(1965). : .

27 privacy and Human Rights, An internatignal Survey of Privacy Laws and Practice. pp. 57.-

2 Dani4ban az adatvédelmi szabilyozas abbél a feltételezésbol indul ki, hogy minden egyes embernek
van személyes autonémidja (personal autonomy). Abban az esetben, ha az egyén valamilyen oknal fogva
gyenge (kiszolgaltatott) pozicidban van a kozhatalom vagy a privat szektor vonatkozisaban, akkor ez az
autonémia megséril. Az allam, a munkéltaté vagy mésik személy (esetleg munkatéars) olyan mértékben
avatkozik be a kozottilk fennallé viszonyba, hogy az mar hétrdnyosan érinti az egyén autonomidjat. Ezért
ilyenkor a jog egyik legfontosabb szerepe az, hogy korlatozza a kozszféra és a munkaltaté polgarral
(munkavallaloval) szembeni cselekvési szabadsagét. (KRISTIANSEN, JENS: Danish Report, Protection of
workers personal data in the European Union. The Case of surveillance and monitoring. Paper Seminar
Lueven 2001 p. 2.)

2 Blume, Peter ed.: Introduction, Nordic Data Protection Copenhagen 2001, pp. 1-9
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kapcsolatokra is. Ezt nevezziik horizontalis kapcsolatnak (dimenzidnak). Az emberi
jogok horizontalis dimenzi6ja tovabbi szamos sikot foglal magéban. Példaul az is egy
horizontalis hatas, amikor az allam kotelezettségének érzi, hogy az esetleges jogsérté-
sekkel kapcsolatban vedJe az 4llampolgarok alkotmanyban rogzitett emberi Jogalt és
ilyen helyzetre vonatoz6 szankciokat dolgoz ki.

A horizontalis kapcsolatrendszer egy masik megjeienési sajatossaga az n. koZvetlen
hatéas (direkt effect). Amennyiben a kdzvetlen hatas elismert, akkor az azt jelenti, hogy
az alkotmanyban rogzitett szabaly kozvetlenill alkalmazhaté a maganszemélyek kozotti
viszonyokban. Miutan az orszagok tobbségében nagyon sok jogszabaly van hatélyban,
rendszerint nagyon ritkan keriil arra sor, hogy kozvetleniil alkotmanyos rendelkezéseket
alkalmazzanak a maganszféra alanyai kozott. Egy masik sajatossag, amiért ezt ritkan
alkalmazzak; az az, hogy az alkotmanyos rendelkezések tulnyomo tobbsége altalaban
nem tartalmaz szankcidkat az esetleges megsértésiik esetére.

"2.2.2. A munkavallalok privat szférajat védé munkajogi szabalyozés alapvetd jel-
lemzdi

- A. A személyiségi jogok védelmének konkrét megjelenési formdi a munka vildgaban

A technologiai fejlodés lehetové teszi, hogy a munkavallalokrol egyre tobb és egyre
részletesebb informéaciot lehessen Osszegyujteni, elemezni és értékelni. Az informacio-
gyljtés a kozvetlen munkavégzés sordn tanusitott magatartason tul kiterjed a munkaval-
lalo személyiségére, viselkedésére, a munkatérsaival, illetve kiilsé harmadik személyek-
kel kialakitott kapcsolatara.

Az uj technikak lehetdvé teszik a munkavillalok tevékenységének folyamatos megfi-
gyelését és ellendrzését. Bizonyos esetekben titkos moddszerekke! gyijtik ossze és a
munkavallalo altal nem ismert célra hasznaljak fel az informaciokat.

A munkahelyeken az informacids tarsadalom szamos eszkozét (pl. szamitogép, tele-
kommunikacios és audiovizudlis eszkozok, stb.) alkalmazzak arra, hogy a munkavalla-
16krol adatokat gyiijtsenek. Az alabbiakban a leggyakrabban alkalmazott modszereket
targyaljuk:

a) Az interaktiv kitiizé (active badge) rendszer*® Az egész szerkezet néhany centimé-
ter atmérdjli. Tartalmaz egy mikroprocesszort és egy infravordos kommunikacids rend-
szert, amely segitségével meghatarozhato a visel6jének pontos helyzete és kapcsolatot
tud teremteni mas eszkozokkel (pl. fogadja az automata telefon altal atkiildott hivasokat,
vagy elektronikus uton ad felhatalmazast valamely épiiletbe vagy terembe torténd belé-
pésre, stb). Ez a rendszer szamos problémat okozhat a visel6jének, ha illetéktelen ke-
zekbe keriil. Példaul rakothetd egy kozponti szamitégépre, amely automatikusan rogziti
a munkakezdést és a munka befejezését. A munkahelyen beliil képesek kévetni és rogzi-
teni a munkavallal6 mozgasat (konyvtar, WC, mas épiilet stb) és azt is, hogy mennyi
1dot toltott az egyes helyeken.

Az olyan interaktiv kit{iz rendszer, amely valamilyen biometrikus azonositasi elven
(pl. ujjlenyomat) magaban hordozza a személyiségi jogok megsértésének a lehetdségét
azaltal, hogy ezeket a személyre sz616 informéacidkat osszegyiijtik, illetve a munkavi-
szony megsziinését kovetden is megtartjak.

3 Nevezik még , tabs”-nak vagy ,network location devices” (hal6zati helymeghatfoz6 eszk6z).
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b) A szamitégép alapii rendszer (computer-based system). Ez a rendszer a munkalta-
tot informalja a munkavégzés ritmusardl (pl. mennyi ideig tart egy munkafézis, vagy
mennyi feladatot sikeriilt elvégezni egy adott egységnyi id6tartam alatt, stb). A rendszer
alapulhat a végzett fontosabb munkafézisok vagy az ejtett hibdk, vagy a munkakozi
megszakitasok gyakorisaganak és tartamanak szamlaldsan. A szamitégépes ellendrzési
rendszer nemcsak a kdzvetlen megfigyelésre alkalmas, hanem elvégezhet segitségével
tobbféle tavoli kontroll. Példaul egy rendszeren beliil megnézhetd, hogy a munkavallal6
milyen file-okkal dolgozott a kérdéses idészakban, vagy nyomon kdvethetd az e-mail
forgalma és azok tartalma, stb. Ez a szamitégépes megfigyel® rendszer elsddleges ren-
deltetését tekintve a termelékenység és a hatékonysag novelését hivatott eldsegiteni.
Ugyanakkor ez a rendszer a munkavéllalé folyamatos megfigyelésén alapul, ami altal
tobb esetben esély van arra, hogy megsértsék a munkavallal6 személyiségi jogait.

¢) Video-kamera. Els6sorban biztonsagi okokbodl helyeznek el kamerakat a munka-
hely bejaratanal (pl. bank) vagy egyéb olyan helyiségekben, ahol biztonsagi okbdl kiva-
natos a kamera allandoé jelenléte. Ilyen esetek példaul, amikor a munkavallal6 viselkedé-
sét, habitusat, kollégaival vagy iigyfelekkel valé kapcsolatteremtését kell folyamatosan -
szemmel tartani. Az esetek tobbségében ezeket a felvételeket rogzitik, illetve a munkal-
taté bizonyos ideig eltarolja.

d) A telefonbeszélgetést regisztrdalé rendszer (telephon-call accounting system). A
rendszer regisztralja a kimend és a bejovo hivéasokat, azok iddtartamat a hivott fél tele-
fonszamat és az uzleti, illetve privat beszélgetések tartalmat. Ez a rendszer nem kizard-
lag csak a telefonos kommunikacié megfigyelésére alkalmazhat6, hanem példaul az e-
mail forgalmat is képes regisztralni.

e) A szamitdgépes, illetve halozati vagy szatelit alapti kommunikacios eszk6zok
segitségével a munkavallalok munkahelyen kiviili — pl. lakdsan, autéjaban stb. — mozgd-
sa és tevékenysége is kontrollalhaté. Ezt nevezziik un. média-térnek (media-space). Ez
nem mads, mint egy szamitogép altal vezérelt audid-vizidés halozat, amely egy adott épii-
leten beliil vagy foldrajzi térségben kiilonbozd helyeken munkat végzé csoportok tagjai
kozotti kommunikéciot és egyiittmikodést segiti eld. Ugyanez figyelheté meg a munka-
helyeken beliil is. Minden irodat, mihelyt behal6zé audié-videos rendszerek, szamito-
gépes halézatok miikddnek. Ezek egy sor vonatkozéasban elsegitik a jobb és eredmé-
nyesebb- munkaszervezést (mindig lehet latni, hogy ki szabad, éppen hol tart egy adott
folyamat, vagy nem kell dsszehivni az egyes vezetoket, hanem elektronikus Gton keresz-
tiil lehet eljuttatni hozzajuk a feladatokat stb. Ugyanakkor ez a nagyfokt behalézottsaga
a munkahelyeknek megnoveli annak az esélyét, hogy a munkavallalok személyiségi
jogai megsériilnek. Ezek a rendszerek gyakorlatilag észrevétleniil és akaratlanul (nem
megfigyelési szandékkal szerelik fel 6ket) végeznek adat- és informaciogyiijtést a mun-
kavallalokrol. Az ilyen tipusu elektronikus rendszerek alkalmazasa egy sor etikai és jogi
kérdést vet fel.

f) A telemunka elterjedése azzal a kovetkezménnyel jar, hogy a magdnszféra elvesziti
privat jellegét. Mivel a munkaltaté és a munkavallalé, illetve a munkatarsak nem egy
helyen vannak- a kozottiik 1év fizikai tadvolsadg miatt egyre nagyobb a kisértés, hogy
kiilonféle kontroll-eszkdzoket iktassanak be a kapcsolatba, amely eredményeként a
munkaltaté mintegy taviranyitassal is képes ellenérizni a munkavallal6it. A telemunka
keretei kozott a kordbban kizarélagosan privat jelleggel hasznélt lakohely egyidejiileg



12 — HAJDU JOZSEF

testesiti meg a privat szférat és a munkahelyet. A személy 24 6rajan keresztiil munkaval-
lal6 is és maganszemély is. A két pozicié nem valaszthaté el egymastél. A munkavégzo
személyek egymadssal valé kapcsolata és viszonyrendszere is jelentésen megvaltozik
ebben az uj rendszerben. A telekommunikacios eszkozok gazdag tarhdza lehetdvé teszi,
hogy a munkavaéllalé folyamatosan a munkavégzési folyamat részese lesz, még akkor is,
ha formalisan nem is tartézkodik a munkahelyén. Ez a kapcsolatrendszer potencidlisan
magaban hordozza a munkavallalok személyiségi jogainak a megsértését. A telemunka
soran egy sor olyan informaci6 birtokaba jut vagy juthat a munkaltaté, amelynek semmi-
lyen kapcsolata nincs a munkavallaloi statussal.

B. A magdnszféra védelme a munkaviszony létesitésekor

Altalanosan elterjedt nézet, hogy a munkaviszony immanens részeként a munkaltatot
megilleti a munkavallalok megfigyelésének a joga. A munkaviszony létesitésének id6-
szakaban ezt a megkozelitést mar csak formai okok miatt sem lehet alkalmazni, hiszen
ekkor még nem all fenn a felek kozott munkajogviszony. Egyik oldalrol azt allithatjuk,
hogy ebben a fazisban még formalisan egyenrangi autoném felek interakcidjarol van
sz6, amely végallomasat tekintve a munkaszerzddésbe, vagy az ,elvalasba” torkollik,
vagyis nem jon létre munkaviszony. Ugyanakkor az esetek tilnyomo részében az is
nyilvanval6, hogy ténylegesen eltérépozicidban 1évé személyek alakuld viszonyaroél van
itt sz6. Ha tovabb gondoljuk a két fél rendszerint egyenlétlen kapcsolatét, akkor az is
nyilvanvaléva valik, hogy a kiszolgaltatottabb helyzetben 1évé munkavallalénak mar a
felvételi eljaras id6szakaban is szitksége van jogi védelemre. A leggyakoribb védelmi
teritletek a kovetkezok: korrekt banasmod, diszkriminacio tilalma, nemek kozotti
egyenl6ség, a személyes adatok védelme, és nagyon sokszor a nem jogi normaként
megjelend ,jo munkaerdpiaci magatartas elvei” (principle on good labour market
practices).

Egy uj munkaerd alkalmazéasanal teljesen magatol értet6dd igény, hogy még az al-
kalmazas elott a munkaltatd szeretne alaposan t4djékozddni a jeloltrol. Ez pedig adatok
begytjtésével és feldolgozasaval, elemzésével végezhetd el a leginkabb. Ebben a folya-
matban a kovetkez6 a lényegi és vizsgalando kérdés: vajon a lefolytatott eljaras, vagy az
alkalmazott médszer mennyiben felel meg az adatvédelmi térvény — vagy az EU-s
irdnyelv — eléirasainak. Abban az esetben, ha az eljaras teljes egészében megfelel a
torvényben irottaknak, akkor ezt az eljarast— e vonatkozasban — elvileg jogszeriinek kell
tekinteni. ‘

E kérdés vizsgalatdnal az igazi kérdés nem az, hogy a munkaltaténak van-e egyalta-
lan ilyen joga, hanem sokkal inkdbb az, hogy a munkaltaténak ez a sajat maga szamara
,vindikalt” jog — hogy megfigyelhesse, utasithassa, vizsgalhassa a sajat munkavallaléit —
milyen mélységig illeti meg 6t. Ebben a korben a legfontosabb kérdés a felek jogainak
és rendszerint eltérd érdekeinek az egyensillyba hozésa. A kezdetekben a munkaltato
tarsadalmi poziciéja €és a munkavégzés feliigyeletébodl, ellenérzésébdl szarmazé
,kivaltsagok” messzire toltak ki a munkaltatéi jogosultsagok hatarat. Kés6bb, a munka-
jog védelmi szerepének boviilésével és az un. eljogiasodasi folyamattal (juridification)*!
egyidejlileg elindult a munkaltatohoz valé lasst felzark6zas idoszaka. Ez a fejlodés

31 Az eljogiasodas folyamata a kovetkezo: a felek-kozott felmertlo konfliktusok egyre nagyobb szdmban
nyer jogi megfogalmazast és a konfliktusok rendezésére jogilag szabalyozott eljarési rend alakul ki.
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nagyon sok tényezdre vezetheto vissza, de koziiliik is kiemelkedik a szakszervezet mun-
kaltatoval szemben tansitott konfrontacids, illetve bizonyos helyzetekben kooperativ
" magatartasa. A skandindv allamokban — ahol nagyon er6s a munkavallaléi érdekvédelem
- a munkaiigyi kapcsolatok alakitdsanak két alapvetd elve és értéke: a) a megegyezés és
b) a kompromisszumkészség. Ugyanakkor meg kell jegyezniink, hogy Finnorszagban —
készonhetden a legutobb elfogadott munkavéllaléi maganszféra torvénynek — a szocialis
partnerek szerepe a munkaviallalok személyiségi jogainak a védelme teriiletén visszafo-
gottabb, mint a tébbi skandindv allamban. A jelentds szakszervezeti szervettség okan
egy tovabbi specialis kérdés is felmeriil a skandinav allamokban: milyen személyiségi
jogi védelem illeti meg a munkavallalét a szakszervezeti tagsdggal kapcsolatban (tag
vagy nem tag). Az EU-s adatvédelmi irdnyelv erds egységesitd szandékkal kivanjak6zos
szabalyok kozé szoritani az eurOpai orszagok személyiségi jogok, illetve a maganélet
védelmét szabalyoz6 normait.

C. A munkdltatéi megfigyelés, mint a munkaviszony természetes velejaroja

Mint ahogy azt mar a fentiekben jeleztiik, a legtobb irott munkajoggal rendelkez6 or-
szagban a munkaltatonak joga van ahhoz, hogy iranyitsa, utasitsa és ellen6rizze a mun-
kavallaloit. Ezek a munkajogviszony alapvetd osszetevdi. Ezek a jogositvanyok egyide-
juleg a felek kozotti egyenl6tlen piaci poziciokat is érzékeltetik. Sok szerzo véleménye
szerint ennek a hatterében komplex tarsadalmi és gazdasagi okok alinak. Talan ez lehet
az egyik oka annak, hogy ezen munkaltatéi kivaltsagok jogi alapjanak vizsgalata csak
nagyon ritkan kerlil a vitak kozéppontjaba. Ez al6l a széles korben elterjedt felfogastdl
eltér a finn Martti Kairinen professzor véleménye, aki azt éllitja, hogy a munkaltaté
azért viselkedhet igy, mert a munkaviszony jogi alapjaban implicite benne van a munka-
vallalo beleegyezése (implicit consent from the employee). Ezen elmélet szerint a bele-
egyezés egyidejiileg magaban foglalja a magatartasi limitek meghatarozasat is.*? - ‘

Ugyanakkor, a skandindv esetjogban megtalalhaték azok az elvek, illetve limitek,
amelyek segitenek meghatarozni, illetve korlatozni a munkaltaté megfigyelési és ellen-
Orzési jogat. Ezeket és a munkavéllalokat védo egyéb elvekkel 6sszhangban kell értel-
mezni. Példaul a svéd adatvédelmi biztos allaspontja szerint amikor a munkaltaté a
munkavéllaléira vonatkozé adatokat kezel, akkor ezt a jogat (megfigyelés és ellen6rzés)
nem gyakorolhatja eseti (random) jelleggel, illetve jogellenes médon, tovabba nem cse-
lekedhet a j6 munkaerdpiaci standardokkal ellentétesen.*®

A fenti folyamatot nagyvonalakban a k()vetkezokbenfoglalhatjuk 6ssze: A munkélta-
tok tiszteletben tartottdk a munkavallalék maganszférahoz fiiz6d6 jogait (privacy) és
méltdsagét (dignity). A munkaltatdi ellendrzés é€s az utasitési jog keretét megfelelé mo-
don és objektiv alapon alakitottak ki, kovetkezésképpen az nem volt eltalzott és a jo
munkaerdpiaci standardoknak is megfelelt. A munkaltat6 jogét alapvet6en két tényezd
befolyasolja: a) a megfigyelés (ellenérzés) indokoltsaga és a masik oldalon 4} a munka-
vallalonak okozott kar, illetve kellemetlenség mértéke. E két tényezé aranyositasanak

32 KAIRINEN, MARTTIL: Direktio-oikeuden kasitteesta. Juhlajulkaisu Antti Johannes Suviranta 1923 30/11
1983. Tytoikeudellisen yhdistyksen vuosiiikirja. Helsinki 1983 in. ANDERS VON KOSKULL: Employment
Privacy Protection — Scandinavian Comparative Perspectives; in. Stability and Change in Nordic Labour
Law, ed. Peter Wahlgren, Scandinavian Studies in Law. Volume 43, Stockholm Institute for Scandinavian
Law, Stockholm 2002, pp.342-343.

33 personuppgifter 2001, p. 13.
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eredményeként alakithato ki a munkaltaté magatartasanak a kerete. Ezeket nagyon gyak-
ran kollektiv szerz6désben, illetve a munkaszerzédésben is rogzitik. Ebbol kovetkezéen
fontos megjegyezni, hogy abban az esetben, ha a munkaltaté megsérti ezeket a kozosen
felallitott szabalyokat, akkor ezzel a magatartasival szerz0désszegést valosit meg. Pél-
déaul Finnorszagban az irott jog nem rendelkezik arrél, hogy a munkaltaté milyen keretek
kozott gyakorolhatja az ellendrzés és a megfigyelés jogat. Az esetjog sem tartalmaz
kimerité iranymutatast, ugyanakkor a szomszédos -skandindv orszagok gyakorlatat
(kollektiv megallapodasok) veszi alapul. Ugyanakkor érdemes megjegyezni, hogy a
munkaltaté e vonatkozasu jogainak korlatozasat tekintve a kollektiv szerz6désekben és
azok birésagi értelmezésében talalhato fejlodés és eredmény eltérést mutat.

D. A munkahelyi nem jogi eszkézok szerepe a magdnszféra védelmében

A skandinav orszagokban a munkaltaté ellendrzési joganak korlatozasaval kapcso-
latban nagyon gyakran felmeriil a kollektiv szerzbdések szerepe. Masképpen fogalmaz-
va, ezekben az orszagokban a kollektiv szerzddési rendszer torténeti fejlodése kéz a
kézben jar a munkaltat6 ellendrzési és megfigyeléshez val6 jogénak az alakulasaval. A
munkaltatok nagy érdeklddést mutattak az irant a megoldas irant, hogy a kollektiv szer-
z6désekbe is belekeriiljenek ezek a korlatok és elvek, tovabba az irant, hogy erre a kér-
déskérre is kiterjedjen az in. békekitelem (peace obligation). A fejlodés kezdete visz-
szanyulik egészen a XIX. szazad utols6 éveire. A munkaltaték e vonatkozasu jogai a
kollektiv megallapodasok rendszerében a kollektiv szerzodések és az esetjog kozotti an.
,,ping-pong” mechanizmus eredményeként alakult ki.

Az dtvenes évek elején a norvég Legfelsdbb Birésag szamos jelentés — a korabbi
jogfelfogasto] eltérd — itéletet hozott. Ezeknek a legfontosabb sajatossaga az volt, hogy a
birésag az itéletét un. nem jogi normdaban szereplé privacy elvekre (non-statutory
principle of privacy) alapozta.*® Az a tény, hogy egyébként Norvégiaban is az un. alko-
tott jogi normék (statutory law) a meghatarozok még inkabb figyelemreméltébba teszik
az itéleteket. Az egyik eset egy munkavallal6 kameraval tortén6 megfigyelésérél szolt. A
kamerak felallitasara azért keriilt sor, mert a munkéltaté azt gyanitotta, hogy a munka-
véllaloja sikkaszt. A Legfelsébb Birdsag — nem allamilag alkotott norméra alapozva —
meghozta azt az itéletét, amelyben kimondta, hogy a munkaltaténak nem volt joga ah-
hoz, hogy az esetben szereplé mdodon megfigyelje a munkavallalét, kovetkezésképpen a
videoszalagot nem lehet bizonyitékként felhasznalni a sikkasztas miatt inditott birésagi
eljarasban.”

2.2.3. Biintetdjogi szabélyozas

A személyiségi jogok biintet6jogi védelmével csak emlités szintjén foglalkozunk:
Tobb orszag biintetdjogédban megjelenik a technikai eszkozokkel végzett megfigyelés
meghatarozasa. Példaul a finn Btk-ban* az e-mail forgalom megfigyelése a kommuni-
kacids titoktartas megsértésének mindsiil.”’

3 Retstidende 1952, 1217, RT 1967, 1373 és 1977, 1073, feldolgozva Bing 1994, pp. 24-26, és Jakhelin
2000, 1172 fT. altal. ’

35 Retstidende 1991, 616.

3 Finn Btk 38:3.

37 ANDERS VON KOSKULL, 2002, pp.346.
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- 3. Adatvédelem
3.1. Az adatvédelem vdlasza a modern kor kihivdsaira

Alapvetden harom olyan f6 ok taldlhatd, amely arra Osztonzi az allamokat, hogy a
maganszféréara és az adatvédelemre vonatkozé _étfogé jogalkotas hozzanak létre.

a) A multban tortént jogtalansdagok orvosldsa. Sok orszagban — kiilonosen a Kozép-
Kelet-Eurépaban, Dél-Amerikaban, Dél-Afrikaban — az elmult diktatérikus idészakban
elkovetett magéanszféra jogsértések orvoslasat kivanjak megvalésitani az ujonnan alko-
tott jogszabalyokkal.

b) Az elektronikus kereskedelem tdmogatdsa. Sok orszag — koziiliik is kiemelésre ér-
demesek az azsiai orszagok és Kanada — mar elfogadott, vagy elfogadas alatt vannak
" olyan jogi normék, amelyek célja az elektronikus kereskedelem megvalositasanak elo-
segitése. Ezekben az orszdgokban felismerték, hogy éallampolgaraikat aggodalommal
tolti el az a tudat, hogy az elektronikus kereskedelmen keresztiil vilagszerte ismertté
valnak vagy valhatnak a személyes adataik. A maganszféra védelmét szolgalo jogszaba-
lyok egy olyan jogalkotasi csomag részeként keriiltek elfogadasra, amely elsddleges
célja, hogy uniformizélt jogi szabalyozast éllitson fel az elektronikus kereskedelemben
résztvevék szdmara. :

¢) Annak a biztositdsa, hogy a nem tagdllam dllamok jogi normdi konzisztens egy-
ségbe keriiljenek a pan-eurdpai jogi normdkkal. A legtobb kelet- és kozép-eurdpai or-
szdgban az Eur6épa Tanacs idézett egyezményével és az EU vonatkoz6 jogi normaival
(adatvédelmi iranyelv) harmonizélé jogszabalyokat fogadnak el. Mas régidkban — pél-
daul Kanadaban — annak érdekében fogadnak el 1ij jogszabélyokat, hogy kizéarjak az EU
vonatkozé adatvédelmi iranyelvének érvényesiilését a kereskedelmi viszonyaikban.®®

Mindezeken tilmenden a technolégia fejlodésének iitemével a magénszféra megsértésé-
nek a lehetosége egyenes aranyban novekszik. Kimutathaté néhany trend, amely a ma-
ganszféra megsértése terén tapasztalhaté: a) A globalizdcio eltér6l minden foldrajzi
akadalyt az informaciok szabad dramlasa el6l. A globalis technolégia talan egyik legis-
mertebb vivmanya az Internet. ) A konvergencia az informacids rendszerek kozotti
technikai kiilonbségek eltorlését jelenti. A modern informécios rendszerek minden gond
nélkiil képesek egymaéssal egyiittmlkddni és kapcsolatba 1épni. ¢) Multi-médids rendsze-
rek mitkédnek, amelyek segitségével konnyen lehet tovabbitani az adatokat, illetve ké-
peket stb. Példaul az irott forméban rogzitett szoveg scannelés utan azonnal szerkesztett
szovegként tovabbithato, vagy egy fénykép, scannelést kdvetden barmilyen virtualis
formaban tovabb kiildhetd stb.

A fejlett orszagokban az informécié és kommunikécié technolégia teriiletén a politi-
kak konvergencidjanak sebessége jelentdsen megnétt. A kiilonbozé megfigyelési techni-
kék spektrumat tekintve — telefonlehallgatas, elektronikus személyes azonosité rendsze-
rek, adatfelkutatas és 0sszegyiijtés stb — a nyugati tarsadalmak jelentds elényre tettek
szert. A fejlédd orszagok kormanyai ezeket a fejlett orszagokat tekintik mintanak és
tdliik kapjak azokat a megfigyelési eszkozoket, rendszereket, amelyeket ezt kovetéen

3 Privacy and Human Rights, An international Survey of Privacy Laws and Practice. pp. 1-2.
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maguk is alkalmaznak. A korményoknak és az allampolgaroknak egyarant hasznosak
lehetnek az informacids tarsdalom vivmanyai. Ezek jelenlétét napjainkban mind a koz-,
mind pedig a maganszférdban megtalalhatjuk. A 0j, Gn. ,intelligens kéartydk” (smart
card) programok segitségével egy chip kartyan lehet szinte az 0sszes relevans adatot
lehet tarolni. Ez jelentds mértékben csokkentheti az tigyintézés idejét. Az Internet tome-
ges elterjedése forradalmi véltozasokat idézhet eld a kozszféraban (pl. elektronikus
korméanyzas bevezetése), -de a maganszféraban (pl. elektronikus aldirds, adatbazisok
megléte stb.) is. '

Ugyanakkor ezek a valtozasok megfeleld merészséget kivannak meg a felektdl és
jabb jogalkotast a jogalkotoktol. Az, hogy egy adott kormany képes-e kidolgozni az 1j
jogi kereteket nagymértékben fugg attdl, hogy mennyire akarja és képes rajta tartani a
. kezét a globalis digitalis gazdasag iitderén, tovabba attél, hogy mennyire képes felis-

merni a maganszféra védelmének a sziikségességét. ‘

Abban a korban éliink, amikor a technolégiai fejlédés eredményeként mind az alla-
.mi, mind pedig a maganszféraban lehetové valik az emberek tomeges méretii megfigye-
lése, rajuk vonatkozé adatok gyiijtése, elemzése stb. A maganszféra védelme ezért az
individualis emberi jogok egyik meghatarozd elemévé valt. Kulonboz6 nemzetkdzi
felmérések késziiltek arra vonatkozo6an, hogy milyen forméban és mértékben sértik meg
az egyes polgarok személyiségi jogait, illetve maganszférajat. Az is tapasztalhat6, hogy
egyre tobb orszdgban sziiletnek a kérdést szabalyoz6 jogi normék. A jogi aktivizalodas
(jogalkotas és alkalmazas) mogott az egyik legfontosabb tényezd, hogy az érintettek
megértik, hogy a személyiségi jogok védelme egy olyan alapvetd emberi jog, amelyet
senkinek nincs joga megsérteni. A magénélet (privacy) jelentésének kifejtésénél olyan
fogalmak keriilnek el6térbe, mint a méltosag (dignity), a sz6lasszabadség vagy az egye-
siilési szabadsédg stb. Ezek eredetiiket tekintve elsdsorban a kiilonbszo szintii és tipust
nemzetk$zi normakban jelennek meg és az egyes &llamokba torténd ,,beszivargasukat”
kovetden — rendszerint — alkotmanyos védelemben részesiilnek. A személyiségi jogok
védelmét szolgald jogalkotds sziikségességét alapvetden a rohamos léptekben terjedd
technologiai fejlodés motivalja. Mig kordbban egy-egy személyes adat sorsat viszonylag
koénnyen nyomon kovethette volna a polgér, addig napjainkban a nagy teljesitmény
szamitogépek vilagaban az adatfeldolgozés, elemzés, tovabbitas stb. — orszadghatérokat
nem ismerve — pillanatok miive lehet. Napjainkban minden egyes allampolgérrél szdma-
lan formaban — egészségiigy, kozlekedés, munkavégzés, pénziigyi miiveletek, turizmus
stb. — keriilnek az informéciok 6sszegylijtésreés feldolgozasra. A nagy sebességii szami-
togépes halézatok kovetkeztében az adatok globélis szinten keriilnek felhasznélasra.
Senki nem tudhatja, hogy pontosan — direkt vagy indirekt formaban — hol és milyen
mennyiségii adatot gyiijtottek rola. Ehhez tarsul a munka vilagaban — elsésorban a me-
nedzsment oldalar6l — a mindent 4thatdé verseny és hatékonysag novelésének az igénye.
Ennek az egyik egyenes kovetkezménye, hogy a munkéltaté a munkaidé minden egyes
pillanataban szeretné tudni, hogy mit csinél a dolgozdja, hogy végzi a munkajat, milyen
hatékonysagnoveléssel lehetne még tovabb fokozni a teljesitményét, mennyi id6t tolt
pihenéssel, stb. Mindennek az ellendrzésére egyre tobb és kifinomultabb eszkdzrendszer
all a munkaltat6 rendelkezésére.

Ugyanakkor, az is megallapithatd, hogy a Jogalkotas rendszerint nem képes lépést
tartani ezzel az oriasi léptéki fejlodéssel, kovetkezésképpen az alkalmatlan jogi védelem
eredményeként a munkaltatok sok esetben olyan nem szabalyozott teriileteken végzik a
tevékenységiiket, amely végsd soron sérti a munkavallalok és kornyezetitk érdekét és
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jogait. A munkavallalok az esetek tilnyomoé tobbségében sebezheték €s a munkaltatd
killonféle vizsgalataival, adatgyiijtésével és elemzésével, nyilt vagy rejtett megfigyelése-
ivel, stb. szemben tehetetleniil allnak szemben. -

A munkavallalok jogi védelmét szolgalé szabalyozés ,hezitalasa” mogott — elsésor-
ban Nagy-Britanniara igaz ez a kijelentés — az a tény éll, hogy a munkavégzés a munkal-
taté altali folyamatos nyomon kovetése a munkaviszony egyik immanens része. Ezért
sokan azzal érvelnek, hogy a munkaltatonak joga van ahhoz, hogy kiilonféle modszerek
segitségével meggy6zddjon arrél, hogy a munkavallal6ja hogyan dolgozik. Ugyanakkor
a munkavégzés koriilményeinek véltozasa (egyre tobb szamitdgéppel végzett munka,
elektronikus megfigyelési rendszerek, nyilvantartds stb.) és ezzel egyidejiilleg az IT
technoldgia t6bb, mint rohamos fejlddése a munkaltaté ellendrzési terét (megfigyelését)
nagyon jelent6s mértékben kiterjesztették. Allaspontjuk szerint ez a megfigyelés a mun-
kavallaléra mindenkor és minden tevékenységére kiterjed. Példaul mini kamerak figye-
lik. minden egyes lépést, elektronikus személykovetok figyelik minden mozdulatat a
munkahelyen, a kiilonbozo telefonra szerelhetd eszkdzok masodpercek alatt elemzik a
telefonhivésait, a munkaviszony létesitésekor €s azt kovetden folyamatosan kiilonféle
teszteket (pszichologiai teszt, intelligencia teszt, viselkedési teszt, teljesitményi teszt,
szakmai elkotelezettséget méro teszt, személyiségi teszt, a munkaltatéhoz fiizddo lojali-
tasanak az ellenorzése stb.) kell megoldania. Ezen tesztek tilnyomo tobbségét elektroni-
kus forméban végzik el. Ebbol az is kovetkezik, hogy minden egyes adat nyilvantartasra
keriil és barmikor elévehetd és felhasznalhat6. Osszefoglalva batran allithatjuk, hogy a
mai vilagban a munkavallalok folyamatos megfigyelése és ellen6rzése a munkahelyi
(munkavégzési) kornyezet egyik elvalaszthatatlan részévé valt.

3.2. Az adatvédelemre vonatkozé regiondlis normak

A magénszféra atfogo védelmét megfogalmazo jogi szabalyozas az 1960 és 70-es
évektdl kezdve erdsodik fel. Ennek a hétterében elsésorban az informacids technolégiak
(angol roviditése: IT) elterjedése allt. A személyes adatok gyiijtésére és feldolgozasara.
kialakitott szamitégépek, illetve hdlézatok teljesitoképessége rohamosan nétt. Ezzel
parhuzamosan a felhasznalok is egyre bonyolultabb elvérassal léptek fel a szamitogépes
rendszerekkel szemben. Ezzel egyidejiileg a jogalkotas szintjén is megfogalmazodott a
személyes adatok jogi védelmének a sziikségessége. Ez els6sorban az adatok gyiijtésére
és kezelésére terjedt ki. Sok orszdg alkotmanyaban is megjelentek ezek az uj emberi
jogok. Az e teriileten kialakult modern jogalkotas genezise a német Hesse tartomanyban
(1970) elfogadott elsé adatvédelmi térvényre vezetheto vissza. Ezt kovette a svéd jogal-
kotas (1973), majd az USA (1974); Németorszag (1977) és Franciaorszag (1978).%

A fent emlitett korai, nemzeti jogszabalyok két nagyon fontos nemzetkdzi jogi do-
kumentum megalkotasara hatottak megtermékenyitéleg. Az egyik volt az Eurépa Tan4cs
egyezménye [Convention for the Protection of Individuals with regard to the Automatic
Processing of Personal Data (1981)).*° A masik dokumentum az OECD Iranymutatasa
volt [Guidelines Governing the Protection of Privacy and Transborder Date Flows of

3 DAVID FLAHERTY: Protecting Privacy in surveillance societies: Univérsity of North Carolina Press,
1989. ) .
4 http://coe. fr/eng/legaltxt/108e.htm.
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Personal Data (1981)],* amely az elektronikus adatvédelemre és felhasznélasra vonat-
kozo specialis szabalyokat tartalmaz. Nagyon sok orszdgban ezek a nemzetkdzi doku-
mentumok képezik a hazai adatvédelmi normdak esszencialis alapjat. Ezek a normék a
személyhez fiizdd6 informéciokat (personal information) adatoknak tekintik, amelyek a
megszerzéstdl a tarolason keresztiil a felhasznélasig jogi védelemben részesiiinek. Ezen
normak szabalyozasi logiké4janak sarkpontja, hogy az érintett személyek szamara elérhe-
ték és modosithaték az osszegyiijtott adatok. Az adatvédelemre vonatkozé norméak
alapjait tekintve azonos elvek és szabalyozds mentén épiilnek fel. Rendszerint csak a
védelem fokaban mutatkoznak eltérések. Az sszes norma eldirja a kovetkezd pontokat:
a) az adatokat korrekt és jogszerii modon kell megszerezni; b) csak az eredeti célkitii-
zésben (elére meghatarozott) cél(ok)ra lehet felhasznalni; ¢) adekvat, relevans és az
eredeti célkitiizést meg nem haladénak kell lennie és d) meg kell semmisiteni, miutén az
eredeti célkitiizésben szerepld feladatat betoltotte.

Ugyanakkor, ezen regionalis szinti nemzetk6zi normak elfogadasat kovetden ezek
szolgaltak alapul az egyes allamoknak. A sajat bels6 jogi szabalyozasuk kialakitdsakor
elsésorban az OECD és az Eurdpa Tanacs, majd az EU altal bemutatott modelleket -
vették alapul.

3.2.1. Az OECD adatvédelemre vonatkoz6 szabalyozasa: Az OECD Tandcs ajénlasa
a maganélet védelmét és a személyes adatok hataratlépd aramlasat szabélyozo
irdnyelvekre :

A hataratlép6 adataramlassal foglalkoz6 OECD program az 1969-ben kezdeménye-
zett, a szamitdgépeknek az allami szektorbeli hasznalataval foglalkoz6 tanulmanyokbol
ered. Egy szakértd bizottsag, az Adatbank Munkak6zosség a maganélet kiilonboz6 as-
pektusait elemezte és tanulmanyozta, igy példaul annak a digitalis informacidkhoz, a
kozigazgatashoz, a hataratlépd adataramlashoz és az altalanos politikai 6sszefliggések-
hez val6 kapcsolataban.

E munka eredményeként egy lehetséges nemzetkozi cselekvési program megvaldsi-
tasa érdekében egy sor irdnyelv kidolgozasara keriilt sor. Ezek az iranyelvek elismerték,
hogy - .

a) sziikség van az orszagok kozotti &ltaldnos és folyamatos, zavartalan informdcio-

" aramlasra; _

b) az orszagoknak jogos érdeke az olyan adatok tovabbitdsanak megeldzése, ame-
lyek biztonsagukat veszélyeztetik, vagy ellentétesek a kozrendre és kozszemé-
remre vonatkozo térvényeikkel, vagy sértik allampolgaraik jogait;

¢) az informacionak gazdasagi értéke van, s az ,,adat-kereskedelemnek" is részesed-
nie kell a védelemben a tisztességes verseny elfogadott szabalyai alapjan;

d) biztositékokra van sziikség az adatok magéntulajdondnak megsértésével és a sze-
mélyes informaciokkal valo visszaéléssel szemben, és

e) nagy jelentdséggel bir, hogy az orszagok elkételezzék magukat a személyes in-
formaciék védelmére vonatkozo alapvetd elvek egyiittese, mint k6z6s mag mel-
lett.

4! OECD, Guidelines Governing the Protection of Privacy and Transborder Date Flows of Personal Data,
Paris, 1981. :
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1978 elején megalakult egy 0 ad hoc szakértocsoport, a Hataratlépé Adataramlas és a
Maganélet Védelme Szakértécsoportja, az OECD keretében, amely azt az utasitast kap-
ta, hogy dolgozzon ki iranyelveket a hataratlép6 adatforgalom, valamint a maganélet és
a személyes adatok védelmének alapveté szabélyaira, hogy ezaltal konnyebb legyen
dsszehangolni a nemzeti jogrendszereket, de anélkiil, hogy ezzel kizérna egy késdbbi
nemzetkozi egyezmény létrehozasat. E munkat az Eurépa Tanaccsal €s az Eurdpai Ko-
zosséggel szoros egyiittmiikodésben 1979. julius elsejéig kellett elvégezni. A Szakértd-
csoport Kirby fébiré (Ausztralia) elnokletével és dr. Peter Seipel (konzulens) segédke-
zésével tobb tervezetet készitett, és szamos jelentést, példaul e teriilet jogi
megkdzelitéseinek dsszehasonlit elemzését vitatta meg. Kulonos sullyal foglalkoztak a
kovetkezd kulcskérdésekkel:

a)A kiilon .meghatarozandé-e az un. érzékeny informacidk kérdése.*
b) Az automatizalt adatkezelés kérdése.” '
¢) A jogi személyek adatvédelmének kérdése.*

d) A jogorvoslat és a szankciok kérdése.*

e) Az alap-gépezet vagy a gyakorlatba iiltetés kérdése.*

f) A jogrendszer megvél‘;‘sztésénak kérdése.”’

g) A kivételek kérdése.**

h) A részrehajlas kérdése.*

A Szakértécsoport munkéj‘a. soran szoros kapcsolatot tartott az Europa Tanacs megfeleld
szerveivel. Mindent elkoveftek annak érdekében, hogy elkeriiljék a két szervezet altal
készitett szovegek sziikségtelen eltérését egymastol; igy a védelem alapelveinek felsoro-

2 Felmeriilt ugyanis az a kérdés, hogy az iranyelvek altalanos természetiiek legyenek-e, vagy olyan szer-
kesztéstiek hogy a kalonbozd adat-, illetve tevékenység-tipusokkal (pl. hitelinformacios jelentésekkel) foglal-
kozzanak. Valosziniileg nem is lehet megjelsini az adatoknak egy olyan csoportjat, amclyet altalaban érzé- .
kenynek lehet mingsiteni. Mindenképpen differencialdsra van szitkség.

Az a megkozelités, amely szerint az automatizalt adatkezelés a probléma & oka megkérddjelezhetd
kovetkezésképpen ergsen vitatott.

% Neéhany orszag torvénye ugyanigy védi a jogi személyekre vonatkozé adatokat, mint a természetes
személyekhez fiiz8d6eket.

4 Az ellenérzési mechanizmus megkozelitései nagyon kilonbozok: példaul az egyik rendszer killon 1ét-
rehozott engedélyezd és felulvizsgalo hatosagra épitl, mig a masik a nyilvantartok dnkéntes fegyelmére és a
hagyomanyos biréi jogorvoslatra hagyatkozik.

4 Az alapelvek kozos magjanak és részletezésik megfelel szintjének megvalasztasa nehézségeket okoz.
Példaul az, hogy az adatbiztonsagi kérdések (az adatok védelme illetéktelen beavatkozastol, tiiztd] és hasonléd
eseményektdl) milyen mértékben tekintendok a maganélet-védelmi komplexum részének, vitathato, eltérhet-
nek a vélemények a megorzés idéhatarat illetéleg, az adatok torlésének kovetelményeiben, és ugyanez vonat-
kozik az adatok meghatarozott célhoz kotottségére. Kiildndsen nehéz éles hatarvonalat hizni az alapelvek és
célok szintje és az alsobb szintii ,,mechanizmus” k8zé, mely utébbiak az orszagos szintii alkalmazasra ha-
gyandok: )

47 A hataratlépd adataramlas Osszefuggésében a joghatosag megvalasztasanak, az alkalmazando jogésa
kulfoldi itéletek elfogadasanak probléméja osszetettnek bizonyult. Mindazonéltal felmeriilt az a kérdés, hogy
ebben a stadiumban kell-e és milyen mért&ben un. nem-kotelezd természetii iranyelveket elSterjeszteni.

“ Hasonloképpen, a kivételek kérdésében is megoszolhatnak a vélemények Legyenek-c egyaltalan ilye-
nek? Ha igen, akkor meg kell-e hatarozni a kivételek kategoridit, vagy mkébb a kivételek altalanos korlatait
kell megfogalmazni?

4 végiil, a személyes adatok védelme és hataratlépd szabad aramlasa kozott feloldhatatlarellentét van, A
hangsulyt lehet az egyikre vagy a mésikra helyezni, de ennek ellenére nehézségbe iitkdzhet a magénélet
védelmének érdekeit megkiilldnboztetni a kereskedelem, a kultira, a nemzeti szuverenitds, munkaltatd stb.
érdekeitdl.

>
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lasa sok tekintetben azonos. Masfeld! viszont néhany kiilénbség is talalhatd. E19szor is,
az OECD Iranyelvek jogilag nem kotelezok, mig az Eurépa Tanacs altal készitett
egyezmény jogilag kotelezd lesz azon orszagok kozott, amelyek ratifikaljak Ez viszont
azt jelenti, hogy a kivételek kérdését az Europa Tandcs részletesebben targyalja. Ami a
jogalkalmazas teriiletét illeti, az Eur6pa Tanacs Egyezménye foként a személyes adatok
automatizalt kezelésével foglalkozik, mig az OECD iranyelvek ugy vonatkoznak a sze-
mélyes adatokra, mint amelyek veszélyeket rejtenek a maganéletre és a személyes sza-
badsagjogokra, tekintet nélkiil kezelésiik modjéra és eszkozeire. A részletek szintjén a
védelemnek a két szervezet 4ltal javasolt alapelvei bizonyos szempontboél eltérnek, és az
alkalmazott terminolégia is némely tekintetben kiilénbozik Afolyamatok egyiittmiikodés
intézményi kereteit az Europa Tanacs Egyezménye részletesebben targyalja, mint az
OECD Iranyelvek.

Nemcsak az OECD kézpontban tortént normaalkotasi folyamatban figyelhetd jelen-
t8s fejlodés, hanem a tagallamokban is. Az OECD-tagorszagok tobb mint egyharmada
mar hozott egy vagy tobb olyan térvényt, amelynek célja, tobbek kozott, hogy védje az
egyéneket a rajuk vonatkozé adatokkal torténé visszaélésekkel szemben, és felruhazza
oket az adatokhoz val6 hozzaférés jogaval, hogy ellenérizhessék azok helytall6 és pon-
tos voltat. A foderalis rendszerii orszadgokban ilyenfajta torvények fellelheték mind sz6-
vetségi, mind tagéallami vagy tartomanyi szinten. Az ilyen torvényeknek a kiilonbdz6
orszagokban mas és maés elnevezésiik van. igy az eur6pai kontinensen altalaban
.adattérvények"-ré! (data laws), vagy ,adatvédelmi torvények"-r6l (data protection
laws; lois sur la protection des données) beszélnek, mig az angol nyelvterilet orszagai-
ban a ,magéanélet védelmét szolgalo torvények" (privacy protection laws) elnevezés a
szokasos. Ezen jogszabalyok tulnyomé tobbségét 1973 utdn hirdették ki. Jelenleg is
megfigyelhetd ennek a teriiletnek az intenziv fejlodése. Azok az orszagok, amelyeknek
mar vannak e targyban alkotott jogszabalyaik, a védelem 1j teriiletei felé fordulnak,
vagy a meglévd jogszabalyok felillvizsgalatédval és kiegészitésével foglalkoznak. Mas
orszagokban csak napjainkban keriil sor az ilyen vonatkozasi normak megalkotasara. -

Az egyes orszagok éltal a maganélet és a személyes szabadsagjogok kérdésében ko-
vetett megoldasok sok kozos vonast mutatnak. igy fellelhetdk azok az alapvetd érdekek
és értékek, amelyeket altalanossagban a védelem elemi alkotdrészeinek fogadnak el.
Néhany ilyen fo6 elv: a) a személyes adatok gyu;tesenek az adatgyijt6 céljahoz és mas
hasonlé kritériumokhoz igazodé korlatozasa; b) az adatok felhasznalasdnak a nyilvano-
san meghatérozott célokra torténé korlatozasa; ¢) azon eszkdzok megteremtése, amelyek
lehetévé teszik, hogy az egyén tudomast szerezhessen az adatok létezésérdl és tartalma-
rol, tovabbé hogy helyesbittethesse azokat; d) valamint azon felek megjelolése, amelyek
felelosek a magéanélet védelmére vonatkoz6 szabalyok és dontések tiszteletben tartasa-
ért. Megallapithat6, hogy a személyes adatokkal kapcsolatos, 2 magénélet és a szemé-
lyes szabadsagjogok védelmét szolgald jogszabalyok arra torekszenek, hogy lefedjék a
teljes ciklust az adatgytijtéstd] az adatok torléséig, mindekdzben a lehetd legnagyobb
mértékben biztositva az egyén tudatossagat, részvételét €s ellendrzési lehetoségét.

Az egyes orszagok nyilvanvaldan eltérd szemlélete a torvényekben, térvényterveze-
tekben és javaslatokban olyan kérdésekben nyilvanul meg, mint a jogi szabalyozas hata-
lya, a védelem killonbdzo elemeinek sulyozésa, a fenti tdgan értelmezett elvek részletes
gyakorlati alkalmazéasa és a végrehajtas lebonyolitasa. igy eltérnek a vélemények az
engedélyezés feltételeit illetden, és a killonleges feliigyeld testiiletek (,,adatfeliigyeld
hatésagok") ellenérzé mechanizmusanak vonatkozasaban. Az un. érzékeny adatok kate-
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goriait eltéré modon hatarozzak meg, de eltérnek a nyitottsagot és a személyes részvételt
biztosité maddszerek is, hogy csak néhany példat emlitsiink Természetesen a személyes
adatok védelmének jogalkotasi szemlélete és a jogi keretek konkrét megformalésa tekin-
tetében is a kiilonb6z6ség iranydba hatnak a jogrendszerek hagyomanyosan meglévo
eltérései.

3.2.1.1. Az QECD Ajanlds rendelkezéseinek bemutatasa
A. Az Ajanlas szerkezete

A Gazdasagi Egyuttmiikddési és Fejlesztési Szervezetnek (OECD) a maganélet és a
személyes adatok védelmére vonatkozd ajanlasat 1980. szeptember 30-an fogadtak el.
El6zményének tekintheté az OECD 1960. december 14-i Egyezményének 1.(c), 3.(a) és
5.(b) pontja. A norma megalkotdsanal figyelembe vették, hogy annak ellenére, hogy az
egyes nemzeti torvények és politikak kiilonbozéek lehetnek, a Tagillamok k6z6s érdeke
a maganélet és személyes adatok védelme, valamint olyan alapvetd, de egymasnak el-
lentmondé érdekek Gsszehangolasa, mint amilyenek a magéanéletben és a szabad infor-
mécidaramlasban megnyilvanulnak. A személyes adatok automatikus feldolgozasa és a
nemzeti hatarokat 4tlépd aramlésa az orszagok kozotti kapcsolatok 4j és egyre jabb
formait hozza létre, és egymassal Osszhangban all6 szabélyozast és gyakorlatot kivan.
Ugyanakkor gyakorlati problémaként vetddott fel, hogy a maganélet védelmére és az
allamhatarokon 4tlép6 személyes adatok dramlasara vonatkozé nemzeti és nemzetkozi
normék némely esetben hatraltathatjdk a zavartalan adatdramlast. Ezen felismeréstol
vezérelve az OECD elhatarozta, hogy elésegiti a szabad informéaciédramlast a Tagalla-
mok kozott és elharitja a Tagallamok gazdasagi €s tarsadalmi kapcsolatai fejlédését
hatraltatd indokolatlan akadalyokat. Ugyanakkor az is megfogalmazasra keriil, hogy a
Tagallamok torekedjenek a személyes adatok hataratlépé dramlasat hatraltaté indokolat-
lan akadéalyok elharitasara és ilyen akadalyoknak a maganélet védelme iriigyén vald
létrehozasa elkeriilésére. A megalkotott norma két részbdl all: maga az Ajanlas és a
szerves részét képez6 Fliggelék, amelyben a tagallamok belsé szabalyozasanal koveten-
dé — a maganélet és a személyes szabadsagok védelmére vonatkozé szempontokat fel-
oleld — iranyelveket fogalmaztak meg.

Az Ajéanléasok fiiggelékében lefektetett Irdnyelvek 6t részbol allnak. Az elsd rész fo-
galom meghatdrozasokat tartalmaz, és koriilirja az Iranyelvek hatalyat, jelezve, hogy
ezek minimalis kovetelményeket képviselnek. A masodik rész nyolc alapelvet tartalmaz
a maganélet és a személyes szabadsagjogok nemzeti szintli védelmérdl. A harmadik rész
a nemzetkozi alkalmazés elveivel foglalkozik, vagyis azokkal az elvekkel, amelyek
foként a Tagorszagok kozti viszonyokat érintik. A negyedik rész az el6zéekben kifejtett
alapelvek gyakorlatba iiltetésével foglalkozik altalanos megfogalmazasban, és leszdgezi,
hogy ezeket az elveket tilos diszkriminativ médon alkalmazni. Az 6tédik rész a Tagor-
szagok egymaskozti kdlcsonds segitségnyujtasaval foglalkozik, féként informaciocsere
révén és oly modon, hogy keriiljék a.személyes- adatok védelmének massal 6ssze nem
egyeztethet nemzeti szabalyozésokat.
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B. Az Ajanlas célkitiizései

Az Iranyelvek magvat azok az elvek alkotjak, amelyek a Fiiggelék masodik részében
talalhatok. Két lényeges alapelvrdl van sz6: a maganélet és a személyes szabadsagjogok
védelmérol és a személyes adatok szabad 4dramlasanak elosegitésérél. Az Iranyelvek e
két érték egyensilyara torekszenek; s noha elismerik annak szilkségességét, hogy a sze-
mélyes adatok orszagok kozti szabad aramlasat valahogy korlatozni kell, keresik az
ilyen okok csokkentésének maddjat, ezéltal is erdsitve az orszagok kozotti szabad infor-
mécidaramlas eszméjét.

Az Irdnyelvek negyedik és 6todik része azon elveket tartalmazza, amelyek révén el-
érhetd, hogy

a) az orszagos intézkedések hatasosan védjék a magéanéletet és a személyes szabad-
sagjogokat;

b) a gyakorlatban ne tegyenek tisztességtelen megkiilonboztetést az egyének kozott;
és

c) létrejojjenek a személyes adatok dramldsdra vonatkozé folyamatos nemzetkozi
egyiittmiikddés és az 9sszeférhetd eljarasok alapjai a személyes adatok hataratlé-
p6 dramlasanak barmely szabalyozasaban.

C. Jogi személyek, csoportok €s hasonld személyiségek

Egyes orszagok agy vélik, hogy a személyekre vonatkoz6 adatok kivénatos védelme
hasonlo természetii lehet, mint az a védelem, amelyet az uizleti véallalkozasok, tarsasagok
és csoportok adatai kivannak meg, akar jogi személyiséggel bimnak azok, akar nem.
Szamos orszag tapasztalata is igazolja, hogy a személyes és nem-személyes adatok ko-
z6tt nagyon nehéz vilagos hatérvonalat huzni. Példaul egy kis vallalatra vonatkozé ada-
tok a tulajdonost vagy a tulajdonosokat is érinthetik, és tobbé-kevésbé érzékeny termé-
szetll informaciot nyujthatnak. llyen esetekben javasolhaté az elsdsorban szemelyes
adatok szamadra nyjtott védelem kiterjesztése a testiiletekre.

Hasonloképpen vitathaté az is, hogy milyen mértékben igényelnek fokozott védelmet
azok az emberek, akik valamilyen kiilonleges csoporthoz tartoznak (példaul korlatozott
szellemi képességii személyek, bevandorlok, nemzeti kisebbségek), az ilyen csoportra
vonatkoz6 informéciok elterjedése ellen.

Masfeldl az irdnyelvek tiikkrozik azt a nézetet, hogy a személyes integritas és privacy
fogalomkore sok tekintetben kiilonleges, €s nem szabad gy kezelni, mint személyek
csoportjanak integritisat vagy cégek biztonsagat és titkossagat. E védelmek szilkséges-
sége nem egyforma, és kiillonbozoek azok az informéciépolitikai keretek is, amelyek
kozott a megoldasokat meg kell alkotni, s az érdekeket egymadssal szemben kiegyensi-
lyozni. Az OECD Szakértdcsoport egyes tagjai javasoltak, hogy lehetévé kellene tenni
az Iranyelvek hatalyanak kiterjesztését jogi személyekre (vallalatokra, tarsasagokra) is.
Ez a javaslat azonban nem talalt elegend6 egyetértésre. igy, az Iranyelvek hataskore az
egyénekre vonatkoz6 adatokra korlatozodik, és a Tagorszagokra marad a valasztévona-
lak meghuzasa, és a vallalatokkal, csoportokkal és hasonlé testiiletekkel kapcsolatos
elvek meghatarozasa.
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3.2.1.2. Automatizalt és nem-automatizalt adatok

A muitban az OECD tevékenysége a maganélet védelmében és az ezzel rokon teriile-
teken az automatizalt adatkezelésre és a szamitogépes halozatokra dsszpontosult. Az
Ajanlast kidolgoz6 Szakértéesoport kiilonleges figyelmet szentelt annak a kérdésnek,
hogy az Iranyelvek szoritkozzanak-e az automatizalt és szamitogéppel segitett adatkeze-
lésre. Szamos indokkal lehet ezt a felfogast védeni, igy azzal, hogy a személyes magén-
életre kiilonleges veszélyt jelent az automatizalas, a szamitégépesitett adatbankok és az
automatizalt adatkezelés egyre novekvé dominancidja, kiillondsen az orszagok kozotti
adatforgalomban.

Masfeldl viszont a Szakértdcsoport arra a kovetkeztetésre jutott, hogy az Iranyelvek-
nek a személyes adatok automatizalt kezelésére vald korlatozasa jelentds hatranyokkal
jarna. Kezdjik mindjart azzal, hogy a meghatdrozasok sikjan nehéz tisztan megkiilon-
béztetni az automatizalt és nem-automatizalt adatkezelést. Itt vannak példaul a ,kevert”
adatkezelési rendszerek, és az adatkezelés folyamatdban vannak stddiumok, amelyek
egyarant vezethetnek automatizalt és nem-automatizalt kezeléshez. E nehézségeket to-
vabb bonyolitja a folyamatos technikai fejl6dés, mint példaul azoknak a félautomata
mddszereknek a bevezetése, amelyek mikrofilm vagy mikroszamitogépek atkalmazasan
alapulnak, mely utobbiakat egyre novekvé mértékben hasznalhatnak olyan magéancélok-
ra, amelyek artalmatlanok is, ellendrizhetetlenek is. Tovabbmenve, ha kizar6laga szami-
tégépekre osszpontositanak, az Irdnyelvek ellentmondasossaghoz, joghézagokhoz €s a
nyilvantartok szamara olyan lehetdségekhez vezethetnek, hogy az Iranyelveket gyakor-
latba iiltetd szabalyokat ugy keriiljék meg, hogy azon célokra, amelyek ezeket sérthetik,
nem-automatizalt médszereket hasznalnak.

Kovetkezésképpen, az Iranyelvekben kifejezett, a maganélet és a személyes szabad-
sagjogok védelmének elvei az adatkezelésre dltalanosan érvényesek, tekintet nélkiil az
alkalmazott konkrét technolégiara. llymédon az Iranyelvek a személyes adatokra is
altalanosan vonatkoznak,™ vagy pontosabban azon személyes adatokra, amelyek, vagy
kezelésiik modja, vagy természetik, vagy 6sszefiiggéseik miatt veszélyt jelentenek a
maganéletre és a személyes szabadsagjogokra.

3.2:1.3. Az Iranyelvek hatdlya

Az OECD Iranyelvei olyan személyes adatokra® vonatkoznak,* fiiggetleniil attol,
hogy azok az éallami vagy a maganszektorban jelennek-e meg, amelyek feldolgozasuk
modja vagy természetitk vagy felhasznalasuk kornyezete miatt, veszélyeztetik a magan-
életet és a személyes szabadsagokat.® Az Iranyelvek nem értelmezhetok ugy, hogy gé-

¥ Megjegyzend6 azonban, hogy az Iranyelvek nem képezik a magéanélet altalanos védelmére vonatkozo
elvek gyljteményét;, a maganélet megsénésének olyan esetei, mint példaul a rejtett kameraval torténd fényké-
pezés, a fizikai bantalmazds, a rigalmazas, kivil esnek érvényességi korikon, hacsak e tettek nincsenek
valamilyen médon kapcsolatban személyes adatok kezelésével.

3t Személyes adat” minden olyan informéci6, amely azonositott vagy azonosithat6 egyénre (adatalanyra)
vonatkozik.

. 32 Az Iranyelvek olyan adatokkal foglalkoznak, amelyek meghatérozott vagy azonosithat6 egyénekre vo-
natkoznak. Az olyan adatgyijtemények, amelyek a fentiekre nem nydjtanak lehet6séget (statisztikai adatgyij-
temények név nélkilli formaban), nem tartomak ide. ’

33 A masodik kritérium bonyolultabb, és egy meghatarozott tényszerii kockazati elemmel kapcsolatos, ti.
azzal, hogy az adatok veszélyt jelentenek a maganéletre és az egyéni szabadsagjogokra. Ezek a veszélyek az
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toljak: a) kiilonféle olyan védelmi intézkedéseknek a személyes adatok kiilonb6zo kate-
gériaira vonatkozo alkalmazasat, amely természetiiktol vagy gyiijtési, tarolasi, feldolgo-
zasi vagy terjesztési kornyezetuktdl fiigg; b) az Iranyelvek alkalmazasi korébdl valo
kizarasat olyan személyes adatoknak amelyek nyilvanvaléan nem veszélyeztetik a ma-
ganéletet és személyes szabadsagokat; és c) az Iranyelveknek csupan a személyes adatok
automatikus feldolgozésara valé alkalmazasat.

Az OECD iranyelveket minimalis kovetelményeknek kell tekinteni, melyek a ma-
ganélet és a személyes szabadsagok védelme érdekében tovabbn intézkedésekkel kiegé-
szithetok.

Kivételek az Iranyelvek hatalya alol: Kivételekrol rendelkezm olyan lranyelvek aldl,
amelyek egy nem-kitelezd Ajanlds részei, foloslegesnek tiinik. A SzakértScsoport mégis -
helyesnek tartotta, hogy belefoglaljon egy ezzel a tdrggyal foglalkozd rendelkezést,

“azzal, hogy két dltaldnos kritérium vezesse a nemzeti politikdt, amikor az Irdnyelvek
hatdlydt korldtozza: olyan kevés kivételt kell tenni, amilyet csak lehet, és ezeket nyilva-
nossdgra kell hozni (pl. kozzétenni a hivatalos kormdnyzati kozlonyben).

3.2.1.4. A nemzeti alkalmazds alapelvei

Az alapelvekkel kapcsolatban bevezetd megjegyzésként ramutatunk, hogy az itt tar-
gyalando alapelvek egymassal kolcsonodsen dsszefiggnek és részben fedik is egymast.
Igy azok a megkiilonboztetések, amelyeket az elvek az adatkezelés egyes miiveletei €s
stadiumai kozott tesznek valamelyest mesterségesek, és lényeges, hogy az elveket
egyiitt, mint egészet kezeljiik és tanulmanyozzuk.

A. Az adatgyiijtés korlatozasanak elve

A személyes adatok gyiijtését korldtozni kell, és ilyen adatok megszerzése csak tor-
vényes és lisztességes eszkozokkel torténhet, s ha lehetséges, az adatalany tudtdaval és
beleegyezésével.”

Az adatgyiijtés korlatozasanak elve két kérdéssel foglalkozik: a) az olyan adatok
gylijtésének korlatozasaval, amelyek természetiik, kezelésitk médja vagy felhasznalasuk
osszefliggései miatt kiillonosen érzékenynek tekinthetok és b) az adatgyiijtés modszerei-
nek kovetelményeivel.

Az els6 kérdéssel kapcsolatban gyakran hangoztatnak eltéré nézeteket. Azt lehetne
mondani, hogy lehet és kivanatos is felsorolni azokat az adat-fajtakat vagy kategoériékat,
amelyek 6nmagukban véve érzékenyek, és amelyek gyiijtését korlatozni vagy éppen
tiltani kellene. Az eurdpai jogalkotasban vannak is ilyen precedensek (példaul, faj, val-
lasi meggy6z6dés, biintetett eldélet). Masrészt viszont ugy is lehet gondolkodni, hogy
nincsenek olyan adatok, amelyek ©nmagukban ,magéantermészetiick” vagy
»6rzékenyek", de azza lehetnek osszefliggéseik vagy a felhasznalasuk kovetkeztében.
Ezt a nézetet titkrozi példaul az Egyesiilt Allamok privacy-torvényhozasa.

automatizalt adatkezelés alkalmazasanak kovetkezményeképp (tehat az adatfeldolgozas modja kdvetkeziében)
allhatnak €l6, de a lehetséges veszélyforrasok széles valasztéka tartozik ide. fgy olyan adatok amelyek ma-
gukban véve egyszerliek és tényszeriiek, valamilyen 0sszefliggésben az adatalannyal szemben offenziv jelle-
get olthetnek Masfeldl, az Iranyelvek 2. §-aban a veszély Ggy van meghatarozva, hogy szandéka szerint
kizarja a nyilvanval6an értatian természetii adatgydjtést (pl. a személyes jegyetflizeteket).
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A Szakértdcsoport megvitatott szamos érzékenységi kritériumot, mint példaul a hat-
ranyos megkiilonboztetés kockazatat, de nem talalt lehet6séget egyetlen, egyetemesen
érzékenynek tekintett adatcsoport meghatarozasara sem. Kovetkezésképpen ez az elv
mindossze egy olyan altalanos allitast tartalmaz, mely szerint a személyes adatok gyiijté-
sének korlatokat kell szabni. Ez mindenesetre egy meger6sit ajanlas a térvényhozoknak
arra vonatkozdlag, hogy hatirozzak meg azokat a korlatokat, amelyek véget vetnek a
személyes adatok valogatas nélkiili gyijtésének. A korlatok mibenléte nincs sz6 szerint
megadva, de értelemszeriien a kovetkezokkel lehetnek kapcsolatosak:

— az adatminGség szempontjai (vagyis hogy a gylijtott adatokbol megfeleléen jé mi-
néségli informdciot lehessen nyerni, hogy az adat gyijtése helyes informacids ke-
retek kozott térténjen stb.);

— az adatfeldolgozas céljahoz kapcsolodéd korlatok (vagyis hogy csak az adatok bi-
zonyos kategoriait gyiijtsék, és hogy az adatgyiijtés lehetdleg korlatozodjék a
meghatérozott cél eléréséhez szilkkséges minimumra); '

— a kiillonosen érzékeny adatok ,,megpantlikdzasa" minden egyes Tagorszagban a
kézgondolkodas és a hagyomanyok alapjan;

— bizonyos adatkezel6k adatgyjté tevékenységének korlatozasa;

— polgari jogi megfontolasok.

Az alapelv masodik része (adatgyiijtési mdédszerek) az olyan gyakorlat ellen iranyul,
amelybe beletartozik példaul rejtett adatrogzitd (példaul magnetofon) hasznalata, vagy
az adatalany félrevezetése azért, hogy informaciot szolgaltasson. Az adatalany tudomasa
vagy egyetértése lényegi szabaly, a tudomas a minimdlis kdvetelmény. Viszont az egyet-
“értést, gyakorlati okokbdl, nem lehet mindig feltételiil szabni. Emellett az alapelv tartal-
maz egy emlékeztetdt is (,,ahol helyénval6") arrél, hogy vannak helyzetek, amikor gya-
korlati vagy politikai okokbdl az adatalany tudomésa és hozzajaruldsa nem tekinthetd
szitkségesnek. Példaként megemlithetd a nyomozasi tevékenység vagy a cnmjegyzékek
rutinszer(i aktualizdlasa.

B. Az adatmindség elve

A személyes adatoknak felhaszndldsi céljaikkal ésszhangban, és ezeknek a célok-
nak megfelel& mértékberi pontosnak, teljesnek és aktudlisnak kell lenniiik. ”

Az adatok lényegességével kapcsolatos kovetelmények kiilonbozoképpen itélhetdk
meg. Sot, a kidolgozast végzd Szakértdcsoport egyes tagjai haboztak vajon az ilyen
kovetelmények egyaltalan beleillenek-e a maganélet védelmének keretébe. A Csoport
végkovetkeztetése olyan iranya - volt, hogy az adatoknak felhasznalasuk céljaval kell
osszefiiggniiik. Példaul véleményekrol szolo adatok félrevezetok lehetnek, ha olyan
célokra hasznaljak fel ezeket, amelyekkel semmilyen §sszefiiggésiik nincs, és ugyanez
vonatkozik a kiértékelt adatokra is. Az adatmindség elve foglalkozik még a pontossag-
gal, teljességgel és idoszeriiséggel — mindezek az adatmingség fogalmanak fontos ele-
mei. Ebben a vonatkozasban a kovetelmények az adatok céljahoz kétddnek azaz nem
terjednek messzebbre, mint amennyire felhasznalasuk célja szempontjabol sziikséges.
fgy, gyakran kell gyiijteni vagy megdrizni torténeti adatokat; ilyen esetek tarsadalomku-
tatas, beleértve a tarsadalom fejlodésének ugynevezett longitudinalis tanulmanyozasat,
torténelmi kutatds €s levéltari munka. A | cél-tesztelés" gyakran egyiitt jar annak vizsga-



26 — HAIDU JOZSEF

lataval, hogy a pontatlansag, a teljesség hianya, az elavultsag artalmara lehet-e az adat-
alanynak.

C. A célhoz kotottség elve

A személyes adatok gyiijtésének a céljat az adatgyijtés idépontjandl nem késébb
meg kell adni, és ezt kovetd felhaszndldsukat korldtozni kell, mely korldt ezeknek a cé-
loknak vagy ezekkel a célokkal nem dsszeegyeztethetetlen mds céloknak a megvalésuld-
saig terjedhet, feltéve, ha a megvdltoztatott cél minden egyes valtozds alkalmaval meg
van adva.”’

" A célhozkotottség elve szorosan dsszefilgg az el6z6 adatmindségi €s az utana kovet-
kez6 felhasznalas-korlatozasi elvvel. A célhozKotottség elve alapjaban véve azt irja eld,
hogy az adatok gyiijtését megeldzden, de legkésdbb megkezdésével egyidoben meghata- -
rozhatok legyenek azok a célok, melyekre az adatokat felhasznalni kivanjak és hogy a
célok késébbi modosulasat ugyanigy meghatarozzak. Az ilyen célmeghatarozés kiilon-
b6z6 vélaszthatd vagy kiegészitd mddokon térténhet pl. nyilatkozat, az adatalany téjé-
koztatasa, jogszabaly-alkotas, végrehajtasi rendelet vagy feliigyeleti testiiletek altal ki-
bocsétott engedély forméajaban. A célhozkotsttség és az adatmindség elvei értelmében uj
célokat nem lehet 6nkényesen bevezetni, valtoztatni csak az eredeti célokkal Ossze-
egyeztethetden szabad. Végiil: amikor az adatok mar nem szolgaljdk a célt, és ha ez
megvaldsithat6, szitkségessé valhat megsemmisitésiik (torlésiik) vagy anonim alakra
hozasuk. Ennek indoka az, hogy az érdektelenné valt adatok feletti ellendrzés megsziin-
het, ez pedig az eltulajdonitas, illetéktelen masolas €s hasonlok kockazatahoz vezethet.

D. A korlatozott felhasznalas elve

. A személyes adatokat nem szabad felfedni, hozzdférhetévé tenni vagy egyéb olyan
médon felhaszndlni, amely eltér az adatgyiijtés eredeti célkitiizésétdl (ld. részletesebben
. A célhozkotottség elvérdl irottakat”), kivéve: a) az adatalany beleegyezésével; vagy b)
ha a térvény azt ugy rendeli.”

Ez az elv kiilonféle felhasznalasokkal foglalkozik, beleértve az olyan nyilvanossagra
hozatalt, amely eltér a rogzitett céloktél. Példéul az adatokat az egyik szamitogéptol a
masikhoz lehet tovabbitani, ahol meg nem engedett célokra hasznalhatjak fel feliigyelet
nélkiil, és igy tarhatjak a sz6 szoros értelmében a nyilvanossag elé. Altalanos szabaly,
hogy a kezdetben, vagy azt kovetden megjelolt cél eldonti az adatok felhasznalasat. Két
altalanos kivétel ismert: az adatalany (vagy megbizottjdnak) hozzajarulésa, és a torvényi
felhatalmazéds (ideértve példaul a feliigyeleti hatosagok 4ltal adott engedélyeket is).
Példaul, eldirhaté lehet, hogy olyan adatok, melyeket igazgatasi déntéshozatal céljabél
gyiijtottek, elérhetdk legyenek kutatasi, statisztikai és szociélis tervezési célokra.

E. A biztonsag elve

. A személyes adatokat ésszerii-biztonsdgi intézkedésekkel védelmezni kell olyan ve-
szélyek ellen, mint elvesztés vagy illetéktelen hozzdférés, megsemmisiilés, felhaszndlds,
médositds vagy megismerés.”

Eloljaréban megjegyezzilk, hogy az adatbiztonsag és az adatvédelem nem azonos
fogalmak. Az adatok felhasznalasanak és kozlésének korlatait azonban biztonsagi ga-



A munkavillalék maganszférajanak védelme, kilonos tekintettel az adatvédelemre — 27

ranciakkal kell megerésiteni. Ezek a biztositékok fizikaiak, (példaul zart ajték és szemé-
lyazonossagi lapok), szervezetiek, (mint az adatokhoz hozzaférés hierarchigja), és —
kiilondsen szamitogépes rendszerekben — informdcids intézkedések (mint pl. rejtjelezés
és a szokatlan tevékenység esetén aktivalodé megfigyeld és reagalé program). Hangsu-
lyozni kell, hogy a szervezeti jellegi intézkedések magukban foglaljdk az adatfeldolgo-
zéssal foglalkoz6 személyzet titoktartasi kotelezettségét. Ezen elv hatélya széleskord. -
Ugyanakkor, az itt felsorolt esetek bizonyos mértékig atfedik egymast (pl. hozzafé-
rés/nyilvanossagra hozas). Az adatok ,elvesztése" fogalmaba beleértenddk példaul az
adatok véletlen torlése, az adathordozé (és ezzel az adatok) tonkretétele és az adathor-
dozo eltulajdonitasa. A ,,médositas" alatt illetéktelen adatbevitel, a ,,felhasznalas" alatt
- illetéktelen masolas értendd. '

F. A nyiltsag elve

. A személyes adatokra vonatkozé fejleményeket, a veliik folytatott. gyakorlatot és
politikat nyiltan kell kezelni. A személyes adatok létezésének, természetének és felhasz-
ndldasuk f& céljdnak, valamint az adatkezel6® személyének és dllandé tartozkoddsi he-
lyének megismerésére egyszerii médszereket kell kidolgozni.”

A nyiltsag elvét a személyes részvétel elve elofeltételének lehet tekmtem ahhoz,
hogy ez utébbi elv érvényesiilhessen, a gyakorlatban tdjékozodasi lehetdséget kell kapni
a személyes adatok gytijtésérol, tarolasardl és felhasznélasarél. Néhany példa a teljesség
igénye nélkiil, ennek elérésére: rendszeres dnkéntes tajékoztatas az adatkezelOk részérél,
- a személyes adatok kezelésével kapcsolatos tevékenységek publikalasa.- hivatalos k6zlo-
nyokben, és bejegyeztetés a hivatalos szerveknél stb. Az ,,egyszerii médszerek" kifejezés
ugy értendd, hogy az egyéneknek ardnytalan koltség- és idoraforditas, utazas és elozetes
ismeretek nélkil kell tudniuk hozzajutni az informéciéhoz.

G. A személyes részvétel elve

Az egyénnek legyen joga arra, hogy: a) az adatkezel6tél vagy mdsképpen bizony-

sdgot nyerjen arrdl, van-e az adatkezeldnek ra vonatkozo adata vagy nincs; b) a rd

_ vonatkoz6 adatokat megkapja, éspedig elfogadhato idén beliil, méltanyos dij ellenében,
ha ilyen egyaltalan van, elfogadhaté médon és szamadra konnyen elérhetd formdban, c)
az (a) és (b) alpontok szerinti igényének elutasitdsa indokait megismerje, és az elutasi-
tast kifogdsolja; és d) kifogdsolhassa a rd vonatkozé adatokat és, ha a kifogdsolds he-
lyénvalo, az adatokat toroltethesse helyesbittethesse, kiegészittethesse vagy mddosittat-
hassa.”

Azt tartjdk, hogy az egyén joga ahhoz, hogy a személyes adatokhoz hozzaférjen, és
azokkal-szemben kifogast emelhessen, a maganélet védelmének talan legfontosabb biz-
tositéka. Kdvetelmény, hogy a hozzdférés joganak mint szabalynak a gyakorlasa altala-
ban legyen egyszerii. Ez — tobbek kozott — azt jelenti, hogy része kell legyen az adatke-
zel6 vagy képvisel6je mindennapos tevékenységének, és jogi vagy mas hasonlé eljaras
ne kelljen hozza. Egyes esetekben indokolt lehet az adatok kozvetett hozzaférhetéségé-
o6l gondoskodni; példaul az egészséguigy teriiletén a gyakorld orvos lehet a kozvetitd.

54 Adatkezeld" az a fél, aki a nemzeti torvények'szerint illetékes a személyes adatok tartalmardl és fel-
hasznélasardl hatdrozni, tekintet nélkiil arra, hogy ilyen adatok gyujtését, tarolasat, feldolgozasat vagy terjesz-
tését sajat maga vagy megbizottja végzi.
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Egyes orszagokban feliigyeleti szervek, mint példaul az adatfeliigyeleti hatosagok nyujt-
hatnak hasonlé szolgaltatast. Azt a kévetelményt, hogy az adatot elfogadhat6.idon beliil
kell kozolni, killonbozoképpen lehet teljesiteni. Példaul az az adatkezeld, aki rendszeres
id6kozonként szolgaltat informéciot az adatalanyoknak felmenthetd az al6l, hogy egyedi
kérésekre azonnal vélaszoljon. A kozlés ,elfogadhato médja", tobbek kozott, azt jelenti,
hogy a foldrajzi tavolsagra megfeleld figyelemmel kell lenni. Tovabba, ha a hozzaférés
teljesitésére idé-intervallumok vannak eldirva, akkor az ilyen id6kozoknek ésszertieknek
kell lenniiik.

Az indokok megismeréséhez valo jogot ki kellene terjeszteni minden, a személyes
adatokkal kapcsolatos negativ dontésre.

A kifogasolashoz vald jog hatélya tag, és magaban foglalja az els6fokd klfogaso]ast
az adatkezeldknél éppugy, mint — a nemzeti eljarasi szabalyok szerint — a késébbieket a
birésagoknal, kozigazgatasi testilleteknél, szakmai szervezeteknél vagy egyéb intézmé-
nyeknél. A kifogéasolas joga nem jelenti azt, hogy az adatalany meghatarozhatja, hogy
milyen jogorvoslat jar (helyesbités, az adat vitatott voltanak jeizése stb.).

H. A felelosség elve

. Az adatkezelGnek felelo"snek kell lennie azoknak az intézkedéseknek a betartdsdért,
amelyek a fenti elveket tiikrozik. "

Az adatkezeld hataroz az adatok és az adatfeldolgozas fel6l. Az adatok feldolgozasa
az 6 javara torténik. Ennek megfeleléen lényeges, hogy a nemzeti térvényhozas is az
adatkezel6t tegye felel6ssé a maganélet-védelmi szabalyok €s dontések megtartasaért, és
¢ kotelezettsége alol ne mentesitse az, ha az adatok feldolgozasat az 6 megbizasabél
mas, mondjuk egy szolgéltaté iroda végzi. Masfeldl viszont az Irdnyelvek semmilyen
kitétele nem mentesiti a szolgaltaté iroda személyzetet a ,fliggé felhasznalok"-at és
masokat a feleldsség alol.

3.2.1.5. A nemzetkozi alkalmazas alapelvei: szabad aramlés és torvényes korla-
tozasok

a) ,,A Tagorszdgoknak figyelembe kell venniitk milyen kovetkezményekkel jar a
személyes adatok belfoldi feldolgozdsa és re-exportja.”

Az orszagon beliili feldolgozast illetden e pontnak két fontos vonatkozésa van. Az elsd
az Iranyelvek szellemével ellentétes liberdlis politika ellen irdnyul, amely megkonnyiti a
mas Tagorszagok védelmi jogszabalyainak megkeriilésére vagy megsértésére iranyul6
kisérleteket. Mindazonaltal ilyen megkeriilést, vagy megsértést, noha valamennyi Tagor-
szag elitéli ezeket, ez a szakasz kiillon nem nevez meg, ugyanis néhany orszadg nem talal-
ta elfogadhat6nak hogy valamely Tagorszagtol azt kivanjék hogy kozvetleniil vagy koz-
vetve, teriileten kiviil szerezzen érvényt mas Tagorszagok torvényeinek.

Megjegyzendd, hogy ez a pont kifejezetten megemliti a személyes adatok re-
exportjat. E tekintetben a Tagorszagoknak mindig tudataban kell lenniiik annak, hogy
segiteniiik kell egymas torekvéseit arra, hogy a személyes adatok ne veszitsék el védel-
miiket azért, mert atkeriilnek olyan teriiletre és olyan adatfeldolgozasi korulmenyek
kozé, ahol az ellenérzés laza vagy nem is létezik.
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Masodszor, az Ajanlas a Tagorszagokat hallgatdlagosan arra biztatja, hogy fontoljak
meg annak szitkségét, hogy adatkezelési szabdlyokat fogadjanak el olyan kiilonleges
koriilmények esetére is, amikor kiilfoldi adatokkal vagy més nemzetiségiieck adataival
kell dolgozni. A szemléltetés kedvéért: el6fordulhat olyan helyzet, amikor kilfoldi al-
lampolgarok adatai olyan célok érdekében vélnak hozzéaférhetévé, amely az anyaorsza-
gukat szolgalja (pl. hozzéaférés a kiilfoldon €16 allampolgarok cimeihez).

b) ., A Tagorszagoknak minden ésszerii és megfelelC intézkedést meg kell tenniiik
azért, hogy a személyes adatok hatdratlépG dramlasa, beleértve a Tagorszdgon
dtmend forgalmat is, zavartalan és biztonsdagos legyen.”

Ami az Iranyelveket illeti, a személyes adatok nemzetkozi dramlasanak elsegitése on-
magéban sem vitan feliil 4ll6 cél. Ezek jelenlegi mértékii dramldsanak megszakitas nél-
kiilinek és biztonsagosnak kell lennie, vagyis védettnek az illetéktelen hozzaférés, az
adatok elvesztése és hasonlé események ellen. Ugyanilyen védelmet kell nyujtani az
atmeno adatoknak, tehat azoknak az adatoknak, amelyek egy Tagorszagon Ggy haladnak
keresztiil, hogy azokat ott nem hasznaljak fel, és nem is taroljdk ebben az orszagban
térténd jovobeni felhasznalas érdekében. Az e pontban emlitett altalanos kotelezettséget
a szamitdgépes haldzatok tekintetében a Malaga-Torremolinos-i Nemzetkozi Tavkozlési
Egyezmény (1973. oktober 25.) hatterével egyiitt kell szemléini.*

¢) ., Egy Tagorszdgnak tartézkodnia kell a kozte és egy mdsik Tagorszdg kozott
hatdratlépd adataramlas korldtozasatol, kivéve, ha a masik orszdgban ezeket az
Iranyelveket lényegében még nem alkalmazzadk, vagy ha ilyen adatok re-exportja
a mdsik orszdagnak a magdnélettel kapcsolatos belfoldi torvényeibe iitkozik. Egy
Tagorszdg korldtozdsokat léptethet életbe a személyes adatok bizonyos olyan
kategdridira is, amelyekre nézve a magdnélettel kapcsolatos belféldi térvényei az
ilyen adatok természetébdl kovetkezd kiilonleges elGirasokat tartalmaznak, vagy
amelyekre nézve a mdsik Tagorszdg azonos értékii védelmet nem biztosit.” .

E pont megerdsiti a ,,b” pontnal irottakat a Tagorszagok ko6z6tti kapcsolatok vonatkoza-
saban. A személyes adatok szabad hatdratlépd aramléasaval szembenallé érdekekkel
foglalkozik, azokkal, amelyek azonban ezen dramlas korlatozasahoz jogi alapot adhat-
nak Tipikusan ilyen példa az, amikor a nemzeti torvényeket Ggy akarjak megkeriilni,
hogy az adatokat olyan Tagorszagban dolgozzék fel, amelyik még lényegében nem fo-
gadta el az Iranyelveket. Itt megalkotjék az egyenértékii védelem fogalmat, ami olyan
védelmet jelent, amely hatasaban lényegileg hasonlé az exportald orszagéhoz, bar nem
szitkségképpen azonos azzal formajaban vagy minden részletében. Itt is kiilon emlitést

% Ezen egyezmény szerint a Nemzetkozi Tavkozlési Unié (ITU) tagjai, beleértve az OECD-
tagorszagokat, megegyeztek tobbek kozott abban, hogy biztositjak a nemzetkozi tavkozlés gyors és megszaki-
tas nélkili forgalma érdekében sziikséges csatornak és berendezések létesitését a legjobb miiszaki feltételek
mellett. Ezen talmendleg, az ITU tagjai vallaltak a nemzetkdzi forgalmazas titkossaga érdekében minden
olyan intézkedés megtételét, amely az altaluk hasznalt tavkozlési rendszerekkel osszefér. Ami a kivételeket
illeti: fenntartottdk a nemzetkozi tavkozlési szolgalatok felfuggesztésének jogét és azt a jogot is, hogy a
nemzetkozi forgalmazasrol az illetékes hatosagokat értesitsék a belsd jogszabalyok, valaminazon nemzetkozi
egyezmények alkalmazasa érdekében, amelyeknek az ITU-tagok alair6i. Ezek az eldirasok mindaddig érvé-
nyesek, amig az adatok a tdvkozlési vonalakon athaladnak Az Iranyelvek, Usszefiiggéseiben, a személyes
adatok zavartalan és biztonsagos nemzetkozi aramlasanak kiegészito biztositéka.
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nyer a személyes adatok re-exportja; ebben az esetben avval a céllal, hogy meg lehessen
akadalyozni a Tagorszagok privacy jogszabalyainak megkeriilésére iranyuld kisérlete-
ket. A jogszerii korlatozas harmadik, a kiilonleges személyes adatokra vonatkozo kate-
goridja e pontban azokat az eseteket fedi le, amelyek a Tagorszagok fontos érdekeit
érintik.

d) ,,A Tagorszdagoknak el kell keriilniiik, hogy a magdnélet és személyes szabad-
sdgok védelme iiriigyén olyan torvényeket hozzanak, és olyan politikdt és gyakor-
latot folytassanak, amely az ilyen védelem kivetelményeit meghaladé modon
akaddlyokat gordit a személyes adatok hatdratlépd dramldsa elé.”

Az Ajénlas e pontja megkisérel egyensilyt teremteni a maganélet védelméhez és a sze-
mélyes adatok szabad hataratlépé aramlasahoz fiiz6d6 érdekek kozott. Elsésorban azok
ellen a mesterséges gatak ellen iranyul, amelyek nem a magénélet és a személyes sza-
badsagjogok védelmét, hanem masfajta, de nyiltan be nem vallott korlatozasi célokat
szolgalnak. Ugyanakkor, nem szandékozik korlatozni a Tagorszagok jogait arra, hogy
szabalyozzak a személyes adatok hataratlépo forgalmat a szabad kereskedelem, a vam-

tarifak, a foglalkoztatas és a nemzetkozi adatforgalom ezekkel kapcsolatos gazdasagi
feltételei terén.

3.2.1.6. Informdcidcsere és Osszeférd eljdrdsok

Itt két nagy problémaval foglalkozunk, nevezetesen (a) annak sziikségességével,
hogy az Iranyelveket bevezetd. szabalyokrol, rendeletekrdl, hatarozatokrol stb. tajékozta-
tast lehessen nyerni, és (b) annak sziikségességével, hogy foloslegesen bonyolult és
illeszthetetlen eljarasi keretek és egyezOségi kovetelmények ne gorditsenek akadalyokat
a személyes adatok hataratlépd aramlasa elé. Az elsd probléma a magéanélet-védelem
szabalyainak és az adatpolitikanak az Osszetettségéb6l ered. Gyakori, hogy a (tag érte-
lemben vett) szabalyozdsnak szdmos szintje van, és sok fontos szabalyt nem lehet tarto-
san, részletesen torvényileg meghatdrozni; ezeket meglehetdsen nyitottan kell tartani, €s
az alsébb szintii dontéshozo testiiletek mérlegelésére kell bizni.

A masodik kérdés fontossaga, altalanosan szdlva, aranyos a hataratlép6 személyes
adatforgalmat szabalyozd nemzeti torvények szamaval. Méar a mai stddiumban is nyil-
véanvald szilkség van a hataratlép6 adatdramlés nemzeti jogszabalyainak egyeztetésére,
beleértve ebbe a szabalyok megtartasanak ellenérzésére bevezetett kiilon intézkedéseket,
€s ahol ez kovetelmény, ott az adatkezel6 rendszerek miikddtetésének engedélyeit.

3.2.1.7. Jogrendszerek iithozése

Jelentds figyelmet szentelt a Szakértdcsoport az egymadssal ellentmondasban 1év6
jogrendszerek kérdésének és mindenekeldtt annak a kettds kérdésnek hogy meghataro-
zott esetekben mely birdsdgok legyenek illetékesek (illetékesség valasztasa), és melyik
jogrendszer legyen érvényes e meghatérozott esetekre (jogrendszer valasztasa). A kii-
loribozd stratégiak és javasolt elvek vitdja megerdsitette azt a nézetet, hogy a jelenlegi
stadiumban, ilyen gyors technikai valtozasok kiiszobén, és az Irdnyelvek nem kotelez6
voltara tekintettel nem szabad megkisérelni specialis, részletes megoldasok nyujtasat.
Bizonyos, hogy mind az elméletileg helytallé szabalyozasi modell megvélasztasaval,
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mind az onmagukban lehetséges megoldasok kovetkezményeirdl nyert tapasztalatok
szitkségességével kapcsolatban nehézségek fognak felmeriilni.

Ami a jogrendszer megvalasztasat illeti, a megoldas felé az egyik lehetséges megko-
zelités egy vagy tobb 6sszekotd tényezd azonositdsa, amelyek — legjobb esetben — egy
alkalmazhaté jogot jelolnek meg. Ez a nemzetkozi szamitégépes halézatok esetében
kiillonosen nehéz, mert az adatok szétszortsaga €s gyors mozgasa, az adatfeldolgozési
tevékenység foldrajzilag szétszort volta miatt szdmos, szévevényes formaban megjelend
osszekotd tényezé bukkanhat fel, koztiik jogi Gjdonsagot jelentd elemek is. Tovabbmen-
ve: nem egyértelmii, hogy milyen értéket tulajdonitsunk olyan szabédlyoknak melyek
mechanikus alkalmazasa egy bizonyos orszag alkalmazhaté joganak meghatirozasat
eredményezi. Csak egy dolgot emlitve: az ilyen megoldéas helyessége attdl fligg, hogy

hasonloak-e a jogi fogalmak és szabélyszerkezetek, és hogy milyenek a nemzetek vallalt
* kotelezettségei a személyes adatok védelmének bizonyos normai megtartasara. E feltéte-
lek hianydban meg lehet kisérelni olyan rugalmasabb elvek megfogalmazasét, amelyek
feltételezik egy ,,megfeleld jog" keresését, é&s amelyek a magénélet és a személyes sza-
badsagjogok hatékony védelmének biztositasa céljahoz kapcsolédnak igy olyan helyzet-
ben, amikor t6bb jog is alkalmazhaté volna, olyan megoldas javasolt, hogy az a nemzeti
jog részesitendd eldnyben, amely a személyes adatoknak a legjobb védelmet nyujtja.
Mésrészt viszont, Ggy is lehet érvelni, hogy az ilyen megoldéasok tul sok bizonytalansa-
got hagynak maguk utan, nem utolsé sorban azon adatkezelék szemszogébol, akik tudni
szeretnék — ahol lehet, elére —, hogy egy nemzetkozi adatfeldolgozasi rendszer mely
. orszag szabalyrendszerének illetékessége ala tartozik majd.

Tekintettel ezekre a nehézségekre, és figyelemmel arra, hogy a jogrendszerek ellen-
téteit legjobban a személyes és nem személyes adatok atfogd keretében lehet kezelni, a
Szakértdcsoport igy dontott, hogy megelégszik egy olyan nyilatkozattal, amely a vitatott
kérdéseket csak jelzi, és javasolja, hogy a Tagorszagok dolgozzanak megoldasukon.

3.2.2. Az Eurdépa Tandcs Egyezménye az egyének védelmérdl a személyes adatok
gépi feldolgozdsa sordan™

A. Az Eurdpa Tanacs Egyezményének legfontosabb hipotézisei:

a) Az Eurépa Tanécs célja a tagjai k6zotti nagyobb egység elérése, amely elsdsorban
a jog uralmanak, valamint az emberi jogoknak és az alapvet$ szabadsagjogoknak a tisz-
teletben tartasan alapszik;

b) A mindenkit megilleté jogoknak és alapvetd szabadsagjogoknak, kiilonosen a ma-
ganélet tiszteletben tartdsdhoz valé jognak a védelmét kivanatos kiterjeszteni, a gépi
uton feldolgozott személyes adatok®” védelmére és hatarokat 4tlépd adatok szabalyoza-
séra;

¢) Az informaci6szabadsag orszaghatarokra tekintet nélkiili elismerése;

3¢ Convention for the Protection of Individuals with regard to Automatic Processing of Personal Data,
Strasbourg, 1981. januar 28. (A Magyar Koztarsasag megerdsitésérol sz6l6 okiratanak letétbe helyezése az
Eurdpa Tanacs fotitkaranal 1997. oktéber 8-an tortént meg. Az Egyezményben foglaltakat 1998. februar 1.
napjatol kezdédden kell alkalmazni Magyarorszagon.)

57 Az Eurépa Tanics Egyezményének értelmében személyes adat: barmely informéci6, amely egy azo-
nositott vagy azonosithat6 egyénre vonatkozik (adatalany).
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d) A maganélet tiszteletben tartasahoz és az allamok kozotti szabad informaciéaram-
_ lashoz fiiz6d® alapvet6 érdekek osszeegyeztetése szilkséges.

B. Az Egyezmény célja

Az Eurépa Tanacs Egyezményének az alapvetd célja, hogy minden egyes alairo
tagallam teriiletén minden egyén szamara, tekintet nélkiil nemzetiségére vagy lakohelyé-
re, biztositva legyen, hogy jogait és alapvetd szabadsagjogait, kiilonosen a maganélethez
val6 jogat tiszteletben tartsak a személyes adatainak gépi feldolgozésa® sorén
(adatvédelem).

C. Az Egyezmény hatalya

Az Egyezmény altalanos targyi hatalya a személyes adatok automatizalt 4llomanyaira

és a személyes adatok gépi feldolgozasara terjed ki, fiiggetlenil attél, hogy azt a koz-,
vagy a maganszektorban végzik.

) Ettd] az altalanos targyi hatalytol barmely alair¢ fél az Egyezmény alairasakorvagy a
megerdsitésrol, az elfogadasrol, a jovahagyasrél vagy a csatlakozasrdl sz616 okirat letét-
be helyezésekor vagy barmely késébbi iddpontban az Eurépa Tandcs fétitkéranal nyilat-
kozattal térhet el. Az eltérés alapvetden két iranyu lehet. Egyrészt sziikitd, illetve mas-
részt kiterjeszto jellegd.

a) Szitkités. Az Egyezmény 3. Cikkely 2/a pontja tartalmazza a sziikités lehetdségét.
Kimondja, hogy a sziikitést 6hajto alairé fél koteles nyilatkozatot arrél, hogy a jelen
Egyezményt nem alkalmazza meghatarozott személyes adatok automatizalt allomanyai-
ra. A kizart adatalloményra vonatkozoé listat is letétbe kell helyezi az ET. Fétitkaranal.
Ez a lista azonban nem tartalmazhatja azokat az automatizalt adatallomanyokat,*® ame-
lyekre hazai joganak adatvédelmi rendelkezései vonatkoznak. Ebb6l kovetkezden ezt a
listat 0j nyilatkozattal modositja, ha hazai joganak adatvédelmi rendelkezéseit személyes
adatok tovabbi automatizalt allomanyéra terjeszti ki.

Abban az esetben, ha barmelyik alairé Fél, amely a 2/a pont alapjan nyilatkozataval
a személyes adatok meghatarozott allomanyat kizérta, nem igényelheti a jelen Egyez-
mény alkalmazasat ezekre az adatokra attél a Féltol, amely ezeket nem zérta ki.

b) Kiterjesztés. Az Egyezmény 3. Cikkely 2/b és 2/c pontjai tartalmazzik a kiterjesz-
tés lehetdségét. A kiterjesztés egyrészt a személyi hatélyra — nem természetes személyek
adatvédelmére — vonatkozik. Kimondja, hogy az Egyezmény eldirasai alkalmazhatok
személyek csoportjaira, egyesiiletekre, alapitvanyokra, tarsasagokra, vallalatokra és
minden mas, kdzvetleniil vagy kozvetve egyénekbdl allo szervezetekre vonatkozo in-
formaciokra is, fuggetleniil attdl, hogy ezek a szervezetek jogi személyiséggel rendel-
keznek-e. A kiterjesztés masik aspektusa az Egyezmény targyi hatalyat érintheti, ugyanis
az Egyezményt az adott tagallam alkalmazhatja a személyes adatok nem gépi eszk6z6k-
kel feldolgozott alloményaira is.

3% Gépi feldolgozds a kdvetkezd miiveleteket tartalmazza, ha azokat részben vagy egészben automatizalt
eszkozokkel hajtjak végre: az adatok tarolasa, az adatokkal végzett logikai vagy aritmetikai miiveletek, az
adatok megviltoztatasa, torlése, visszakeresése és terjesztése.

% Az Egyezmény alapjan automatizdlt adatéllomdny alatt értjitk az automatikus feldolgozésra keriild
adatok sorat. :
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Tovébbi megszoritast jelent, hogy barmely allam, amely a jelen Egyezmény hatalyat
a 2/b vagy 2/c pont alapjan tett nyilatkozattal kiterjesztette, az emlitett nyilatkozatban
jelezheti, hogy ezek a kiterjesztések csak a személyes adatok meghatarozott dllomanyai-
ra vonatkoznak. Ezzel egyidejiileg ezeknek a listajét letétbe kell helyezni.

Ugyanakkor, az a Fél, amely a 2/b vagy 2/c pont alapjan nem tett kiterjesztést, nem
igényelheti az Egyezmény ezen pontjainak alkalmazasat attol a Félt6l, amely ilyen kiter-
jesztéseket tett,

D. Az adatvédelem alapelvei az ET Egyezményében
1. Az adatok mingségének elve

A személyes adatokra vonatkozé kévetelmények a gépi feldolgozas sorén:

a) az adatokat csak tisztességesen és torvényesen szabad megszerezni és feldolgozni;

b) az adatokat csak meghatdrozott és térvényes célra szabad tarolni, és attél eltérd
maddon nem szabad felhasznalni;

¢) az adatoknak tarolasuk céljaval aranyban kell aliniuk, és meg kell felelniiik e cél-
nak, azon nem terjeszkedhetnek tul;

d) az adatoknak pontosaknak és ha sziikséges iddszerlieknek kell lenniiik;

e) az adatok tarolasi médjanak olyannak kell lennie, amely az adatalany azonositasat
csak a tarolas céljahoz sziikséges ideig teszi lehetové. ’

Ett6l az alapelvtdl csak akkor lehet eltérni, ha err6l az adott Fél térvénye rendelkezik, és
a sziikséges intézkedésekre egy demokratikus tarsadalomban: a) az 4llam biztonsaga, a
kozbiztonsag, az allam pénziigyi érdekének a védelme vagy a biincselekmények megels-
zése érdekében és/vagy b) az adatalany vagy masok jogainak vagy szabadsagjogamak
védelme érdekében kertill sor.

2. A kiilonleges adatok specialis védelmének elve

Nem lehet gépi uton feldolgozni a faji eredetre, a politikai véleményre, a vallasos
vagy mas meggy06zddésre, valamint az egészségre, a szexualis életre vonatkozé szemé-
lyes adatokat, kivéve, ha a hazai jog megfelelé biztositékokat nyajt. Ez vonatkozik a
biintetd itéletekkel kapcsolatos személyes adatokra is.

Ett6] az alapelvtdl csak akkor lehet eltémni, ha errdl az adott Fél térvénye rendelke-
zik, €és a szilkséges intézkedésekre egy demokratikus tarsadalomban: a) az allam bizton-
saga, a kozbiztonsédg, az allam pénziigyi érdekének a védelme vagy a biincselekmények
megeldzése érdekében és/vagy b) az adatalany vagy masok jogainak vagy szabadsagjo-
gainak védelme érdekében keriil sor. '

3. Az adatbiztonsag elve

Megfeleld biztonsagi intézkedéseket kell tenni az automatizalt adatallomanyokban
tarolt személyes adatok védelme érdekében a véletlen vagy jogtalan megsemmisités,
vagy véletlen elvesztés, valamint a Jogtalan hozzaférés, megvaltoztatds vagy terjesztés
megakadalyozasara.
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E. Az adatalanyt védo tovabbi garanciak

Mindenkinek joga van arra, hogy a) tudomdst szerezzen a személyes adatok automa-
tizalt allomanyarol, annak f6 céljairdl, valamint az adatalloméanyt kezeld személyérdl és
szokasos lakhelyérdl vagy székhelyérdl; b) ésszerii idokozonként és talzott késedelem
vagy koltség nélkiil értesiiljon arrdl, hogy egy automatizalt adatallomanyban személyes
adatait taroljak-e, és ezekrdl az adatokr6l szamara érthetd forméban tdjékoztassék; c)
indokolt esetben ezeket az adatokat helyesbittethesse vagy tordltethesse, ha ezen adatok
feldolgozasa ellentétes az ET Egyezményében foglalt alapelveket érvényesitd hazai jog
rendelkezéseivel; d) jogorvoslattal élhessen, ha a tajékoztatasi vagy indokolt esetben
kozlési, helyesbitési, illetve toriési kérelmét nem teljesitik.

Etté] a ponttél csak akkor lehet eltérni, ha errdl az adott Fél torvénye rendelkezik, és
a sziikséges intézkedésekre egy demokratikus tarsadalomban: a) az allam biztonsaga, a
kozbiztonsag, az allam pénziigyi érdekének a védelme vagy a biincselekmények megeld-
zése érdekében és/vagy b) az adatalany vagy masok jogainak vagy szabadsagjogainak
védelme érdekében keriil sor. )

Tovabba, a garancialis jogok gyakorlasdnak korlatozasét torvény elrendelheti, sze-
mélyes adatok statisztikai vagy tudomanyos kutatsi célra hasznalt automatizalt 4lloma-
nyai esetén, ha ezzel az adatalany magénélete nyilvanvaléan nem keriil veszélybe.

F. Szankcidk és jogorvoslatok

Az adatvédelmi alapelveket érvényesitd hazai jog rendelkezéseinek megsértése ese-
tén a tagallamok bels6 jogrendszerbeli szankcidkat és jogorvoslatokat allapitanak meg.

G. Fokozott védelem

Az Egyezmény kimondja, hogy egyetlen aldiro allamot sem lehet korlatozni vagy be-
folyasolni abban, hogy az adatalanyt a nemzetkdzi Egyezményben meghatarozottaknal
fokozottabb védelemben részesitse.

3.2.3. Az EU szabdlyozdsa

Az Eurépai Unio — felismerve az egyes allamok szabalyozasanak hidnyossagait és az
allamok védelmi rendszerei kozott meglévo eltéréseket — elfogadott két iranyelvet,
amelyben az EU polgarainak adatvédelmérdl rendelkeztek. Ezek az Eurépai Telekom-
munikécios Iranyeiv® és az Eurdpai Adatvédelmi Iranyelv.%' Ez az iranyelv iranymutata-
sul szolgalt a tagallamok jogalkotéi szdmara. Az iranyelv értelmében és szellemében
minden tagallamnak 1998 oktéberéig el kellett fogadnia az irdnyelv rendelkezéseit vég-
rehajté (kiegészitd) sajat belsd normait. Az irdnyelv hatadlya az EU-n beliil &raml6 az
EU-s polgarokra vonatkozé személyes informacié védelmén kiviil kiterjed az unids
polgarok személyes adatainak EU-n kiviil torténé kezelésére, atvitelére is. Ez a rendel-
kezés alapvetden megtermékenyitdleg hatott az EU-n kiviili orszdgokra abban a tekin-

 European Telecommunications Directive.
ol European Data Protection Directive.
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tetben, hogy a maganszféra védelmét szolgalé jogi normékat fogadjanak el. Egyre tobb
ilyen orszaggal talalkozhatunk.

Az emlitett két iranyelv széleskoriien védi az EU-s polgarok személyes adatait. A két
iranyelv nem egyszeriien megismétli a kordbban elfogadott adatvédelmi jogi normakat, -
hanem azokon tilmenve {ij tipustt védelmet alapit. Az Adatvédelmi irdnyelv harmoniza--
cios mintaul szolgél az EU tagallamai szamara.®® A Telekommunikacios iranyelv® spe-
cialis védelmi standardokat allit fel a telefon, digitalis televiziézas, a mobilhalézatok €s
més telekommunikécids rendszer vonatkozaséban. A telekommunikaci6s irdnyelv els6-
sorban a szolgaltatokra vonatkozé kotelezettségeket ir eld. Ezek lényege, hogy a fel-
hasznalok kommunikaci6jaban lévo személyiségi jogi elemeket védjék. Az Gj szabalyo-
zasnak olyan kérdéseket kell lefednie, amelyek eddig nem keriiltek a jogi szabalyozas
hataskorébe. Az adatokhoz valé hozzéférés értékesitése €s a marketing célu felhasznalds
szigoruan tilalmazott magatartas. A kiilonb6z6 kommunikécids informacid szolgaltata-
sok altal sszegylijtott adatokat csak addig lehet tarolni, amig a cimzett egyszer lekéri.
Ezt kovetéen meg kell azokat semmisiteni. A fent emlitett EU-s irdnyelvekben szamos
alapelvi jelentGségii szabaly talalhatd. Példaul az egyénnek joga van arra, hogyellentéte-
lezés €s indoklas nélkill kitérjen az un. direkt marketing c€Ibol kiildott szoroanyagok
megvélaszolasa, illetve a programban valé részvétel eldl.

Az adatvédelmi iranyelv kiilonos figyelmet fordit az un. érzékeny személyes adatok
— példaul egészségiigyi vagy az egyén pénziigyi helyzetére vonatkoz6 informacidk —
védelmére. A jovoben az ilyen tipusu adatok kereskedelmi vagy kormanyzati céla fel-
hasznalasra csak az érintett személy kifejezett és egyértelmii beleegyezése esetén keriil-
het sor.

Az eurépai modell kézponti elve az , kikényszerithetéség”. Az EU allaspontja szerint
az adatok alanyait jogok illetik meg, amely jogokat kifejezett és egyértelmii jogi szaba-
lyozas keretei kozott kell megfogalmazni. Ezen kivill létezik egy olyan személy
(adatvédelmi biztos) vagy szerv, akinek az a feladata, hogy a védelemre jogosult sze-

"'mély nevében eljarjon, illetve a vonatkozé norméknak érvényt szerezzen. Ugyancsak
elvaras az EU részérdl, hogy azokban az orszagokban (3. 4llam), akikkel iizleti kapcso-
latban allnak hasonl6 szintl védelemben részesiiljenek a személyes adatok.

Az irényelv eldirja a tagdllamok szdmdra, hogy azokat az adatokat is védelemben
kell részesiteni, amelyeket masik — Eurdépan kiviilli — orszagba exportaljak, illetve ott
dolgozzik fel azokat. Az irdnyelv ezen cikkelyének hatdsara az EU-n kiviili 4llamokban
— akik tovdbbra is fenn szeretnék tartani a kapcsolatot az EU-s orszdgokkal — is megin-
dult a személyiségi jogok védelmét szolgalé jogi szabalyozas kialakitasa, illetve fejlesz-
tése, mivel ennek hianyaban megbénulhat az EU-val az informaciéaramlas.

%2 Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the
protection of individuals with regard to the processing of personal data and on the free movement of such
data. (http://www.odpr.org/restofit/Legislation/Directive/Directive_Contents.html)

63 Directive Concerning the Processing of Personal Data and the Protection of Privacy in the
Telecommunications Sector (Directive 97/66/EC of the European Parliament and of the Council of 15 De-

~cember 1997. (http://www2.echo.lu/legal/en/dataprot/protection.html)
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3.2.3.1. A 95/46/EK Irdnyelv rendelkezéseinek részletes bemutatdsa

Az Eurépai Parlament és a Tanacs 1995. oktober 24-én fogadta el a 95/46/EK
Iranyelvet, amely ,,A személyes adatok kezelése vonatkozasdban az egyének védeimérdl
¢s az ilyen adatok szabad dramlasar6l” rendelkezik.

A Kozosségnek a Romai Szerzédésben megallapitott, és az Eurépai Uniorol sz6l6
szerzddés altal médositott célkitiizései kozott szerepel a tagallamok kozotti egyre szoro-
sabb unié megteremtése, tovabba a Kozdsség gazdasagi €s tarsadalmi fejlédésének biz-
tositasa, valamint az emberi jogok és alapveté szabadsagjogok védelmérdl sz616 eurdpai
egyezményben elismert alapvetd jogok garantalasa. Ennek értelmében nemzetiségtél és
lakohelytdl fiiggetleniil tiszteletben kell tartani a személyek alapvetd jogait és szabad-
sagjogait, kiilondsen a magantitokhoz val6 jogukat, és hozza kell jarulniuk a gazdasagi
¢s tarsadalmi fejlédéshez, a kereskedelem kiterjedéséhez, valamintaz egyének jolétéhez.
Egy olyan belsd piac kialakitasa és mitkodése, amelyben a RSz. 7a. cikkének megfeleld-
en biztositott az aruk, a személyek, a szolgaltatésok és a téke szabad mozgdasa, nem csak
azt kivanja meg, hogy a személyes adatok szabadon dramolhassanak egyik tagallambol a
masikba, hanem azt is, hogy az egyének alapvetd jogai biztositottak legyenek. Megfi-
gyelhetd, hogy a Kozosségben a gazdasagi és tarsadalmi tevékenység szdmos teriiletén
egyre tobbszor folyamodnak a személyes adatok kezeléséhez; mivel az informatika terén
elért haladas az ilyen adatok kezelését és cseréjét 1ényegesen megknnyiti.

A RSz. 7a. cikke értelmében a bels6 piac kialakitasabol és miikodésébol eredd gaz-
dasagi és tarsadalmi integraci6 sziikségszeriien a személyes adatok hatarokon keresztiili
aramlasanak lényeges ndvekedéséhez vezetett — és ez a tendencia a jovében még tovabb
fog er6sodni — mindazok kozott, akik a tagallamokban magan- vagy allami szinten gaz-
dasagi vagy tarsadalmi tevékenységben vesznek részt. Mi az alapvet6 oka ennek a nove-
kedésnek: a) a személyes adatok cseréje a kiilonbozo tagallamokban 1évé véllalkozasok-
kozott emelkedd tendenciat mutat; b) a kiilonbozo tagallamok nemzeti hatdsagai a ko-
z0sségi jog értelmében kotelesek olyan mértékben egyiittiniikddni és személyes adatokat
cserélni, ami lehetévé teszi szdmukra feladataik ellatasat, vagy a fellépést egy masik
tagallam hatdsaga nevében a belsé piac altal képezett belsé hatarok nélkiili térség kere-
tében és ¢) ezenfeliil a novekvd tudomanyos és miiszaki egylittmiikodés és az uj tele-
kommunikacids halézatok osszehangolt bevezetése. .

Ugyanakkor problémaként meriil fel, hogy az egyes tagidllamokban végzett
személyesadat-kezelés terén az egyének jogai és szabadsagjogai, kiilondsen a maganti- -
tokhoz valé jog védelmének szintjei kozotti eltérések akadalyozhatjak az ilyen adatok
egyik tagallambol a masikba torténd tovabbitasat. Ebbol eredden ezek az eltérések aka-
dalyt jelentenek szamos kozosségi szintli gazdasagi tevékenység elvégzésében, torzitjak
a versenyt, és hatraltatjak a hatésagokat a kozdsségi jog szerinti feladataik teljesitésé-
ben. A védelmi szintek k6zotti ezen eltérések a nemzeti torvényi, rendeleti és kozigazga-
tasi rendelkezések sokféleségének tulajdonithatok.

Fontos elofeltétel a személyes adatok aramldsa elotti akadalyok elharitasa érdeké-
ben, hogy az egyének jogai és szabadsagjogai védelmének szintje az ilyen adatok keze-
lése terén minden tagallamban azonos legyen. Mivel ez a célkitlizés alapvetd fontossagu
az egységes belso piac megteremtése szempontjabdl, de a tagéllamok ezt egyediil nem
tudjdk megvaldsitani — foként a tagallamok vonatkozé jogszabalyai kozott jelenleg
fennallo eltérések miatt —, ezért 6ssze kell hangolni a tagallamok jogszabalyait annak
érdekében, hogy biztositott legyen a személyes adatok hatarokon keresztiil torténéd
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aramlasanak a RSz. 7a. cikkében meghatarozott belsé piac céljanak megfeleld kovetke-
zetes szabalyozasa. Ezért sziikséges az emlitett tagallami jogszabélyok kozelitését célzo
kozosségi fellépés.

Tagadhatatlan, hogy az egységesités a fo vonal, de ezzel egyidejiileg létezik egy
masik trend is. Ez utobbin beliil a tagallamok sok esetben az egyének jogai €s szabad-
sagjogai, kiilonosen a magéntitokhoz valo jog védelmére hivatkozva igyekeznek aka-
dalyt gorditeni az adatvédelem harmonizacidja felé. Sok tagallam megnyugvassal vette
tudomasul, hogy a Kozosségi szintii szabalyozas iranyelv forméjaban torténik, mivel
ebbdl joggal lehet feltételezni, hogy a tagallamoknak marad annyi mozgéstere, amelyet
az iranyelv végrehajtasa soran az uzleti és szocialis partnerek céljaiknak megfeleléen
hasznalhatnak. - Ugyanakkor az iranyelvvel torténd szabalyozas negativ hatdsa lehet,
hogy az emlitett tagallami mozgastér keretein belill, és a kozosségi joggal 6sszhangban
kiilonbségek meriilhetnek fel ezen irdnyelv végrehajtisa soran, ami negativ hatassal
lehet akar egy tagallamon beliili, akar a K6zosségen beliili adataramlasra.

A. Az irdnyelv célkitiizése

A személyes adatok kezelésére vonatkozo tagéllami szintll jogszabalyok célja az
alapvetd jogok és szabadsagjogok, kiillondsen a magantitokhoz valé jog védelme. Ezt a
premisszat mind az emberi jogok és alapvetd szabadsagjogok védelmérol szl eurdpai
egyezmény 8. cikke, mind a k6zosségi jog altalanos alapelvei elismerik. Ezért az emlitett
belsé jogszabalyok kozelitése nem vezethet az altaluk nyujtott védelem szintjének csok-
kenéséhez, s6t, magas védelmi szintet kell biztositson a Koézosségen beliil. Az EK
Iranyelve kiegésziti az Eurépa Tanacs 1981. januar 28-i, az egyéneknek a személyes
adataik gépi feldolgozésa sordn val6 védelmérdl sz6l6 egyezményében foglaltakat.

B. Az iranyelv targyi hatéalya

Az iranyelvet az olyan személyes adatok részben vagy egészben automatizalt eszko-
z0k altal, illetve nem elektronikus eszkozokkel torténd kezelésére nézve kell alkalmazni,
amelyek valamely nyilvantartasi rendszer részét képezik, vagy azokat egy nyilvantartasi
rendszer részének szadnjak. Az iranyelv értelmében az egyének védelme tehat a gépi
adatkezelésre éppugy vonatkozik, mint a kézi adatkezelésre. A személyiségi jogok vé-
delme nem fiigghet az alkalmazott médszerektdl, mivel ez megkeriiléshez vezethetne.
Ugyanakkor az irdnyelv a kézi adatkezelés tekintetében csak a nyilvantartasi rendszerre
terjed ki, a nem rendszerezett iratokra nem. ,

Ugyanakkor nem terjed ki az ir&nyelv targyi hatdlya az aldbbi személyesadat-
kezelésekre: ' '

a) a kozosségi jog hatdlyan kiviil es6 tevékenységek (pl. az Eurépai Uniorédl szol6
szerz6dés V. és VI. cimei);

b) a kozbiztonsagra, a védelemre, az allambiztonsagra (beleértve az orszag gazdasagi .
jolétét is, ha az feldolgozési muvelet dllambiztonsagi tigyre vonatkozik);

c) a biintetbjog teriiletén az allami tevékenységekkel kapcsolatos feldolgozasi miive-
letek;

d) a természetes személy altal tisztan magéncélbél vagy otthoni tevékenység kereté-

ben végzett adatfeldolgozas.
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Ugyancsak kizart az Iranyelv targyi hatalya alol a természetes személyek éltal végzett
adatkezelést, amennyiben azt kizarolag személyes vagy hazi hasznalatra, példaul levele-
zés, vagy cimjegyzékek vezetése sordn végzik.

A jogi személyek védelmére vonatkozo jogalkotas nem tartozik az EK irényelv hata-
lya ala.

Az Ujsagiras, az irodalmi, vagy muvészi kifejezés céljabol végzett hang-, vagy kép-
adatok kezelését tekintve, killonosen audiovizualis téren az irdnyelv alapelveit korlato-
zott modon kell alkalmazni (lasd 9. Cikkely).

Annak biztositasa érdekében, hogy az egyéneket ne lehessen megfosztani att6l a
védelemtol, amelyre az iranyelv értelmében jogosultak, a Ko6zosség teriiletén végzett
minden személyesadat-kezelési tevékenységet a tagallamok valamelyikének jogszabalyai
szerint kell végrehajtani. Kovetkezésképpen, a valamely tagallamban. letelepedett adat-
kezeld felelossége mellett végzett adatkezelésre ennek a tagallamnak a jogszabalyai
vonatkoznak. A valamely tagallamban valo letelepedés magéaban foglalja a tevékenység
tartds jellegii, tényleges gyakorlasat. A letelepedés jogi formaja — legyen akar egyszeri-
en fidktelep, akar jogi személyiséggel rendelkezd lednyvéllalat — e tekintetben nem
meghatarozé tényezd. Elofordul, hogy egy adatkezeld akar tobb tagallamban is letelepe-
dett, féként leanyvallalatok révén. Ilyenkor, a nemzeti szabalyozas megkeriilésének
kizarasa érdekében gondoskodnia kell arrdl, hogy minden egyes létesitménye megfelel-
jen a tevékenységére alkalmazand6 nemzeti jogszabalyok altal meghatarozott kotelezett-
ségeknek.

Az is el6fordul, hogy az adatkezelést valamely harmadik orszagban letelepedett
személy végzi. Ez a tény 6nmagaban nem gatolhatja az egyéneknek az Irdnyelvben el-
rendelt védelmét. Ilyen esetekben az adatkezelésre annak a tagdllamnak a jogszabalyai
iranyadoak, amelyben az alkalmazott eszkozok talélhatok, tovabba garancidkat kell
talalni arra, hogy EK Iranyelvben meghatarozott jogok és kotelezettségek a gyakorlatban
is érvényesiiljenek.

A tagallamok az egyének védelmének megvaldsitasar6l gondoskodhatnak a) altala-
nos jogszabaly keretében, vagy b) dgazati jogszabalyokban (mint példaul a statisztikai
intézetekre vonatkozo6 szabélyozas).

C. Az iranyelv alapelvei

Az iranyelv csak alapvetd elveket hatdroz meg — elsésorban az adatmindségre és az
adatkezelésre vonatkozd elvek formajaban — és ezek keretein beliil minden tagallam
sajat hataskorében dolgozza ki, hogy a személyes adatok kezelése milyen feltételek
mellett jogszeru.

A védelem elveit minden azonositott vagy azonosithat személyre vonatkozo infor-
macio6 esetében alkalmazni kell. Annak meghatarozéasara, hogy egy személy azonositha-
t6-e, minden olyan mddszert figyelembe kell venni, amit az adatkezel6, vagy mds sze-
mély valosziniileg felhasznilna az emlitett személy azonositasara. A védelem elvei nem
alkalmazhatok az olyan médon anonimma tett adatokra, ahol az érintett a tovabbiakban
nem azonosithat6.
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1. Az alkalmazand6 nemzeti jog elve

A személyes adatok kezelésére minden tagallam az irdnyelvnek megfelelden elfoga-
dott nemzeti rendelkezéseket alkalmazza.

2. Az adatok minoségére vonatkozo6 elvek:

a) Tisztességes €s torvényes adatkezelés;

b) Csak meghatarozott, egyértelmii és torvényes célbdl lehet adatgyiijtést folytatni,és
az adatok tovabbi kezelése sem végezhet e célokkal dsszeférhetetlen madon;®

c) Osszegylijtésiik és/vagy tovabbi kezelésiik célja szempontjabol megfeleldek, rele-
vansak és nem tulzott mértékiiek kell legyenek;

d) Pontosak, és ha sziikséges, id6szeriiek kell legyenek; minden ésszerii intézkedést
meg kell tenni annak érdekében, hogy a pontatlan vagy hidnyos adatok, tekintet-

. tel dsszegylijtésiik vagy tovabbi kezelésik céljaira, torlésre vagy kuga21tasra ke-

riiljenek;

e) Tarolasanak olyan formaban kell torténnie, amely az érintettek azonositdsat csak
az adatok Osszegyiijtése vagy tovabbi kezelése céljainak eléréséhez sziikséges
ideig teszi lehetvé.*

3. Az adatkezelés jogszeriivé tételére vonatkozo kritériumok-

A személyes adatok csak abban az esetben kezelhetoek, ha: a) az érintett ahhoz egy-
értelmii hozzéjarulasét adta; vagy b) az adatkezelés olyan szerzdés teljesitéséhez sziik-
séges, amelyben az érintett az egyik fél, vagy. az a szerzddés megkotését megeldzden az
érintett kérésére torténd 1épések megtételéhez szitkséges; vagy ¢) az adatkezelés az adat-
kezel6re vonatkozé jogi kotelezettségnek valé megfeleléshez szitkséges; vagy d) kezelé-
siik az érintett alapvetd érdekei védelméhez szitkséges; vagy e) az adatkezelés kozér-
dekbdl elvégzendd feladat végrehajtasahoz vagy az adatkezeldre, illetve az adatokrol
tudomast szerzd harmadik félre ruhédzott hivatali hataskor gyakorlasahoz sziikséges,
vagy /) a feldolgozésra az adatkezeld, vagy az adatokrdl tudomast szerzé harmadik fél,
vagy felek &ltal felmutatott jogszerli érdekek szempontjabdl van sziikség, kivéve, ha
ezeknél az érdekeknél magasabb rendiiek az egyén alapvetd szabadsagjogai.

Kulonleges adatkategoridk kezelése: Az iranyelv értelmében a tagallamok szabalyo-
z4sa megtilthatja az olyan személyes adatok kezelését, amelyek betekintést engednek a
faji vagy etnikai hovatartozasra, a politikai véleményre, a vallasi vagy filozofiai meg-
gy6zodésre, a szakszervezeti tagsagra, az egészségi allapotra vagy a szexuilis életre
-vonatkoz6 kérdésekbe. Nem lehet alkalmazni ezt a megszoritast abban az esetben, ha: a)
az érintett kifejezett hozzajaruldsat adta az emlitett adatok kezeléséhez, kivéve, ha a.
kozosségi intézmény vagy szerv belsd szabélyai eltéréen rendelkeznek; b) az adatkeze-'
lés az adatkezel® bizonyos jogai és kotelezettségei betartdsa érdekében szukseges a
foglalkoztatasi jogszabalyok teriiletén, amennyiben a megfeleld biztositékokrél rendel-

* A személyes adatok tovabbi kezelése torténelmi, SlalISlekal vagy tudomanyos célokra nem tekmtendé
odsszeférhetetlennek, amennyiben a tagallamok biztositjak a megféels garanciakat,

% A tagallamok 4llapitjak meg a személyes adatok torténelmi, statisztikai vagy tudoményos c€1bél, hosz-
szabb ideig torténo tarolasanak megfelelé garancidit.
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kezd nemzeti jogszabalyok ezt lehetévé teszik, illetve c) az adatkezelés az érintett vagy
mas személy alapvetd érdekeinek védelméhez sziikséges abban az esetben, ha az érintett
fizikailag vagy jogilag képtelen a hozzajarulasat adni, illetve d) az adatkezelés valamely
alapitvany, egyesiilet vagy nonprofit szervezet megfelelé biztositékok mellett végzett
térvényes tevékenysége keretében torténik, politikai, filozofiai, vallasi vagy szakszerve-
zeti céllal, azzal a feltétellel, hogy a kezelés kizarolag az ilyen szerv tagjaira, vagy olyan
személyekre vonatkozik, akik azzal rendszeres kapcsolatban allnak a szerv céljainak
megfelelden, és az adatok nem adhatok kiharmadik fél részére az érintettek hozzéjarula-
sa nélkill, illetve e) az adatkezelés olyan adatokra vonatkozik, amelyeket az érintett
koztudottan nyilvanossagra hozott, vagy amelyek _]Ogl kovetelések megallapitasahoz,
gyakorlasahoz vagy védelméhez sziikségesek.

Nem tilthaté meg a személyes adatok kezelése akkor sem, ha az adatok kezelése me-
geldzési célu gyogyszer, orvosi diagnézis, gondozas vagy kezelés alkalmazasa vagy
egészségiigyi szolgaltatasok igazgatasa céljabol szitkséges, €s ha az adatokat szakmai
titoktartasi kotelezettség ala es6 egészségiigyi szakember vagy azzal egyenértékii titok-
tartasi kotelezettség ala esd mas személy kezeli.

A tagallamok hatarozzak meg a nemzeti azonositd szamok és egyéb altalanos jellegii
azonositd jelek kezelésének feltételeit.

4. A tajékozfatéshoz vald jog

Az adatkezeldnek végy képviseldjének legalabb az aldbbiakrél tajékoztatnia kell az
érintettet, akitdl a ra vonatkozé adatokat gy(ijtik, kivéve ha az érintett mar rendelkezik
ezen informaciokkal:

a) az adatkezel®, vagy ha van ilyen, képviseldjének személye;
b) az adatkezelés célja, amelyre az adatokat szanjak;
¢) minden olyan tovabbi adatot, mint példaul: ,

— az adatok cimzettjei, illetve a cimzettek kategoriai,

— hogy a kérdések megvalaszoldsa kotelezé vagy onkéntes, tovabba a vélaszadas
elmulasztasanak lehetséges kovetkezményei,

— betekintési jog és az érintettre vonatkozé adatok kiigazitdsahoz valé jog,
amennyiben e tovabbi informaciok, tekintettel az adatgyjtés sajatos koriil-
meényeire, az érintett vonatkozasédban a tisztességes adatkezelés biztositasahoz
szitkségesek.

Abban az esetben, ha az adatokat nem az érintett6l szerezték be, a tagallamoknak ren-
delkezniiik kell arrol, hogy az adatkezeld vagy képviseldje a személyes adatok felvéte-
1ének elvallaldsakor, illetve, ha az adatokat harmadik személyhez szandékoznak tovabbi-
tani, legkésobb az adatok elsé nyilvanossagra hozatalakor koteles az érintettel legalédbb
az alabbi informacidkat k6zolni, kivéve, ha az érintett mar rendelkezik ezekkel az in-
formaciokkal:

a) az adatkezeld, vagy ha van ilyen, képvisel6jének személye;
b) az adatkezelés célja;
c) barmely egyéb informacid, mint példaul:

— az érintett adatok kategoriai,

— az adatok cimzettjei vagy a cimzettek kategériai,
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— betekintési jog és az érintettre vonatkozé adatok- kiigazitasdhoz valé jog, ameny-
nyiben e tovabbi informaciok, tekintettel az adatgyiijtés sajatos koriilményeire, az
érintett vonatkozasaban a tisztességes adatkezelés biztositasdhoz sziikségesek.

Ez a rendelkezés nem alkalmazhat6, killondsen a statisztikai céli vagy térténelmi, vagy
tudomanyos céli adatkezelés esetében, ha a kérdéses informaciok rendelkezésre bocsa-
tasa lehetetlennek bizonyul vagy aranytalanul nagy erdfeszitést igényel, illetve ha a
nyilvantartast vagy a nyilvanossagra hozatalt jogszabaly kifejezetten eléirja. Ezekben az
esetekben a tagallamoknak garantalniuk kell a megfelel6 biztositékokat.

5. Az adatkezelés titkossaga

Béarmely, az adatkezel vagy az adatfeldolgoz6 meghatalmazésaval eljaré személy,
beleértve magat az adatfeldolgozot is, aki a személyes adatokhoz hozzaféréssel rendel-
kezik, kizarolag az adatkezel utasitasa alapjan kezelheti ezeket az adatokat, kivéve, ha
erre 6t jogszabdly kotelezi.

6. Az adatkezelés biztonsiga |

A tagallamoknak rendelkezniiik kellarrdl, hogy az adatkezeld végrehajtsa a megfele-
16 miiszaki és szervezeti intézkedéseket a személyes adatok véletlen vagy jogszeriitlen
megsemmisiilése, véletlen elvesztése, megvaltoztatdsa, jogosulatlan nyilvanossagra
hozatala vagy hozzaférése elleni védelme érdekében, kiilonosen, ha a kezelés kozben az
adatokat halozaton keresztiil tovabbitjak, tovébbé a feldolgozas minden mas jogellenes
‘formdja ellen.

Tekintettel a technika v1vménya1ra ¢és alkalmazédsuk koltségeire, ezen intézkedések-
nek olyan szintii biztonségot kell nydjtaniuk, amely megfelel az adatkezelés altal jelen-
tett kockazatoknak €s a védendo adatok jellegének.

A tagallamoknak rendelkezniitk kell arrél, hogy az adatkezel6 — amennyiben az
adatkezelés az & nevében torténik — koteles olyan adatfeldolgozét valasztani, aki a mii-
szaki biztonsagi intézkedések és az elvégzendé adatkezelésre vonatkoz6 szervezeti in-
tézkedések tekintetében megfelelé garancidkat nyujt, tovabba koteles biztositani az
emlitett intézkedések teljesitését.

D. A felligyeleti hat6sag értesitésére vonatkozo kotelezettség

A tagallamoknak rendelkezniiik kell arrél, hogy az adatkezeld vagy annak képviseld-
je, ha van ilyen, értesitse a tagallam feliigyeleti hatosagot akar egyetien, akar tébb, osz-
szefiiggd célt szolgald, részben vagy egészen gépi uton torténd adatkezelési miivelet
vagy miiveletsorozat elvégzését megel6zden.

A tagallamok rendelkezhetnek arrdl, hogy az értesitési kitelezettség ne vonatkozzon
arra az adatkezelésre, amelynek kizardlagos célja egy olyan nyilvantartds vezetése,
amely a torvények vagy rendeletek értelmében a nyilvanossag tajékoztatasat szolgalja,
és amely altalaban a nyilvanossag, vagy barmely jogos érdekét igazolo személy szamara
betekintés céljabol rendelkezésre all.
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E. Mentességek ¢és korlatozasok

A tagallamok jogi intézkedéseket fogadhatnak el az adatok minéségére [6. cikk (1)
bek.], az érintett tajékoztatasara (10. cikk), a mas személytdl beszerzett adatokrol torte-
né tajékoztatasra [11. cikk (1) bek.], valamint az adatkezelési miiveletek nyilvanossaga-
nak biztositasara (21. cikk) vonatkozé jogok és kotelezettségek korének korlatozasara,
amennyiben a korlatozas az aldbbiak biztositdsahoz sziikséges: a) nemzetbiztonséag; b)
honvédelem; c¢) kozbiztonsag; d) biincselekmények vagy a szabalyozott foglalkozasok
szakmai etikdja megsértésének megeldzése, nyomozasa, felderitése és az ezekkel kap-
csolatos eljarasok lefolytatasa, ) valamely tagillam vagy az Eurépai Uni6 fontos gazda-
sagi vagy pénziigyi érdeke, beleértve a monetdris, a koltségvetési és az ad6zasi kérdése-
ket; /) a c), d) és e) pontban emlitett esetekben esetlegesen a kozhatalom gyakorlasahoz
kapcsolodé ellenorzési, feliigyeleti és szabalyozasi tevékenység és g) az érintett, vagy
masok jogainak és szabadsagjogainak védelme.

F. Az érintett kifogasolasi joga

A tagéallamoknak biztositaniuk kell az érintettnek, hogy a) sajatos helyzetével kap-
csolatos 1ényeges jogos érdekbdl barmikor kifogast emelhessen a rd vonatkoz6 adatok
kezelése ellen. Jogos kifogas esetén az adatkezeld altal kezdeményezett adatkezelés a
tovabbiakban nem terjedhet ki a szoban forg6 adatokra és b) kérelemre és téritésmente-
sen kifogast emelhessen az olyan, r& vonatkozoé személyes adatok kezelése ellen, ame-
lyekkel kapcsolatban az adatkezeld elére jelzi, hogy feldolgozasuk célja direkt marke-
ting, illetve hogy tajékoztassak személyes adatainak harmadik személyeknek elsd
alkalommal térténd tudomasara hozasa, vagy a neviikben direkt marketing céljara torté-
né felhasznalas eldtt, valamint szamukra az ilyen nyilvanosséagra hozatal vagy felhaszna-
las elleni kifogas jogat kifejezetten biztositani.

G. Automatizalt egyéni dontések

Az iranyelv értelmében a tagdllamok kotelessége, hogy minden személynek biztosit-
sa a jogot arra, hogy ne terjedhessen ki rajuk olyan hatdrozat hatélya, amely rajuk nézve
jogi hatassal jarna, vagy ket jelentds mértékben érintené, és amelynek alapja kizar6lag
gépi adatkezelés, amelynek célja a ra vonatkozé egyes olyan személyes szempontok
kiértékelése, mint példaul a munkahelyi teljesitmény, a hitelképesség, a megbizhatdsag,
az életvitel stb.

Ugyanakkor a tagaliamok ugy is rendelkezhetnek, hogy az emlitett hatarozat hatalya
kiterjedhet a személyre, amennyiben a hatarozatot:

a) valamely szerzodés megkotése vagy teljesitése sordn hoztdk, feltéve, hogy az
érintett altal a szerz6dés megkotése vagy teljesitése irdnt benyujtott kérelmet tel-
jesitették, vagy jogos érdekének biztositasara megfeleld biztositékok allnak ren-
delkezésre, mint példaul a véleményének kinyilvéanitasat lehetdvé tevd intézkedé-
sek; vagy

b) olyan jogszabaly teszi lehetdvé, amely az érintett jogos érdekeit biztosito intézke-
déseket is megallapitja.
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H. Feleldsség

Mindenki, aki térvénytelen adatkezelési miivelet vagy az adatvédelmi irdnyelv ér-
telmében elfogadott nemzeti rendelkezésekkel dsszeegyeztethetetlen intézkedés eredmé-
nyeképpen kért szenvedett, az adatkezel6tdl kartéritésre jogosult az elszenvedett kéro-
kért. Az adatkezeld részben vagy egészben mentesiil e feleldsség alél, ha blzonyltja
hogy a kart okozé eseményért nem felelds.

I. A személyes adatok harmadik orszagokba irdnyuld tovabbitasa

A tagallamoknak rendelkezniiik kell arr6l, hogy a feldolgozasra keriilé vagy tovabbi-
tas utan feldolgozasra szant személyes adatok csak akkor tovabbithatok harmadik or-
szagba, ha az ezen iranyelv egyéb rendelkezései értelmében elfogadott nemzeti rendel-
kezéseknek valé megfelelés sérelme nélkiil az adott harmadik orszag megfeleld védelmi
szintet tud biztositani. -

A fenti tilalomtd| eltérden, és amennyiben az adott esetre vonatkozé belfoldi jogsza-
balyok masképp nem rendelkeznek, a tagallamok rendelkeznek arrél, hogy a személyes
adatok olyan harmadik orszagba iranyuld tovabbitdsa vagy tovabbitas-sorozata, amely
nem biztosit megfeleld szinti védelmet, csak a kévetkezd feltételek mellett torténhet:

a) az érintett egyérteimiien hozzajarulasét adta a tervezett tovabbitashoz; vagy

b) a tovabbités az érintett és az adatkezeld kozotti szerzodés teljesitéséhez, vagy az
érintett kérelmére hozott, szerzodést megeldzd intézkedések végrehajtiasahoz
sziikséges; vagy

c) a tovéabbitas az adatkezeld és valamely harmadik fél kozotti, az érintett érdekét
szolgal6 szerzddés megkotéséhez vagy teljesitéséhez szitkséges; vagy

d) a tovabbités fontos kozérdekbol vagy jogi kovetelések létrejotte, érvényesitése
vagy védelme miatt sziikséges, illetve azt jogszabaly irja el6; vagy

e) a tovabbités az érintett alapvetd érdekeinek védelme miatt sziikséges; vagy

t) a tovabbitast olyan nyilvantartasbol végzik, amely a torvények vagy rendeletek
értelmében a nyilvanossag tajékoztatasat szolgalja, és amely altalaban a nyilva-

. nossag, vagy barmely jogos érdekét igazolé személy szamdra betekintés céljabol

rendelkezésre 4all, amennyiben a jogszabalyok altal a betekintésre megéllapltott
feltételek az adott esetben teljestilnek.

J. Az adatvédelem intézményrendszere
1. A tagéllarhokban miikodo feliigyeleti hatosag

Minden tagallamnak létre kell hoznia egy feliigyeleti hatésagot, amelynek feladata az
adatvédelmi iranyelvbdl a tagallam altal elfogadott nemzeti rendelkezéseknek a teriiletén
torténd alkalmazasanak az ellendrzése. E hatésagok a rajuk ruhéazott feladatok gyakorla-
saban teljes fiiggetlenségben jarnak el.

A hat6séagok kiilondsen a kovetkezd Jogosu]tségokkal rendelkeznek:

a) nyomozati jog (pl. az adatkezelési miiveletek trgyat képezd adatokhoz val6 hoz-
zaférés joga, tovabba a feliigyeleti feladatok ellatasahoz sziikséges adatok gyijté-
sének joga),
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b) tényleges beavatkozasi jogosultsag (pl. az adatok zarolasanak, torlésének vagy
megsemmisitésének elrendelése, az adatkezelés atmeneti vagy végleges tilalma-
nak megallapitasa, az adatkezel® figyelmeztetése vagy megrovasa, illetve az iigy
nemzeti parlament vagy mas politikai intézmény elé terjesztése stb).

¢) birésagi eljarasban valo részvétel joga (az iranyelv értelmében elfogadott nemzeti
rendelkezések megsértése esetén, tovabba e jogsértések igazsagiigyi szervek elé
terjesztésének joga).

A feliigyeleti hatésag kifogasolhato hatarozatai birosag elétt megtdmadhatok.

A feliigyeleti hatosagok foglalkoznak a személyes adatok kezelése vonatkozasaban
az egyének jogainak vagy szabadsagjogainak védelmével kapcsolatos, barmely személy
vagy az 6t képviseld szervezet altal benyujtott kérelmekkel. A kérelem elbiralasar6l az
érintett személyt értesiteni kell.

A feliigyeleti hatésagoknak foglalkozniuk kell kiildndsen az adatkezelés torvényes-
ségének ellendrzésére iranyuld, barmely személy altal benyujtott kérelemmel, amennyi-
ben az ezen iranyelv 13. cikkének érteimében elfogadott nemzeti rendelkezések alkal-
mazhatéak. Az érintett személyt mmdenképpen értesiteni- kell, ha az ellendrzés
megtortént.

2. A személyes adatkezelés vonatkozasaban az egyének védelmével foglalkozé mun-
kacsoport

Az adatvédelem intézményrendszerének egy masik megjelenési formaja az egyének
védelmével foglalkoz6 munkacsoport. A munkacsoport tandcsadéi statuszban miikodik
és fuggetleniil jar el. A munkacsoport az egyes tagallamok altal kijelolt feliigyeleti hato-
sag vagy hatosagok képvisel6jébol, a kozosségi intézmények és szervek nevében létre-
hozott hatdsag vagy hatésagok képviseldjébol, tovabba a Bizottsag egy képviseldjébol
all. A munkacsoport minden egyes tagjat az az intézmény, hatésag, vagy hatésagok
jeloli vagy jelolik ki, amelyet, illetve amelyeket képvisel. Ha a tagallam tobb feliigyeleti
hatésagot jelol ki, ezek kozos képviseldt éllitanak. Ugyanez vonatkozik a kozossegl
intézmények €és szervek nevében létrehozott hatdsagokra is.

A munkacsoport hataskore:

a) megvizsgal minden, az iranyelv értelmében elfogadott nemzeti intézkedések al-
kalmazasa korébe tartozé kérdést azok egységes alkalmazasa érdekében;

b) véleményt nyilvéanit a Bizottsdgnak a K6zosség és a harmadlk orszagok védelmi
szintjérol;

c) tanéacsot ad a Bizottsagnak az adatvédelmi iranyelv javasolt moédositésaira;

d) véleményt nyilvanit a kozdsségi szinten kidolgozott eljarasi szabalyzatokrol.

A munkacsoport sajat kezdeményezésére ajanlasokat tehet barmely kérdésben, amely a
személyes adatok kozosségen beliili kezelése tekintetében a személyek védelmével kap-
csolatos. A munkacsoport véleményeit és ajanlasait tovabbitani kell a Bizottsaghoz,
valamint a 31. cikkben emlitett bizottsaghoz.
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3. A kozosségi szintli intézményi védelem: A bizottsag

A Bizottsagot a tagallamok képviseldibol all6 bizottsag segiti, amelynek elndke a
Bizottsag képviseléje. A Bizottsag képviseldje tervezetet nyujt be a bizottsagnak a meg-
hozandé intézkedésekr6l. A bizottsag véleményt nyilvanit a tervezetrdl az elnok altal az
tigy slirgdsségének megfelelden megallapitott hataridon belil. -

3.3. A személyiségi jogok védelme — kiilonds tekintettel az adatvédelemre — néhdny
skandinav dllamban, kiilénos tekintettel az EU-s adatvédelmi iranyelv rendelkezéseire

A skandinav orszagokon beliil a legszisztematikusabb és legkidolgozottabb — a sze-
mélyiségi jogok (magéanszféra) védelmére vonatkozé — jogelvekkel a norvég ,privacy
interest model”, vagy maszdval a norvég maganszféra jogi védelmének az elmélete
(theory of privacy protection — personvern) rendelkezik. A modell Iényege a kovetkezo:
a) statikus elem: a rendszer szimbaveszi az alapvetd emberi jogokat, illetve az ezeket
tartalmaz6 dokumentumokat (pl. Human Rights Convention of the European Council) és
b) dinamikus elem: egyenként megvizsgalja, hogy a kérdéses magatartas, mulasztas, stb.
vajon a rogzitett emberi jogok keretei k6zé esik vagy sem. Ennek a megoldasnak az elvi
alapja, hogy minden egyes ember maganszférajat megilleti valamilyen szintl jogi véde-
lem. '

Ez a ,privacy-odell” dontésorientalt (decision orientated). A személyes adatok szol-
gélnak alapul ahhoz, hogy a munkaltaté képes legyen meghozni a dontését. A rendszer
lényege, hogy a konkrét szituacioktol fiiggden, illetve az adott viszony keretei kozott
mérlegelve hozza meg az arra jogosult a dontését. Az érdekek pontos és koriiltekintd
mérlegelését koveten donthetd el, hogy az adott informéacié milyen viszony, illetve
helyzet keretében szolgaltathat6 ki. Az adott munkavallalérdl rendelkezésre all6 szemé-
lyes adat lesz az alapja a vele 6sszefliggésben meghozott dontés alapja.

A modell a kiilénbozd egyéni és kozérdek érvényesitésére szolgal.

A. Az egyéni érdekek leggyakrabban az alabbi hdrom forméban jelennek meg: a) az
informécidk bizalmas kezelése (confidentiality) — az egyén érdeke ahhoz fiizédik, hogy
ellendrizhesse a r4 vonatkozé adatok gyiijtését és felhasznéldsat; ugyanakkor ez nem
jelent teljes mértékii kontrollt, hanem alapvetden azt kivanja elérni, hogy ne lehessen
beleegyezés nélkiil adatot gytjteni és felhasznalni; 5) a dontéshez leginkabb megfeleld
adat szolgéltatdsa — adekvatsag: ezen beliil tovabbi két kérdést kell megvizsgalni: ba)
relevancia (A kért, illetve szolgéltatott informéciénak az adott kérdés eldontéséhez rele-
vansnak kell lennie. A nem relevéans adatokat nem lehet kérni, illetve nem kell szolgal-
tatni. Példalézé jelleggel megemlitiink néhany esetet, amikor nem relevans az adat: mar
thlsagosan elavult, vagy az adott kérdéshez nem kapcsolddik igazan; példaul a legtsbb
esetben a politikai, vallasi hovatartozds vagy a nemhez kapcsolodé kérdések irrelevan-
sak. Ez utobbi példa jol szemlélteti a személyiségi jogok védelme és a diszkriminacioé
ellenes jogalkotds kozeli kapcsolatat.); bb) a megfeleldség (adekvatsag) elve; vagyis a
szolgéltatott adatnak mindenkor korrektnek kell lennie. Onmagéban egy helyesen szol-
galtatott adat is lehet nem megfeleld, ha a tobbi relevans — de a masik fél altal nem is-
mert — tényt nem kozoljik. Ezért a megfeleloség (adekvatsag) elvét a johiszemii egyiitt-
miikddés elvével kell dsszekapcsolni. ¢) A harmadik egyéni érdek, ami megjelenik: a
személyhez kotottség (access), vagyis a szolgaltatott adat az illetd személyre vonatkoz-
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zon. Magatél értetddik, hogy a fent emlitett érdekek egymassal nagyon szoros dsszefiig-
gést mutatnak.

B. A kozérdek megjelenése. a) A tarsadalom tagjaiban megfogalmazddik az igény
arra, hogy kontrollalhassak a rajuk iranyulé megfigyelés szintjét (controlling the
surveillance level in society). b) Eleterds tarsadalom létrehozasa (robust society). Ez
magaban foglalja azon gyengeségek kikiiszobolését, amelyek az informacios tarsada-
lomban — a kiilénbozd adatbankok létrehozasakor, vagy halézatok, illetve informacios
sztradak kiépitésekor — fordulhatnak elé. ¢) A harmadik érdek, egy jéindulatu, j6akarati
igazgatas kiépitése. A privat szféraban ennek a megtestesitdje a kozigazgatds, mig a
munka vildgaban ezt az igazgatasi funkciot a munkaltato latja el és ezért vele szemben
kell térekedni a munkavallalok védelmére.

Mint ahogy azt a maganérdek vonatkozésaban jeleztiik, a maganérdekekhez hasonlo-
an a kozérdek egyes megtestesitdi is egymassal szoros kélcsonhatasban vannak, sét az is
batran kijelenthetd, hogy a magéanérdek és a kozérdek is kolcsonos egymasra hatdsban
allnak egymassal. Ugyanakkor a jogalkotas vagy dontéshozatalkor megfigyelhetd, hogy
az egyes elvek kozott ésszerii és kompromisszumra hajloé engedményeket kell tenni.

A munkavégzéssel kapcsolatos személyiségi jogok fejlodését vizsgalva megallapitta-
t6, hogy ebben meghatarozé szerepe van — kiilonosen a skandinav orszagokban — a kol-
lektiv szerzdédésnek. Torténelmileg teljesen nyilvanvald volt, hogy a munkéltatd sajat
kivaltsiganak tartotta a munkavégzés feltételeinek — beleértve a kollektiv szerzddés
végrehajtasat is — a teljes koril kontrolljat. Ez természetesen nem volt ennyire magatél
értetddd a munkavallalok szamara. Ezért e vonatkozasban szamos osszetiizésre és ér-
dekellentétre keriilt sor. A munkaltatdk korlatlan ellenérzési és megfigyelési jogat is
magéaban a kollektiv szerzddésben rogzitették. A nagy kérdés természetesen az volt,
hogy milyen elvek figyelembe vételével hatarozzak a hatarvonalakat: mi az ami még
megengedett és mi az ami mar nem. Ezt nevezték az ,aranyos akciok kivanalmanak”
(requirement of proportionate actions), amely elv az objektive indokolhaté megfigyelést
tartotta jogszerlinek (reasonable objectives of surveillance). Ugyanakkor sem a“jogalko-
tas, sem a birdi gyakorlat, sem pedig a kollektiv szerz6déskotési gyakorlat nem feltétle-
niil ismeri el ezt az elvet: kimondjak, hogy a munkaltaté megfigyeléshez és az ellenér-
zéshez vald joga nem legitimizdl minden egyes munkaltatéi magatartdst. Vagyis nem
jelenti azt, hogy minden a munkaltatd éltal szitkségesnek tartott akcié egyidejlileg auto-
matikusan jogszerii is lesz. Milyen elvek sietnek a munkavallalok segitségére:a) aranyos
magatartas (proportionate measures); b) adekvat magatartads (adequate measures); c)
megfeleld munkaerdpiaci standardok, amelyek képesek felvenni a harcot a munkaltatéi
tulerével szemben (good labour market standards) stb.

Alapvetden a fentiekben targyalt szempontok kiilonb6z6 konstellacidja alakitja nap-
jaink maganélet, illetve ezen beliil az adatvédelemre vonatkozdé normativ szabélyozasa-
nak fébb vonalait.*

Finnorszag: A munkaltaté megfigyeléshez val6 joga a munkaszerz6dés és az ij mun-
kaszerz6désrol rendelkezd torvény® figyelembe vételével hatarozhaté meg. A jogsza-
baly nem tartalmaz erre vonatkozo részletes eldirasokat. Figyelembe véve a hagyoma-

% ANDERS VON KOSKULL: Employment Privacy Protection ~ Scandinavian Comparative Perspectives; in.
Stability and Change in Nordic Labour Law, ed. Peter Wahlgren, Scandinavian Studies in Law Volume 43,
Stockholm Institute for Scandinavian Law, Stockholm 2002, pp.335-339.

572001. évi 55. sz. torvény (2001. julius 1-én lépett hatalyba.).
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nyokat, nem jogi norméaban szabalyozott elv, hogy a megfigyelésnek korrektnek kell
lenni és csak odaig terjedhet, ameddig a munkaltato objektive igazolhaté érdekeit szol-
galja. Masszoval: nem lehet rosszhiszemiien visszaélni ezzel a lehetdséggel.
Azt is meg kell emliteni, hogy Svédorszagban 2002. marcius 5-én terjesztettek el
megyvitatasra egy tanulmanyt, amely a leendd munkavallaléi személyiségi jogok védel-
mét szolgalé specialis torvény alapja lehet. Az ebben a tervezetben szerepl6 kérdések és
célkitlizések hasonlitanak a fent emlitett finn torvényhez. Ugyanakkor e kérdésben is
fontos szerepet szan a szociélis partnereknek, hogy a kollektiv szerzédésekben hataroz-
z&k meg a jogviszony alanyait megilletd jogokat és terheld kotelezettségeket.
Finnorszagban az EU-s iranyelv végrehajtasara elfogadtak egy torvényt a munkaval- -
lalo személyiségi jogainak a védelmérdl® (Act on Protection of Privacy in Working
Life). A térvény bevezetd rendelkezései kozott megemliti, hogy a finn szabalyozasnak
til kell 1épnie az EU-s iranyelv eldirasait. A kiindulasi pont az volt, hogy az éltalanos
adatvédelmi torvény nem képes teljes mértékben megfelelni a munkaertpiac résztvevoi
elvarasainak. A kettd kozotti kapcsolat: a munkavallalok személyiségi jogait védod tor-
vényt kell elsdsorban alkalmazni és ha az éltaldnos adatvédelmi torvénnyel konkurenci-
aba keriilne, akkor a specialis szabaly megelézi az altalanos szabalyt, vagyis a munka-
vallalok személyiségi jogait védd torvényt kell elészor alkalmazni. Jelenleg a finn
munkavallalok személyiségi jogait védd torvény egyediilallé szabalyozas az EU-ban,
mivel nincs olyan masik tagallam, amelyben ilyen széles korben védenék a munkavalla-
16k személyiségi jogait. Minden bizonnyal a jovében a tobbi tagéllam is koveti a jo
példat. Ugyanakkor azt is meg kell jegyezni, hogy a finn térvény a cimében jelzett kér-
déskornél sziikebb targyi hatéllyal rendelkezik. A torvény a kovetkezd fontosabb kérdé-
sekrol rendelkezik: a munkavallalérél torténéd adatgytijtés; személyiségi és értékelési
teszt; egészségiigyi — beleértve alkohol és drog — vizsgalat és genetikai teszt; a munka-
vallalok tevékenységének technikai eszk6zokkel torténd megfigyelése, ezen beliil az e-
mail €s egyéb telekommunikacids eszkdzok hasznélatanak az ellenérzése.
Azt mér korabban emlitettiik, hogy a torvény altaldban konkrét anyagi jogi normakat
nem ir el6 az egyes jogintézmények miikodésére nem hatdrozza meg konkrétan, hogy a
munkaltaté mit tehet és mit nem stb. A térvényben szerepl6 szabélyok sokkal inkabb a
munkaltaté elvarhaté és megengedhetd viselkedését behatarold minéségi standardok és
eljarasi szabalyok. Példaul, rendelkezik arrdl, hogy milyen forrasokbdl szerezhet6k be a
munkavallalékra vonatkozé adatok, de nincs utalas a megfigyelés technikdjara. Csak az
informdciora €s a megallapodésra vonatkozé szabélyokat talaljuk meg.*
A finn példan kiviil az EU-ban még tobb helyen is megjelenik az a torekvés, hogy a
munkavéllalok személyiségi jogait és méltosagat védjék. Példaul a Data Protection
Working Party Opinion 8/2001 29. cikkelye, amely a foglalkoztatassal 6sszefliggd sze-
mélyes adatok feldolgozaséardl sz6l (Briisszel, 2001. szeptember 13.), vagy a Social
- Policy Agenda of the Commission (COM2000/379 final, 28.6.2000), amely az alapvet

szocidlis jogok tiszteletben tartasar6l és fejlesztésérdl szol, mert ez kulcsfontossagi
. tényez6 egy igazsagos tarsadalom felépitéséhez, amelyben tisztelik az emberi méltdsa-
got, beleértve a munkavallalok személyiségi jogainak a védelmét is.

%8 2001. évi 477. sz. torvény (2001. oktdber 1.).
% ANDERS VON KOSKULL, 2002, pp.344-346.
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3.3. A személyes adat védelemrdl rendelkezé 95/46/EC irdnyelvének gyakorlati ossze-
Sfuggései

A személyes adatok védelmére vonatkozo jogi szabdlyozas szdmos vonatkozasban
érinti a munkavallalék megfigyelését. Attol a perctdl kezdve, hogy a személyes adatok
beszerzésre és felhasznalasra keriilnek a személyes adatok védelmét szolgélé jogszaba-
lyokat — beleértve az EU-s iranyelvet is — alkalmaznl kell. Az iranyelv rendelkezéseinek
a végrehajtdsa nem minden esetben egyertelmu Példaul, a manualis adatfeldolgozas
(manual processing of personal data) kérdése; vagy a 2 (c) cikkely értelmében rendsze-
rezett adatallomanynak (structured set of data) teintheté-e a titkar/nd asztalan hever6
irasban benyujtott pélyazat; vagy ahhoz, hogy személyes adatgyiijtd rendszerrdl
(personal data filing system) beszéljiink sziikség van-¢ tobb személy adataira. Ugyan-
csak jogalkalmazasi problémat vet fel a személyes adatok védelmére vonatkozo
96/46/EGK iranyelv és a telekommunikacios szektorban a személyiségi jogok védelmét
szabalyozé 97/66/EGK iranyelv kapcsolata. Jelenleg ez a kérdés az EU szintjén sem
keriilt kell6képpen targyalasra.”

Az Eurépai Uni6 Adatvédelemmel foglalkoz6 biztosa (Data Protection Comissioner)
az informaciés technolégia és telekommunikacié munkahelyi alkalmazasabodl eredd
problémak kikiiszobolése érdekében szdmos ajanlast fogalmazott meg. Ezek a problé-
mak tilnyomo tobbségében a munkahelyeken a munkavéllalora vonatkozé adatok vé-
delmére vonatkoznak. A munkaviszony létesitése és fennallasa soran — kolcsondsen —
szdmos informacio jut a szerz6dd felek tudomaésara. Ezen informacidék védelméhez
mindkét félnek nyomds indoka fiizddik. A kozelmultban bekovetkez6é robbanasszerii
informacios robbanas megsokszorozta a lehetoségét és a ténylegesen dsszegyiijtott ada-
tok szamat. Leegyszeriisodtek az eljarasok, az adatfeldolgozas gyorsabbé valt. Ugyan-
akkor ezt a felgyorsult folyamatot nem kovette ugyanilyen sebességgel a munkavallalok
adatainak, illetve az ehhez kapcsolodé személyiségi jogoknak a védelme.

Ugyanakkor kialakult néhany uj gyakorlat. Lehetséges a munkavalialok tevékenysé-
gének — kiilonboz6 szempontok és célok szerinti — folyamatos megfigyelése és a réluk
torténd adatok gyijtése, még akkor is, ha errdl 6k nem is tudnak. Az ilyen jellegli meg-
figyelések gyakorlata egyre szélesebb korben terjed és — bizonyos megszoritasok kozott
- egyre inkabb elfogadotta valik. Milyen indokok allnak ennek a hattergben: a) az ilyen
jellegli megfigyeléseket elsdsorban a munkavallalok biztonsaga indokolja, tovabba b) a
megfigyelések tapasztalatainak elemzése utén a munkavégzés hatékonysagat és ennek
eredményeként a termelékenységet (ergondémiai szempontok) lehet névelni, ¢) hatalmas
informaci6bazis gyijthetd a munkavallalok viselkedésérol, személyiségérél és tevékeny-
ségérol.

Ezzel a pozitiv megkozelitéssel szemben a munkavallalokrél 6sszegyiijtott és a mun-
kaltato vagy esetleg kiilsé harmadik személy szamara rendelkezésre 4ll6 hatalmas in-
formaciomennyiség sebezhetdvé teszi a munkavallalot és sértheti a személyiségi jogait.
Ezért van sziikség a személyes adatok jogi védelmére.

Felmeriilhet a kérdés, hogy mit értiink munkahely alatt. A vonatkoz6 EU-s megko-
zelités értelmében a munkahelyet kiterjesztden kell értelmezni: minden olyan lehetséges
hely munkahelynek minésiil, ahol a munkavallal6 ~ munkaltatéi utasitasra — a munka-

™ Erre a megéllapitasra egy 2001. oktober 4-5 kozott, Frank professzor elndkletével lezajlott jogi szakér-
18kbdl all6 kerekasztal konferencia résztvevdi jutottak.
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végzési tevékenységét folytatja. Ez lehet a munkaltat6 telephelye, a munkavallalé gép-
kocsija vagy esetleg a sajat lakasa (kivalo példa lehet erre az egyre jobban terjedd
telemunka tipusi munkavégzés).

A munkavallalok személyiségi jogainak védelmét szolgald jogi normak alulreprezen-
taltak az egyes orszagok munkajogi szabalyozdsaban. Ezért fontos szerephez jutnak a
nemzetk6zi és az EU-s normak. Segitik a jogalkotokat, de egyidejiileg segitenek a mun-
kaltatoknak is abban, hogy kialakuljon egy kulturdlt munkavégzési kornyezet.

3.4. Ajdnldsok az EU irdnyelv alkalmazdsdhoz és a tovabbfejlesztéséhez

a) A munkavallalok képviselsinek bevonadsa — A munkavallalok képviseldit teljes
koriien tajékoztatni kell minden bevezetend6 olyan 4j informécids rendszerr6l,amelynek
a rendeltetése, hogy a munkavallalokat megfigyelje, réluk informéacidkat gyijtson. A
munkavallaloi képviseloknek biztositani kell, hogy barmikor meggy6z6dhessenek arrol,
hogy a munkahelyi belsé szabalyok rendelkeznek a munkavallaldk személyiségi jogai-
nak a védelmérdl. Rendszeres informacidcserét és targyalasokat kell folytatni annak
érdekében, hogy olyan 1j informacios technolégidk keriiljenek bevezetésre, amelyek
lehetové teszik a munkavéllalok személyiségi jogainak a védelmét. A munkahelyen
miitk6dé informacios rendszerekben jelentés valtozést csak a munkavéllalok képvisel6i-
nek egyetértésével lehessen bevezetni.

b) A munkavallalok tijékoztatasa — Az olyan munkahelyeken, ahol adatgyiijtés, illet-
ve megfigyelés miatt elektronikus rendszereket (szamitégéphalézat, audié-video rend-
szer, stb) alkalmaznak a munkavallalokat elore tdjékoztatni kell az adatgyiijtés
(megfigyelés) céljarol, a gyljtott adatok felhaszndldsanak modjarol és céljarol, az al-
kalmazott modszerrdl (technikarél, rendszerrél), a gyiijtott adatok jellegérdl, azon sze-
mélyek korérdl, akik ezekhez az adatokhoz hozzaférhetnek és annak a lehet6ségérél,
hogy miként eszkozolhetnek helyesbitést a rendszer altal gy(jtott adatokban, ha azok
hibasak. A betekintéshez és az esetleges hiba esetén a kijavitashoz valé jogot egy jol
behatarolhat6 iddszakon beliil kell biztositani.

¢) A munkaltatéonak informalnia kell a munkavallal6jat a munkahelyen alkalmazott
informacios-rendszer megjelenési formairol (pl. e-mail vagy hangposta stb) felhasznalasi
rendjérol. Ugyancsak informaélnia kell a munkavallalot az dsszegyijtott adatok fethasz-
nalasanak elveirdl, céljarél és modszerérol.

d) A munkéltatonak tiszteletben kell tartania a munkavéllalé személyiségi jogait.
Létezik a munkavallalé személyiségi jogaival kapcsolatos legitim elvarasi szint, amit
tiszteletben kell tartani. Az elvarasi szint megitélése minden.esetben az adott munkahely
sajatossagainak megfelelden alakul. Az elvérasi szint magasabb lesz egy zart munkahe-
lyen, mint egy nyitott munkahelyen.

- e) Sziikséges és indokolt adatgyiijtés — A munkahelyeken csak jogszerlien lehet ada-

tot gylijteni és felhasznalni. Az adatok felhasznalasanak mindig korrektnek kell lennie és
soha nem sértheti a munkavallalok emberi méltosagat. Az adatgyiijtésnek sziikségesnek,
aranyosnak és adekvatnak kell lennie, amelyet a johiszemiség és a a szakmai sziikség-
szerliség vezérel. Az adatokat csak olyan mértékig és id6tartamig lehet gyijteni, amely
az elérend¢ cél megvalésitasa érdekében indokolhaté.
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/) Személyhez kothetd anyagok gyiijtése — Az adatgyiijtés soran a munkaltatonak
minden esetben iigyelnie kell arra, hogy tartézkodjon az olyan jellegii informaciok,
adatok gyiijtésétdl, amelyek nem kapcsolddnak kozvetleniil a munkavégzéshez. Nem
kapcsolodnak kozvetleniil a munkavégzéshez azok az adatok, amelyek példaul a a mun-
kavallald személyes viselkedésére, személyiségjegyeire, vagy a munkahelyen beliili,
illetve kiviili személyes kapcsolataira vonatkoznak.

g) A személyes adatok felhasznaldsa a munkavallaloval szemben — A kiilonboz6
modszerek segitségével Gsszegylijtott adatok nem hasznalhatok fel a munkavallalokkal
szemben. A munkavallalorél rendelkezésre allo adat csak abban az esetben hasznalhat6
fel vele szemben, ha a neki mar korabban lehetdsége volt arra, hogy ezeket az adatokat
megismerje és alkalmazhassa 6ket.

h) A munkavallalok rejtett megfigyelésének a tilalma — Csak kivételes esetben indo-
kolhat6 az olyan adatgyiijtés, illetve felhasznalas, amelyrdl az érintett munkavallalonak
nincs elézetes tudomasa, illetve amely eltér az elore jelzett célkitlizéstél. Az informaciot
az érintett személy elGzetes €s irasbeli belegyezésével lehet jogszerlien gyiijteni, illetve
felhasznalni. Ennek az irasbeli nyilatkozatnak a kovetkez6 kérdéseket kell tartalmaznia:

— az okok és célok megjeldlése;

— az §sszegyiijtendd informécié természetére vonatkozé kitételek.

Megjegyezziik, hogy az adatgyijtésrdl, illetve felhasznalasrél nemcsak magat a munka-
vallal6t, hanem a munkavallal6 érdekképviseleteket is tajékoztatni kell.

i) Megfigyeléstdl mentes dvezet kijelolése — A munkaltatonak garantalnia kell azt,
hogy létezik a munkahelyen beliil egy olyan térség, ahol a személyiségi jogai semmilyen
adatszerzéssel nem keriilnek veszélybe. Vilagosabban fogalmazva ez annyit jelent, hogy
van a munkahelyen beliil egy olyan tér (szoba, folyosd, stb), ahol a munkavallal6 szaba-
don — a megfigyelés veszélye nélkiil — beszélgethet a munkatérsaival.

Zdré megjegyzések

Az 1970-es évek a személyes adatok gyiijtésével és felhasznalasaval kapcsolatos in-
tenziv maganélet-védelmi kutatas és jogalkotas kezdeti idoszaka volt. A dolgozatban
utalunk arra, hogy ez nem teljesen eldzmények nélkiili munka volt. Szamos hivatalos
jelentés tanusitja, hogy e problémat politikai szinten is komolyan veszik, de ezzel egyi-
dejiileg azt is, hogy az egymasnak ellentmondé érdekek kiegyensulyozasa kényes fel-
adat, és aligha oldhato fel egyszer s mindenkorra. A kézvélemény hajlik arra, hogy leg-
inkabb a szamitogépes adatfeldolgozas kovetkezményeire €s az abban rejlé kockéazatra
osszpontositson. Ezzel parhuzamosan az egyes orszagok jogalkotoi is azt valasztottak,
hogy kizarolag szamitégépekre és szamitdégépekkel tamogatott tevékenységekre vonat-
koz6 jogszabélyokat alkottak. Ezzel szemben, mas orszégok a maganélet védelmének
altalanosabb megkozelitését valasztottak, fuggetleniil az alkalmazott adatfeldolgozasi
modszert6l. A maganszféra védelmére vonatkoz6 normativ szabalyozas olyan, az egyént
védo biztositékokat jelent, amelyek megeldzik a maganélet klasszikus értelemben vett
megsértését, mint pl. intim személyes adatok nyilvdnossagra hozatalat vagy az azokkal
valé visszaélést. Ugyanakkor felszinre keriiltek a magédnszféra védelméhez tobbé-
kevésbé kozvetleniil kapcsolddo egyéb védelmi igények is, mint példaul: a) a nyilvantar-
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tok azon kotelessége, hogy a kozvéleményt az adatkezeléssel kapcsolatos tevékenység-
rdl tdjékoztassak; b) tovabba az adatalanyok joga arra, hogy a rajuk vonatkozd adatokat
kiegészithessék vagy moédosithassak Altalanossagban szélva, térekvés tapasztalhato a
maganélet hagyomanyos értelmezésének(a ,,békén hagyatashoz" valé jog) bovitésére, és-
az érdekek szintézisének osszetettebb értelmezésére, amelyet mar inkabb ,,maganelet és
személyes szabadsagok"-nak kellene nevezni.

Az automatizalt adatkezelés jogi problémdi terén a magéanélet €s a személyes szabad-
sagjogok védelme taldn a legvitatottabb kérdés. Annak hogy ez a kérdés ilyen széles
korben kelt figyelmet, elsédleges oka a szamitogépek mindenhol elterjedt hasznalata a
személyes adatok feldolgozasdban, a tarolas, az Gsszehasonlitas, az Osszekapcsolds, a
kivélasztas és a hozzaférés jelentosen megnovekedett lehetoségei, valamint a szamitogé-
pek és a tavkozlési technikak kombinécidja, amely lehetdvé teszi, hogy személyes ada-
tokhoz foldrajzilag szétszort felhasznalok ezrei férhessenek hozza egyidejtileg, és amely
ugyancsak megval6sithatova teszi az adatgyiijtés kdzpontositasat €s komplex orszagos
és nemzetkozi adathalozatok létrehozéasat. Egyes problémak kiilonosen siirgds figyelmet
kivannak, példaul azok, amelyek a nemzetk6zi adathalozatok megjelenésével; valamint
azzal az igénnyel kapcsolatosak, hogy egyenstly jojjon létre egyfeldl a maganélet, mas-
fel6l az informacidszabadsag egymassal versengd érdekei kzott annak érdekében, hogy
a modern adatfeldolgozés lehetdségeit a kivanatos mértékig ki lehessen hasznélni.

Fontos kiemelniink, hogy a maganszféra — ezen beliil is a munkavéllalok magénszfé-
rajanak — védelme nemcsak a belsd (nemzeti) jogokban, hanem a nemzetkdzi normaal-
kotas szintjén is megjelent. Ezek utébbiak kozill a leginkdbb mértékado széryek normai-
val — Eurépa Tanics, OECD ¢és Eurdpai Kozosség — részletesen is foglalkoztunk a
dolgozatban. A globalizalt gazdasagban valosziniisithetd, hogy az allamok feletti nor- -
maalkotés szerepe a jovoben is tovabb ndvekszik.
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THE PROTECTION OF WORKER’S PRIVACY, WITH SPECIAL
ATTENTION TO DATA PRIVACY

(Summary)

Privacy has become one of the most important human rights issues of the modern
age. At a time when computer based technology gives government and private sector
organisations the ability to conduct mass surveillance of populations, privacy has
become a crucial safeguard for individual rights. According to opinion polls, concern
over privacy violation is now greater than at any time in recent history. Uniformally,
populations throughout the world report their distress about encroachment on privacy,
prompting an unprecedented number of nations to pass laws which specifically protect
the privacy of their citizens.

The basis for this legal activity rests on a growing understanding that privacy is a
fundamental right. Privacy is a process which underpins human dignity and other key
values such as freedom of association and freedom of speech. These rights are
established squarely in international covenents, and protected specifically in the
constitutions of many nations. The increasing sophication of information technology,
with its capacity to collect, analyse and disseminate information on individuals, has
introduced a sense of urgency to the demand for legislation.

New developments in medical research and care, telecommunications, advanced
transportation systems and financial transfers have dramaticaily increased the level of
information generated by each individual. Computers linked together by high speed
networks with advanced processing systems can create comprehensive dossiers on any
person without the need for a single central computer system.

As the pages of this report make clear, rapid advances in the development of
powerful technology, in conjunction with the demand for greater management
efficiency, are promoting a seamless web of surveillance throughout the workplace. At
the same time, inadequate laws and regulations are failing to check an expanding pattern
of abuses.

Employees in nearly all sectors are vulnerable to comprehensive surveillance by
managers. Legal protections are generally lax in such circumstances because
surveillance is frequently imposed as a condition of employment. The changing structure
and nature of the workplace has facilitated an increasing level of surveillance.

The technology being used to monitor employees is extremely powerful, and extends
- to every aspect of a workers life. Miniature cameras monitor behaviour. "Smart" ID
badges track an employees movement around a building. Telephone Management
Systems (TMS) analyse the pattern of telephone use and the destination of calls."
Psychological tests general intelligence tests, aptitude tests, performance tests,
vocational interest tests, personality tests and honesty tests — many of which are
electronically assessed — raise a great many issues of privacy, control and fairness.
Surveillance and monitoring have become design components of modern information
systems and the modern work environment.
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The use of this technology is often justified on the grounds of health and safety,
customer relations or legal obligation. The real purpose of most surveillance, however,
is for performance monitoring, personnel surveillance, or outright discrimination. Even
in workplaces staffed by highly skilled information technology specialists, bosses
demand the right to spy on every detail of a worker’s performance. Modern networked
systems can interrogate computers to determine which software in being run, how often,
and in what manner. A comprehensive audit trail gives managers a profile of each user,
and a panorama of how the workers are interacting with their machines.

In this article we deal with the basic questions of privacy: definitions, structure of
regulations (international and 'national norms or even soft-laws), basic theory of
‘worker’s privacy. The second part of the article introduce the most important and
influencial international norms of data privacy: the norms of OECD, Council of Europe
and European Community.
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