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Az elektronikus bizonyitéktranszfer megvalositasi
lehetoségei az Europai Unio bunugyi
egyiittmiikodésében™

1. Bevezetés

A digitalizacio térnyerése ¢életiink valamennyi teriiletét, a gazdasagi-tarsadalmi kapcsola-
tainkat, magan- és kozjogi jogviszonyainkat egyarant befolyasolja, igy természetesen
nem hagyja érintetleniil az allami biintetdigény érvényesitésének jogi teret add biintetd-
eljaras lefolytatasat sem. A biintet6jogi feleldsségre vonas nézdpontjabol a digitalizacios
kihivasok kétféleképpen jelentkeznek. Egyrészt a technologiai tjitasokban rejlé innova-
ci6 nem maradhat kiaknazatlanul a blinlild6z6 szervek tevékenységének ellatdsa soran,
alkalmazésuk révén ugyanis a biinteteljaras idészertibbé, hatékonyabba, és gazdasago-
sabba tehetd, illetve ezaltal javithato az igazsagszolgalatashoz vald hozzaférés (access to
Jjustice) jogallami elvéarasa is.! Masfeldl a biindzés modernizalodasa, részbeni digitalis
térbe helyezddése, és hatarokon ativeld jellege mind olyan tényezdk, amelyek sziikség-
képpen a biintetéeljaras jogi szabalyozasanak és infrastrukturalis hatterének — az infor-
méciods tarsadalom igényeihez igazod6 — korszertisitését ko vetelik meg.? Ennek jegyében

adjunktus, Szegedi Tudoméanyegyetem Allam- és Jogtudomanyi Kar

A kutatast a Szegedi Tudomanyegyetem Interdiszciplinaris Kutatasfejlesztési és Innovacios Kivalosagi Kozpont
(IKIKK) Human és Tarsadalomtudomanyi Klaszterének IKT és Tarsadalmi Kihivasok Kompetenciakdzpontja
tamogatta. A szerz6 a Mesterséges Intelligencia és a jogrend kutatocsoport tagja. The research was supported by
the ICT and Societal Challenges Competence Centre of the Humanities and Social Sciences Cluster of the Centre
of Excellence for Interdisciplinary Research, Development and Innovation of the University of Szeged. The
author is a member of the Artificial Intelligence and the Legal Order (AILO) research group.

Ehhez lasd ELEK BALAZS: Koltség és iddtartalékok a biintetSeljardsban. Bintet6jogi Szemle 2015/1-2. 10. p.
A kriminolégiai kutatasi eredmények ravilagitanak, hogy a biindzés multbeli alakulasat és j6vobeni valtoza-
sait a makrogazdasagi és a demografiai tényezok befolyasoljak elsédlegesen. Ezen tilmenden azonban mar har-
madik befolyasolé szempontként veendd figyelembe a technologia fejlédése. KEREZSI KLARA — PAP ANDRAS
LASZLO: A biinozés és a biindzéskontroll jovdje. In: Finszter Géza — Sabjanics Istvan (szerk.): Biztonsagi kihi-
vasok a 21. szdzadban. Budapest, Dialog Campus, 2017. 545. p. E tendenciék figyelembevételével alakult ki a
nemzetkozi szakirodalomban a digitalis kriminalitas fogalma. Erre lasd SMITH, GAVIN J. D. — MOSES, LYRIA
BENNETT- CHAN, JANET: The Challanges of Doing Criminology in the Big Data Era: Towards a Digital and
Data-Driven Approach. The British Journal of Criminology Volume 57, Issue 2, 1 March 2017, 259-260. pp.
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a biintetdeljaras digitalizacidjara iranyuld torekvések egyes torvényalkotdsi eredményei
mar a hazai biintetéeljarasi torvényben is megtalalhatok.>

A fentickben részletezett digitalizacios kihivasok nem ismernek orszaghatarokat, igy
az azoknak valé megfelelés igénye sem sziikiilhet le a nemzeti jogalkalmazas szintjére,
hanem az az Eur6pai Uni6 tagallamai kozotti biinligyi egyiittmiikddés keretrendszerében
is kiemelten jelentkezik.

Mindezekre figyelemmel inditotta el az Eurdpai Bizottsag a Digital Criminal Justice
elnevezési projektet, amely az alabbi elvek érvényre juttatdsa utjan kivanja javitani az
igazsagszolgaltatashoz valé hozzaférést:*

— ahatdrokon atnyulo igazsagiligyi egyiittmikodésben résztvevo szerveknek bizton-
sdgosan kell kommunikalniuk és informaciot cserélnitik digitalis eszk6zokon ke-
resztiil (biztonsagos kommunikacio és a biintigyi személyes adatok bizalmas keze-
lésének elve);?

— biztositani kell a tagallami biiniild6z6 hatdsagok és unids szervek, illetve ligynok-
ségek altal hasznalt informatikai rendszerek kozotti atjarhatosagot (interoperabi-
litas elve);

— az érdekelt feleknek hatékonyan és a mindségbiztositas kdvetelményének szem
elott tartasaval kell kezelnilik az adatokat (mindségi adatkezelés elve);

— az eurdpai digitdlis biintetd igazsagszolgaltatasi térben résztvevd szervek altal
hasznalt platformnak alkalmasnak kell lennie a hataron atnyulo, €s egymassal sze-
mélyi és/vagy targyi Osszefliggésben allo bunelkdvetések egymassal vald Gssze-
kapcsolésara (biintetéiigyek osszekapcsolhatosaganak elve);

— a kozds nyomozocsoportok l1étrehozasanak és miikodtetésének folyamatat digita-
lisan tamogatni, és ezaltal egyszertsiteni kell;

— biztositani kell az egyiittmikodésben résztvevok szamara a sziikséges digitalis
eszkozOokhodz vald hozzaférést (digitdlis infrastruktira biztositasanak elve).®

Megjegyzendd, hogy e modernizacios torekvések sikeressé tétele nem képzelheto el
a mesterséges intelligencia alkalmazasaban rejlé blinitildozési elényok kihasznalasa nél-
kiil. Igy értelemszerti, hogy a kozeljovoben a tagallamok kozotti biintigyi egytittmiikodés

Ezek bemutatasara lasd HERKE CSONGOR: A digitalizacio szerepe a biintetéeljarasban. In: Mezei Kitti
(szerk.): A biiniigyi tudoméanyok és az informatika. PTE-AJK, MTA TK, Budapest-Pécs, 2019. 104—124.
pp-; BARTKO ROBERT: Elektronikus kapcsolattartas a biintetéeljardasban. In: G. Karacsony Gergely (szerk.):
Az elektronikus eljarasok joga. Gondolat Kiado, Budapest, 2018. 73-98. pp.

4 Cross-border Digital Criminal Justice Final Report, 2020. [a tovébbiakban DCJ Report]. Elérheté itt:
https://op.europa.eu/en/publication-detail/-/publication/e38795b5-f633-11ea-991b-01aa75ed7 1al/language-
en (letoltés ideje: 2022.09.30.).

A kommunikdaciés csatornak biztonsaganak garantalasa tehat nemcsak a biiniildozés sikerét kivanja eldsegi-
teni, hanem az adatvédelmi kovetelményeknek valo megfelelés is csak ezaltal szavatolhato. A rendvédelmi
szervek jogszerii adatkezelése pedig a mitkodésiik szamonkérhetésége szempontjabol jelentés. VADASZ PAL
— ZODI ZSOLT: A nemzetbiztonsdgi szolgdlatok és a rendvédelmi szervek informaciokereséshez kapcsolodo
szamonkérhetdsége. Jogtudomanyi Ko6z16ny, 2020/11. 519-520. pp.

¢ DCJ Report 3-4.
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hatékonysaganak ndvelésében a mesterséges intelligencianak is meghatarozo szerepe
lesz. Ezen fejlesztési lehetéségek vizsgalata pedig jelen dolgozatnak is targya.

A biniigyi egyiittmiikodés digitalizacidjanak egy kiilon teriiletét jelenti az elektroni-
kus bizonyitékok tagallamok kozotti megosztasa. Erre figyelemmel az Eurdpai Tanacs
mar a 2018. oktober 18-1 kdvetkeztetéseiben ramutatott arra, hogy megoldasokat kell ta-
lalni az elektronikus bizonyitékokhoz vald, hatarokon atnyulé gyors és hatékony hozza-
férés biztositasara a terrorizmus, valamint a sulyos és szervezett blindzés mas formai el-
leni hatékony unios, illetve nemzetkozi szintii kiizdelem érdekében, ennek keretében a
jogalkotasi ciklus végéig meg kell allapodni az elektronikus bizonyitékokra, a pénziigyi
informaciokhoz valé hozzaférésre, valamint a pénzmosas elleni hatékonyabb kiizdelemre
vonatkozé bizottsagi javaslatokrol.”

Az Eurdpai Tanacs allaspontja szerint az emlitett bizonyitéktranszfer azonban csak
akkor lehet sikeres, ha a tagallami blinlild6z6 hatosagok, illetve a veliik kozvetlen kap-
csolatban 4116 Europol és az Eurojust megfeleld er6forrasokkal ellatasa id6kdzben meg-
torténik, mert csak igy lehet szembenézni a technologiai fejlédésbol, illetve a biztonsagi
fenyegetések folyamatosan valtozo természetébdl eredd 0j kihivasokkal.®

Felismerve ezeket a kdvetelményeket az Eurdpai Bizottsag mar az emlitett kdvetkez-
tetések publikalasat megel6zden, 2018. aprilis 17-én két jogalkotasi javaslatot terjesztett
el az elektronikus bizonyitékok hatarokon atnyulé gyiijtésének fokozédsa érdekében.
Ezek a kdvetkezOk: a biintetéligyekben az elektronikus bizonyitékokra vonatkozd, koz-
lésre és megdrzésre kotelezd eurdpai hatarozatokrol rendeletrdl’® (a tovabbiakban: Javas-
lat) és a biintet6eljarasban bizonyitékok 6sszegyljtése céljabol a jogi képviseldk kineve-
zésér6l sz016 iranyelvrol'? sz616 javaslatok.

Igy tehat az elektronikus bizonyitékok tagallamok kozotti megosztasara vonatkozd
jogi szabalyozas kialakitasa elérehaladott allapotban van, a jogalkotasi javaslatok elfoga-
dasa a kozeljovében varhato.!!

Az Uni6 Tanacsa ezzel kapcsolatban 2018.12.13-i kovetkeztetéseivel pedig arra kérte fel a tagallamokat és a
Bizottsagot, hogy siirgésséggel hozzak létre az elektronikus bizonyitékok digitalis cseréjére szolgald rend-
szert, amelyben biztonsagosan tovabbithatok az eurdpai nyomozasi hatarozatok, valamint a kolesonos jogse-
géllyel kapcsolatos megkeresések és valaszok. Lasd A Tanacs kovetkeztetései: kolcsonos elismerés biintetd-
iigyekben ,,A kolcsonos elismerés eldmozditasa a kolcsonds bizalom erdsitése révén” (2018/C 449/02). Az
Euroépai Uni6 Hivatalos Lapja 2018.12.13. C 449/6.

8 Az Eurdpai Tandcs iilése (2018.10.18.) — I1.9. szamu kdvetkeztetés. Briisszel, 2018.10.18. EUCO 13/18.

A biintet6iigybeli elektronikus bizonyitékokra vonatkozd, kozlésre ¢s megdrzésre kotelezd eurdpai hataroza-
tokrol szo6lo, az Eurdpai Parlament és a Tandacs rendeletére vonatkozo javaslat. Strasbourg, 2018.4.17.
COM(2018) 225 final 2018/0108(COD) Elérhetd: https://eur-lex.europa.eu/legal-content/HU/TXT/HTML/?
uri=CELEX:52018PC0225&from=EN (letoltés ideje: 2022.09.26.).

A jogi képviseloknek a biintetGeljarasban bizonyitékok Osszegytijtése céljabol torténd kinevezésérol szolo
harmonizalt szabalyok meghatarozasarol sz6l6 eurdpai parlamenti és tanacsi iranyelvre vonatkozo javaslat.
{SWD(2018) 118 final}{SWD(2018) 119 final} Elérheté itt: https://eur-lex.europa.eu/legal-
content/HU/TXT/HTML/?uri=CELEX:52018PC0226&from=EN (let6ltés ideje: 2022.09.26.)

Az Eurépai Parlament LIBE Bizottsaganak illetékes rapportdre jelentését mar elkészitette, az Eurdpai Unid
Tanacsaban az egyeztetések folyamata 2022. els félévében felgyorsult, igy 2023-ban az emlitett instrumen-
tumok elfogaddsa varhaté. A jelentésre elérhetd itt: https://www.europarl.europa.eu/legislative-train/theme-
a-new-push-for-european-democracy/file-jd-cross-border-access-to-e-evidence-production-and-preserva-
tion-orders (letdltés ideje: 2022.09.30.).
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Mindezek alapjan jelen tanulmény targya az elektronikus bizonyitékok tagallamok
kozotti cseréjét érintd végrehajtasi kérdések vizsgalata, vagyis a bizonyitéktranszfer gya-
korlati megvaldsitasi lehetéségeinek bemutatasa. Eppen ezért nem célom a szabalyozas-
tervezet kapcsan felmeriil biintetdeljarasi, €s elsésorban joghatosagi dilemmak elem-
z¢ése, hiszen azok 6nallo tudomanyos feldolgozast igényelnek, mint ahogy arra a jogiro-
dalomban is taldlunk mér példakat.'?

1. Az elektronikus bizonyitékok kézlésére és megorzésére kitelez6 europai hatdarozatokrol
52010 rendelettervezet szabalyozasi iranyvonalai

Az elektronikus bizonyiték fogalma allaspontom szerint két iranybol nyerhet értelmezést.
Egyfeldl értjiik alatta az eleve elektronikus formaban létrejové valamennyi bizonyitd
erejl informaciot és adatot, amelyeket bindris formaban taroltak vagy tovabbitottak (pl.
IP-cimek, e-mailek, kép- és videofelvételek stb.).!> Mdsrészt ezen ismérv ald vonandok
azok az informacidk €s adatok is, amelyek ugyan nem elektronikus formatumban jottek
1étre, azonban késobb elektronizalasukra keriilt sor, és ily modon digitalis tovabbitasuk
mér lehetségessé valt. E felfogassal egyébként a Javaslat legaldefinicidja is egybevag.'*
De lege lata az ilyen formaban rendelkezésre all6 bizonyitékok cseréjére a biintetd-
iigyekben kibocsatott eurépai nyomozasi hatarozatrol szolo 2014/41/EU iranyelv (a to-
vabbiakban: ENYH iranyelv) lehet megfeleléen alkalmazando azzal, hogy az ENYH
iranyelv konkrét rendelkezést nem tartalmaz a bizonyitékok e tipusahoz kapcsolodo biin-
iigyi egytittmiikodést érintéen. Az Eurdpai Unio altal készitett hatasvizsgalatok azonban
ramutattak arra, hogy ez az eszk6z nem felel meg az iddszerliség kdvetelményének, hi-
szen atlagosan 10 honap alatt térténik egy ilyen tipust jogsegélykérelem teljesitése.'
Eppen erre figyelemmel a Javaslat be kivanja vezetni az unios jogba a kozlésre kote-
lez6 eurdpai hatarozat és a megdrzésre kdtelezd eurdpai hatarozat intézményét. A tervezet
felfogasaban kozlésre kotelezo europai hatarozat valamely tagallam kibocsatod hatdsaga-
nak olyan kotelez6 hatarozata, amely azt irja elé az Unidban szolgéltatdsokat nyfijtod és
mas tagallamban letelepedett vagy képviselettel rendelkezd szolgaltatdé szdmara, hogy

12 K ARSAI KRISZTINA: Locus/Forum Regit Actum — a Dual Principle in Transnational Criminal Matters. Hun-
garian Journal of Legal Studies, 2019/2. szam 155—172. pp.; ABRAHAM MARTA: 4 bizonyitékok gyfijtése és
értékelése az EU-ban hatdrokon atnyilo biindzés esetén. Miskolci Jogi Szemle, 2019/2. kiilénszam. 1. kotet.
21-31. pp.; DORNFELD LASZLO: 4 hatdrokon atnyilo elektronikus bizonyitékgyiijtés szabalyozdasa az EU-
ban. Infokommunikacié és Jog, 2019/2. 37-43. pp.; ROTH ERIKA: Az elektronikus adat megszerzését, meg-
Orzését szolgalo biintetéeljarasi kényszerintézkedések. Infokommunikacié és Jog, 2021/2. 10-15. pp.
MEZEI KITTI: Az elektronikus bizonyitékokkal kapcsolatos kihivasok és szabalyozasi ujdonsdgok. Beliigyi
Szemle, 2019/10. 26. p.

A Javaslat 2. cikk (6) bekezdése szerint ,,elektronikus bizonyiték™: a szolgaltaté altal vagy nevében a kozlésre
vagy megorzésre kételezé eurdpai hatarozatra vonatkoz6 tanusitvany atvételének idépontjaban elektronikus
formaban tarolt bizonyiték, amely tarolt elofizet6i adatokbol, hozzaférési adatokbol, tranzakcids adatokbol
és tartalmi adatokbol 4ll.

Lasd a LIBE Bizottsag rapportdrének jelentését: https://www.europarl.europa.eu/legislative-train/theme-a-
new-push-for-european-democracy/file-jd-cross-border-access-to-e-evidence-production-and-preservation-
orders (letoltés ideje: 2022. 09. 30.)
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elektronikus bizonyitékot kdzoljon; mig a megdrzésre kitelezé eurdpai hatarozat vala-
mely tagdllam kibocsato hatdsaganak olyan kotelezd hatarozata, amely azt irja el6 az Uni-
oban szolgaltatdsokat nyujtd és mas tagallamban letelepedett vagy képviselettel rendel-
kez0 szolgaltaté szamara, hogy Orizzen meg elektronikus bizonyitékot a kozlésre iranyuld
késBbbi megkeresés érdekében. 6

A Javaslat szerint mindkét hatarozatot valamely tagallam igazsagiigyi hatosaganak
kell kibocsatania. A hatarozat olyan, masik joghatosagi teriileten talalhato szolgaltato al-
tal tarolt adatok megdrzése vagy kozlése érdekében bocsathato ki, amelyek nyomozasok
vagy biintetoeljarasok soran bizonyitékként sziikségesek. Feltétel tovabba, hogy az elja-
rasi cselekmény foganatositasa a kibocsato tagallam nemzeti joga szerint is elvégezheto,
és az egyben a sziikségesség kovetelményének is megfelel.

A szabalyozastervezet azt kivanja lehetévé tenni, hogy az egyik tagallam illetékes
hatésaga kozvetleniil egy masik tagallamban letelepedett vagy képviselt szolgaltatotol
kérhessen kozlést vagy meg6rzést a rendelet hatdlya ala tartozé blincselekmények kivizs-
galasahoz és biintetdeljaras ald vonasahoz sziikséges elektronikus adatokrol.

A Javaslat messzemendkig meg kivan felelni az észszertiség €s a hatékonysag kdve-
telményének azaltal, hogy a szolgaltaté teljesitési hataridejét 10 napban — kivételesen siir-
g0s adatszolgaltatasok esetében 6 éraban — hatarozza meg [9. cikk (1)-(2) bekezdés].

A javaslat az egy vagy tobb tagallamban miikodé szolgaltatokra vonatkozik, fligget-
lentil attol, hogy hol talalhato a székhelyiik vagy hol taroljak az informaciokat. E szaba-
lyozas lehet6séget biztosit a szolgaltatdé szamara, hogy meghatarozott indokok alapjan —
példaul technikai okokbdl, vagy nyilvanvaldéan visszaélésszeri vagy az Alapjogi Chartat
sérté megrendelés esetén — a beérkezett hatarozat feliilvizsgalatat kérje.!”

A Javaslat koncepcidja szerint a hatarozat cimzettjének orszagaban talalhato tarshato-
sagnak nem kell részt vennie kozvetleniil a hatarozat kézbesitésében és végrehajtasdban,
kivéve, ha a cimzett szolgaltatd a hatérozatot nem teljesiti.'® Ebben az esetben a tagéllami
hatosagnak kell a végrehajtas irant intézkednie a nemzeti jog irdnyado6 szabalyai szerint.

Mindezek alapjan gy tlinik, hogy a Javaslat szerint az elektronikus bizonyitékot ke-
zel6 szolgaltatonak a kozlésre kotelezd eurdpai hatarozatban foglalt kdtelezettség teljesi-
tése érdekében a bizonyitékot kdzvetleniil, a végrehajtassal érintett tagallam hatésaganak
bevonasa nélkiil kell a megkeresd tagallami hatosagnak kiadnia. Allidspontom szerint ez
a szabalyozasi koncepcio kifogasolhato tekintettel arra, hogy az nem felel meg az alap-
veté informacidbiztonsagi kovetelményeknek.!” Ehhez képest sziikséges lenne a Javas-
latban kifejezetten szabalyozni, hogy elektronikus bizonyiték tovabbitasara csak in-
teroperabilis, biztonsagos, decentralizalt és egyben megfeleld autentikacios eljarast alkal-
mazd kommunikécids eszkozon keresztiil legyen lehetoség. Az emlitett kovetelmények-
nek valoé megfelelés érdekében sziikségesnek tartom annak eldirasat, hogy az elektronikus
bizonyiték szolgaltatisa a szolgaltatd székhelye szerint illetékes tagallami hatdsdg utjan

16 Javaslat 2. cikk (1) és (2) bekezdés.

17 Lasd Javaslat 15. cikk.

'8 Ehhez lasd a Javaslat 14. cikk.

19" A Javaslat kapcsan a LIBE Bizottsag rapportore is €It hasonlo jelzéssel, azonban annak elfogadéséra vonat-
kozo jelzés — egyelore — a Tanacstol nem érkezett. Ezzel kapcsolatban lasd a rapportdri jelentést:
https://www.europarl.europa.eu/legislative-train/theme-a-new-push-for-european-democracy/file-jd-cross-
border-access-to-e-evidence-production-and-preservation-orders
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torténjen. A tagallami hatdsdgok rendelkezhetnek ugyanis csak olyan kommunikacios
eszkozokkel, amelyek a fentiekben részletezett elvarasok teljesitésére alkalmasak.

Ezen kotelezettségek teljesitése soran a tagallami hatosaggal valo hatékony és gyors
elektronikus kapcsolattartas jogi képviseld bevonasaval is torténhet, mint ahogyan e le-
hetdséggel a javaslatcsomagban foglalt masik jogalkotasi kezdeményezés — a jogi képvi-
seloknek a biintetdeljarasban bizonyitékok Osszegyiijtése céljabol torténd kinevezésérdl
$z616 harmonizalt szabalyok meghatarozasarol szol6 eurdpai parlamenti €s tanacsi irany-
elvre vonatkozo javaslat?® — kifejezetten szdmol is.?!

A kovetkezOkben az Eurdpai Unid biliniigyi egylittmitkodésében alkalmazott egyes,
biztonsagos informacidcserét szolgald platformokat — az elektronikus bizonyitéktransz-
ferre vonatkoz6 alkalmassag szempontjabol — vizsgalom meg, rdmutatva arra, hogy je-
lenleg is rendelkezésre allnak azok a csatornak, amelyek felhasznélasaval az el6zéekben
ismertetett de lege ferenda javaslatom a gyakorlatban is megvalosithato.

1II. A biiniigyi egyiittmiikodést koordinadlo szervek miikodésének digitalizacidja

A bliniild6z6 szervek tevékenységét érintéen kétiranyu: adminisztrativ-szervezési-koordi-
nacios, valamint a jogalkalmazast érint6 érdemi felhasznalasuk kozott lehet differencialni.
E16bbi kategoriaba tartozé megoldasok valdjaban a rendvédelmi szervek megfelel6 feladat-
ellatasa adminisztrativ oldalanak javitasat szolgaljak. A masodik csoportba a szolgalatok
azon nyilt és a nyilvanossag eldl elzartan kifejtett tevékenységei tartoznak, amelyek célja a
biincselekmények megelézésével és felderitésével kapcsolatos feladatok megvaldsitasa.??

1. Adminisztrativ-szervezési-koordinacios tevékenységek digitalis ellatdsa

A technologiai Ujitasok hasznalata az adminisztrativ tevékenységekre vonatkozodan tobbféle
formaban jelentkezhet: a biintetdeljarasban részt vevo szervezetek kozotti kommunikacio
javitasa (pl. a hatosagok kdzotti videokonferencia utjan lebonyolitott tavoli kommunikacio),
a szolgalatok altal kibocsatott és feldolgozott iratok elektronikus aramlasanak biztositasa
(pl. kizarolag elektronikus formatumu iratkezelés), bizonyos rendészeti cselekményeket au-
tomatizalod eszkdzok bevezetése (pl. beadvanyok készitése vagy blincselekményekrdl sz616
bejelentések kezelése) egyarant az emlitett tevékenységfajtak ellatasat segitik eld.

20 Lasd 10. .

21 Az iranyelv szabalyozasi koncepcidja alapjén az illetékes nemzeti hatosagok biintetdeljardsokban folytatott
bizonyitékgytjtésre irainyuld hatdrozatainak atvételére, az azoknak valdé megfelelésre és azok végrehajtasara
jogi képviseldt jelolhetnek ki. A bizonyitéktranszfert érinté adminisztrativ akadalyok ezt kovetd csokkentése
a belsd piac jobb miikodését biztositana, amely dsszhangban van a szabadsagon, a biztonsagon és a jog ér-
vényesiilésén alapuld kozos térség fejlesztésével is.

22 DYMITRUK, MARIA: Legal Tech in the Law Enforcement Agencies. In: Szostek, Dariusz — Zalucki, Mariusz
(szerk.): Legal tech. Information technology tools in the administration of justice. Nomos, 2022. 259-261. pp.
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A technologiai piacon elérhetd jogi iratautomatizalasi szoftverek kdnnyen alkalmaz-
hatok a szolgalatok adminisztrativ munkéajaban, mivel alkalmasak a szabvanyos iratele-
mek gyors el6készitésére.”> Hasonléan ehhez, megkdnnyitheti a rendvédelmi szervek
munkajat az automatikus beszédfelismerd (ASR) és az optikai karakterfelismerd (OCR)
rendszerek elterjedése,?* amelyek jelentdsen felgyorsithatjak a formélis tevékenységeket
(pl. egy tanuvallomas rogzitése). A mesterséges intelligencia alkalmazésa ebben a kdrben
(is) hasznosulhat, igy példaul egyes nyomozo hatésagok munkajat mar renddri chatbotok
segitik, amelyek lehetdvé teszik a blincselekmények nyomozo hatosag részére torténd
azonnali bejelentését.?’ Ugyszintén segitséget jelenthet a mesterséges intelligencia az
egyes elektronikus bizonyitékok rendszerezése, ligyekhez valo kapcsolasa soran.

Az adminisztrativ tevékenységek teriiletén a technologiai eszkdzok alkalmazasanak
célja voltaképpen az ligyek feldolgozasanak észszertisitése és felgyorsitasa. A digitalizacios
fejlesztések ebben a korben torténd hasznalata bar fontos a szolgaltatdsok miikddésének
egyszerusitése szempontjabodl, azonban az még dnmagaban nem forradalmasitja a biiniil-
doz6 szervek feladatellatasat, és onmagatdl ettdl az igazsagszolgaltatds miikodése — in-
formatikai szempontbo6l — nem valik kiillonbozévé a més dgazatokban uralkodé altalanos
technologiai trendektdl.?6 Az igazsagszolgaltatasi szervek egyiittmitkddése terén akkor
érhetd el tényleges eldrelépés, ha a digitalis eszkdzok haszndlata az érdemi bliniildozési
feladatok megvalositasa soran is dominanssa valik.

2. Az érdemi biiniildozé tevékenységhez kapcsolodo legal-tech eszkézok

A biintetdeljarasok sikerét érdemben eldsegitd digitalis eszkdzok kimeritd felsorolasa
nyilvanvaléan nem lehetséges, ugyanakkor annak f&bb teriiletei?’ a kdvetkezOk szerint
hatarozhatok meg:

— a btincselekmények elkovetésének eldrejelzése;
— abincselekmények és elkdvetoik felderitésének automatizalasa;
— a dontéshozatali folyamatok automatizalasa;

2 Az automatikus dokumentumkészitd (document assembly) szoftverek 1ényegében szovegsablonok és algorit-
musok (feltételes Osszefliggéseket tartalmazo6 kodolt szabalyok) kombinécidi. Ezek az eszk6zok az igazsag-
elkezdett hasznalni. ZODI ZSOLT: 4 jarvany, a jogi szféra és a technologia. Hogyan vészelték at a jogrendszerek
a jarvanyt, mekkora szerepe volt ebben a technologianak, és mennyire lesznek tartosak a valtozasok? In Medias
Res, 2020/2. 343-344. A document assembly rendszerek osztalyozasara lasd LAURINTSEN, MARC: Document
Automation. In: KAtz, Daniel Martin et. al. (szerk.): Legal Informatics. Cambridge University Press, 2021. 69—
72. pp.; KERY-TYERMAN, JONATHAN — SHANKAR, A. J.: The Core Concepts of E-Discovery. In: KATZ, DANIEL
MARTIN et. al. (szerk.): Legal Informatics. Cambridge University Press, 2021. 311-312. pp.

2% Bemutatasukra lasd BOMMARITO, MICHAEL J.: Preprocessing Data. In: Katz, Daniel Martin et. al. (szerk.):

Legal Informatics. Cambridge University Press, 2021. 58-60. pp.

DYMITRUK 2022, 261. p.

26 DYMITRUK 2022, 262. p.

27 A szakirodalomban KARSAT utal ra, hogy e teriileten nagy jelentésége van az algoritmizalt megoldasok felhasznala-
sanak, amelyek lehetnek leiro (preskriptiv) vagy elérejelz6 (prediktiv) jellegliek. KARSAI KRISZTINA: Inkriminalt al-
goritmusok a biintetd igazsagszolgdltatasban. In: Madai Sandor — Pallagi Aniké — Polt Péter (szerk.) Sic itur ad astra:
Unnepi kétet a 70 éves Blasko Béla tiszteletére. Budapest, Ludovika Egyetemi Kiadé, 2020. 253. p.
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— a bizonyitékok automatizalt elemzése, és
— a bizonyitékok, illetve elemzési eredmények hatdsagok kozotti megosztasa.?

Utobbi teriilet érinti els6dlegesen a tagallamok kozotti bliniigyi egytittmikodést ko-
ordindléd szervek® miikodését, amelynek megvalositasi hatteréiil — a tervek szerint tul-
nyomorészt — az e-Codex €s az abba beépiild e-EDES rendszerei szolgalnak majd. Az
Eurépai Uni6 e platformokat szanja ugyanis a digitalis informacié-megosztas jovébeni f6
szintereinek. Ezzel 6sszhangban az Eurdpai Bizottsag javaslatot dolgozott ki a polgari és
biintetdiigyekben torténd hatdrokon atnyulé kommunikaciéra szolgdld szdmitdogépes
rendszerrdl (e-Codex rendszer) és az (EU) 2018/1726 (in. eu-LISA) rendelet modosita-
sarol, amelyet 2020. december 2-4n tett kdzzé. >

E javaslatra épiilnek ra a kdvetkez6, a kozelmultban, 2021. december 1-jén publikalt
tovabbi jogalkotasi kezdeményezések:

— azigazsagligyi egyiittmiikodés és az igazsagszolgaltatdshoz vald hozzaférés digi-
talizalasarol a hatarokon atnyulé polgari, kereskedelmi és biintet6iigyekben, vala-
mint egyes jogi aktusok modositasarol az igazsagiigyi egyiittmiikodés teriiletén;’!

— aterrorista blincselekményekre vonatkozé informaciocserérdl és egyiittmiikodés-
6l sz616 2005/671/IB tanacsi hatarozatnak a személyes adatok védelmére vonat-
koz6 unids szabalyokkal vald dsszehangolasaval dsszefliggd modositasarol;?

— egyuttmiikddési platform 1étrehozasa a k6zds nyomozdcsoportok mitkodésének
tdmogatasara és az (EU) 2018/1726 rendelet modositasa.>?

Az emlitett jogalkotasi kezdeményezések szabalyozasi iranyara a kdvetkezékben még
kitérek.

28 DYMITRUK 2022, 262. p.

» Ebbe a korbe sorolandok az EU bel- és igazsagiigyi ligynokségei [EU Justice and Home Affairs (JHA) agencies],
amelyek 6nallé halozatot alkotnak, tagjai: CEPOL (European Union Agency for Law Enforcement Training — Az
Eurdpai Uni6 Biiniildozési Képzési Ugynoksége), EASO (European Asylum Support Office — Eurdpai Menekiiltiigyi
Téamogatasi Hivatal), EIGE (European Institute for Gender Equality — Nemek Ko6zotti Egyenl6ség Eurdpai Intézete),
EMCDDA (European Monitoring Centre for Drugs and Drug Addiction - A Kabitoszer és a Kabitoszer-fliggdség
Eurdpai Megfigyel6kozpontja), eu-LISA (Agency for the Operational Management of Large-Scale IT Systems in the
Area of Freedom, Security and Justice — A Szabadségon, a Biztonsagon és a Jog Ervényesiilésén Alapulé Térség
Nagyméretii IT-rendszereinek Uzemeltetési Igazgatisat Végzé Eurdpai Ugynokség), Eurojust (European Union
Agency for Criminal Justice Cooperation — Eurépai Uni6 Biinteté Igazsagiigyi Egyiittmiikodési Ugynoksége), Euro-
pol (European Police Office — Eurdpai Rendérségi Hivatal), FRA (Eurépai Unio Alapjogi Ugyndksége) és Frontex
(European Border and Coast Guard Agency — Az Eurdpai Hatar- és Partvédelmi Ugynokség). 2020-ban az Eurojust
koordinalta a halozat tevékenységét és latta el a titkarsagi funkciot. 2021-ben a Frontex vette 4t az irdnyitast.

Javaslat a polgari és biintet6ligyekben torténd hatarokon atnyaléo kommunikéciora szolgald szamitogépes rendszerrdl (e-
CODEX rendszer) és az (EU) 2018/1726 rendelet modositasarol (2020.12.02.). COM(2020) 712 final 2020/0345(COD)
Elérheto: https:/eur-lex.europa.eu/legal-content/ HU/TXT/HTML/2uri=CEEX:52020PC0712&from =EN (letoltés ideje:
2022. 09. 30.). A Tanacs elokészitd anyagat és altalanos megkozelitését a javaslatrol 202 1. majus 28-an tette kozzé. Elér-
hetd: https:/data.consilium.europa.ev/doc/document/ST-9005-2021-INIT/en/pdf (letoltés ideje: 2022. 09. 30.).

Elérhetd itt: https://eur-lex.europa.ew/legal-content/ HU/TXT/HTML/2uri=CE-EX:52021PC0759&from=EN (let5ltés
ideje: 2022. 09. 30.)

Elérhetd itt: https://eur-lex.europa.ew/legal-content/ HU/TXT/HTML/2uri=CELEX:52021PC0767&from=EN (letdltés
ideje: 2022. 09. 30.)

Elérhetd itt: https:/eur-lex.europa.ew/legal-content/HU/TX T/HTML/?2uri=CELEX:52021PC0756&from=EN (letoltés
ideje: 2022. 09. 30.)
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1V. A tagallamok kozotti biiniigyi egyiittmiikodés érdemi feladatainak ellatasat szolgalo
digitalis eszkozrendszer

1. Az e-Codex

Az e-Codex lényegében egy olyan, kiilonb6z6 szoftverdsszetevokbdl allé csomag, amely
lehet6vé teszi a felhasznaloi — az illetékes igazsagiigyi hatdsagok, a gyakorlo jogaszok és
a polgéarok — szamara, hogy a dokumentumokat, jogi tirlapokat, bizonyitékokat és egyéb
informaciokat gyorsan és biztonsagosan, elektronikus titon kiildjék és fogadjak.>* Ezaltal
az e-Codex biztositja egy, a polgari és biintetdiigyekhez informatikai tamogatast nyujto,
a nemzeti informatikai rendszereket 6sszekotd interoperabilis, biztonsagos és decentrali-
zalt kommunikaciés halozat 1étrehozasat. .

Az e-Codex szabalyozasat célzo rendelet javaslatanak indokolasa szerint a tagallamok
tapasztalataira épitve az e-Codexben megvan a potencial arra, hogy az Unidban a hataro-
kon atnyulo biintetéeljarasoknal az elektronikus adatok biztonsagos tovabbitasanak 6 di-
gitalis megoldasava valjék.>

Az Europai Bizottsag ,, Az igazsagszolgaltatas digitalizaldsa az Eurdpai Unioban — A
lehetdségek eszkoztara” cimli kozleményében az e-Codexet tekinti a {6 eszkdznek a nem-
zeti informatikai rendszerek kozotti kommunikacids haldzat 1étrehozasahoz.’” E platform
kiemelt elénye az, hogy a tagallami nemzeti rendszerek interoperabilitasat biztonsagos
csatornan keresztiil biztositja. A biiniigyi egylittmiikodés terén allaspontom szerint e fej-
lesztés leginkabb az eurdpai nyomozasi hatdrozatok, elektronikus bizonyiték kozlését célzo
hatarozatok és kolcsonos eljarasi jogsegélykérelmek végrehajtasa soran birhat jelent6ség-
gel, novelve a tagallamok kozotti biiniigyi targyu informacio- és adatcserék hatékonysagat.

2. Az e-EDES

Az elektronikus bizonyitékok digitalis cseréjére szolgald rendszer [e-Evidence Digital
Exchange System — e-EDES] egy olyan informatikai eszkdz, amelynek segitségével a tag-
allamok hatdsagai biztonsagosan, digitalis formaban oszthatnak meg egymassal eurdpai
nyomozasi hatarozatokat, kolcsonds jogsegély iranti kérelmeket, valamint egyéb elektro-
nizalt vagy mar elektronikus formaban létrejott bizonyitékokat.

Jelenleg a hatosagok e célbol postai, illetve elavultnak tekinthetd elektronikus mod-
szereket hasznalnak, amelyek egyrészt lassuak, masrészt nem is rendelkeznek megfeleld

3% Az e-Codexrdl mint a digitélis igazsigszolgaltatas meghatérozé eszkozérdl szol OSZTOVITS ANDRAS: Online
birésdgok és az igazsagszolgaltatashoz valo jog — esély vagy veszély? Magyar Jog, 2020/11. 631. p.

35 https://www.consilium.europa.eu/hu/press/press-releases/202 1/06/07/digitalisation-of-justice-council-
approves-its-mandate-for-negotiations-on-the-e-codex-system/ (letoltés ideje: 2021.11.10.)

36 Javaslat a polgari és biintetéiigyekben torténd hatarokon atnylé kommunikéciora szolgalé szamitogépes
rendszerr6l (e-CODEX rendszer) és az (EU) 2018/1726 rendelet modositasarol (2020.12.02.). COM(2020)
712 final 2020/0345(COD) Elérhetd: https://eur-lex.europa.eu/legal-content/HU/TXT/HTML/?uri=CE-
LEX:52020PC0712&from=EN (letoltés ideje: 2021.11.08.).

37 Az Eurdpai Bizottsag 2020. december 2-i ,,Az igazsagszolgaltatas digitalizécidja az Eurépai Unidban Lehe-
téségek eszkoztara” c. kozleménye. COM(2020) 710 final. 3.5.
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biztonsagi szabvanyokkal. Eppen ezért az e-EDES létrehozasanak célja az volt, hogy az
emlitett adattipusok cseréjének biztonsaga garantalhato legyen, valamint a tovabbitott do-
kumentumok hitelességének és sértetlenségének ellenérzési lehetésége mellett ndvelje a
meglévo egyiittmiikodési eljarasok hatékonysagat és gyorsasagat. Kialakitasa egyuttal a
nemzeti ligyviteli rendszerekkel valé interoperabilitast is szolgdlja.3

Az e-EDES fejlesztésébe bevont tagallami szakértok hatarozottan decentralizalt archi-
tekturat kértek a rendszerhez, ami azt jelenti, hogy miikddése minden tagallamban egy
biztonsagos — nemzeti nyelven elérhetd — portal lizemeltetését feltételezi. Kommunika-
ci6s csatornaként — az informaciocsere biztositasara — az internetet, valamint az eCodex
Connector és az eDelivery atjarokat vélasztottak.>

A DCJ Report meghatarozott dokumentumoknak — igy kiilonosen az elektronikus bi-
zonyitékoknak — a tagallami hatésagok kozotti tovabbitasara kifejezetten az e-EDES-t
ajanlja.** Az eszkozt ugyanis az Eurdpai Bizottsag eleve az eurdpai biintetd igazsagszol-
galtatasi tér igényeire szabta: az e-EDES kozos nyilt szabvanyokon és nyilt forraskoda
implementaciokon (pl. e-Codex csatlakozo és Domibus Gateway) alapul.

Megjegyzendd azonban, hogy az e-EDES tovabbi fejlesztésre szorul, amely jelenleg
—a 2020. oktober 1. és 2022. szeptember 30. kdzotti idészakban — az EXEC II projekt
keretében valosul meg.*' Az EXEC II tilmutat a kezdeti digitalizacios torekvéseken, és
lehetdséget ad a projektpartnereknek, hogy integraljak az e-EDES-kdrnyezetet nemzeti
megoldasaikba. E platform hasznalatanak célja ugyanis kettds: el6szor is lehetdség van
az e-EDES kornyezet integralasara a nemzeti iigykezelési rendszerekbe az adatok cseréje
¢és ujrafelhasznalasa érdekében, masrészt ez viszont is igaz, vagyis a projektpartnerek in-
tegralhatjak nemzeti hitelesitési megoldasaikat a e-EDES rendszerbe, elkeriilve ezzel a
redundans és hibara hajlamos felhasznal6i adminisztraciot, és egyuttal a meglévo felhasz-
naloi adatok ujrafelhasznalasaval erdsithetik a platform hasznalhatosagat.

Az EXEC II projekt tovabbi céljai a kdvetkezok:

— anemzeti iigykezelési rendszereknek az e-EDES platformba torténd integralasa,
amelynek koszonhetéen a tarolt adatok ujra felhasznalhatok lehetnek mind a nem-
zeti nyilvantartas, mind az e-EDES szdmara;*

— azonnali kommunikécio6 lehetové tétele az érdekelt felek k6zott (hasonldan az Eu-
ropol SIENA alkalmazaséhoz);

— Eurojust szdmara — kezdetben csak a nemzeti 6sszekotokon keresztiil — kozvetlen
hozzaférés biztositasa az e-EDES-hez;*

3% Az Eurdpai Bizottsag 2020. december 2-i ,,Az igazsdgszolgaltatas digitalizicidja az Eurdpai Unidban Lehe-
téségek eszkoztara” c. kozleménye. COM(2020) 710 final. 3.5.

3 Council of the European Union Brussels, 2 March 2020; 6429/20.

4 DCJ Report 101.

4 Az Eurdpai Bizottsdg 2020. december 2-i ,,Az igazsagszolgaltatas digitalizacidja az Eurdpai Unidban Lehe-
tdségek eszkoztara” c. kozleménye. COM(2020) 710 final. 3.5.

42 https://www.e-codex.eu/EXECII (letdltés ideje: 2021. 12. 20.)

4 Jelenleg az Eurojust mint iigyndkség onalloan nem kapcsolédik az e-EDES-en beliili informéciocseréhez,
azonban az Eurojust nemzeti 0sszekotoi ligyészi mindségiikben megkaphatnak egyes dokumentumokat (pl.
kolesonds jogsegély iranti megkeresések teljesitése). DCJ Report 102.



Az elektronikus bizonyitéktranszfer megvaldsitasi lehetdségei ... 91

— az elektronikus alairasok kezelése;
— mesterséges intelligencia alapu, gépi forditasra képes modul kialakitasa.**

Ezen tulmenden a jovObeni fejlesztési tervek kozott szerepel az is, hogy az e-EDES
tartalmazza az EJN Atlasz-eszk6zét,*> amelynek koszonheten az e-EDES-hez kapcso-
16d6 tarsszervek képviseldi felhasznalobarat modon talalhatnak az iigyben eljarni illeté-
kes hatosagot egy masik tagallamban.

3. Az Eurojust iigykezelési rendszere (CMS — Case Management System)

Az Eurépai Uni6 Biintetd Igazsagiigyi Egyiittmiikodési Ugynoksége (Eurojust) szaméra
a tagallamok kotelesek minden olyan informaciét megadni, amelyre sziiksége van az
igazsagiigyi egylittmiikddés és koordinacié eldsegitésére iranyulod feladatdnak végrehaj-
tasahoz.*® E kotelezettségek teljesitése kihivas elé allitja a tagallamokat, mivel a Eurojust
altal hasznalt platform kifejezetten elavultnak tekinthetd.

Erre figyelemmel jelenthetd ki az, hogy a Digital Criminal Justice projekten beliil az
Eurojust CMS ujratervezése a hatarokon atnyulo digitalis biintetd igazsagszolgaltatas in-
formatikai modernizalasanak egyik kulcseleme. Az elézetes tervek szerint az 0j, Eurojust
altal kialakitando6 adatbazis f6 6sszetevoi a kovetkezOk lennének: a Core CMS, a Terror-
elharitasi Nyilvantartas, a JIT Admin Portal, az Action Day Collaboration Platform és az
Integration Layer.*’

A Core CMS komponens az ujratervezett Eurojust CMS részeként az Eurojust nem-
zeti irodak napi tevékenységét, azaz az Eurojust altal timogatott, hatarokon atnyuld igaz-
sdgiigyi egyiittmiikodés minden tigyének nyilvantartasat, kezelését és rogzitését tamogatd
f6 operacios rendszer.

A 2005/671/IB tanacsi hatarozat*® el6irja a tagallamok szamara, hogy terrorcselekmé-
nyekkel kapcsolatos informaciodkat nyujtsanak az Eurojustnak. Ezért 2019-ban elinditot-
tak a Terrorelharitasi Nyilvantartast, amely segiti az ligyészeket az aktivabb koordinaci-
oban, valamint a kiilonb6z6 orszagokban nyomozas alatt 4llo elkdveték vagy halozatok
azonositasaban. E platform azonban jelenleg korlatozott funkciokkal rendelkezik, amely
kiterjedt manualis beavatkozast igényel.*’

4 DCJ Report 102.

4 https://www.ejn-crimjust.europa.eu/ejn/AtlasChooseCountry/EN (letdltés ideje: 2022. 09. 30.)

46 Az Eur6pai Parlament és a Tan4cs 2018. november 14-i (EU) 2018/1727 rendelete az Eurépai Unié Biintetd
Igazsagiigyi Egyiittmitkodési Ugynokségérdl (Eurojust) és a 2002/187/IB tanécsi hatarozat felvaltasarol és
hatalyon kiviil helyezésér6l 21. cikk (3) bekezdés.

47 DCJ Report 116.

4 A Tanécs 2005/671/1B hatarozata (2005.09.20.) a terrorista biincselekményekre vonatkozé informéciocserérél
és egyuittmiikodésrol.

4 DCJ Report 120.
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Ezen adatbazis fejlesztésére iranyul6 folyamatok felgyorsitasa érdekében élt az Euro-
pai Bizottsag e targykorben jogalkotasi kezdeményezéssel.*® Az iranyelvtervezet célja a
2005/671/IB tanacsi hatarozatnak a biiniigyi adatkezelési iranyelvben’! megallapitott el-
vekkel valo dsszehangolasa. A hivatkozott terrorelharitasi nyilvantartasban ugyanis sze-
mélyes adat kezelése — a célhoz kotottség elvével sszhangban — kizarolag terrorista biin-
cselekmények megeldzése, kivizsgalasa, felderitése és iildozése céljabol torténhet. A pon-
tosan koriilirt adatkezelési jogalapnak a tanacsi hatarozatba torténd beépitése tehat sziik-
séges annak érdekében, hogy a fejlesztendd nyilvantartas — az emlitett biintild6zési célok
mentén — hatékonyan mikddhessen.

Az Action Day Collaboration Platform olyan egylittmiikodések digitalis timogatdsara
szolgalna, amelyek még nem mindsiilnek k6z0s nyomozocsoportnak, ugyanakkor a tag-
néhany honaptol néhany évig miikddhetnek, ehhez képest az akcionapokhoz kapcsolodo
egyiittmiikodés legfeljebb néhany honapig tart. Fontos kiilonbség emellett, hogy az ak-
cidnapi egyiittmiikddést az Eurojust koordinalja, mig kozds nyomozdcsoport az Eurojust
bevonasa nélkiil is 1étrejohet. Mindezek alapjan az akcionapi egyiittmiikodéseket tamo-
gato elektronikus rendszert célszeriibb az Eurojuston beliil elhelyezni, mig a k6zos nyo-
mozdcsoportok részére onallo digitalis platform létrehozasa indokolt.>

V. Osszegzés

A hataron atnyulo szervezett blinozés elkdvetdi a legmodernebb telekommunikacios esz-
kozok felhasznalasaval fejtik ki tevékenységiiket. E biincselekmények elleni fellépés ha-
tékonysaganak novelése érdekében a rendvédelmi szerveknek 1épéseldnybe kell(ene) ke-
riilniiik a korszerti technologiak alkalmazasa terén.>3

Ehhez képest a nemzetkdzi elemet tartalmazo biintetéiigyek intézése tekintetében az
allapithaté meg, hogy a papiralapti adminisztracié valtozatlanul talsilyban van. Eppen
ezért az uniods jogi eljarasok esetében is nélkiilozhetetlen a digitalis ligyintézésre vald at-
allas felgyorsitasa.

Kiilonosen igaz ez az elvarés az elektronikus forméaban rendelkezésre allé bizonyité-
kok cseréjére, hiszen ezen egyiittmiikodési forma esetében a tagallami hatosdgok kdzotti
kapcsolattartas kizarolag digitalis uton elképzelhetd.

Ennek ellenére a jelenleg hatalyban 1év6 unids jogi aktusok nem hatarozzak meg az
ilyenfajta adatatvitelek kozvetitd eszkdzét, és nem adnak e kapcsolattartasi formara nézve

0 Lasd 32. 1j.

5! Az Eurépai Parlament és a Tanacs 2016/680 (EU) iranyelve (2016.04.27.) a személyes adatoknak az illetékes
hatosagok altal a blincselekmények megelézése, nyomozasa, felderitése, a vadeljaras lefolytatasa vagy biintetd-
jogi szankciok végrehajtasa céljabol végzett kezelése tekintetében a természetes személyek védelmérdl és az
ilyen adatok szabad aramlasarol, valamint a 2008/977/IB tanécsi kerethatarozat hatalyon kiviil helyezésérdl.

52 DCJ Report 124.

33 VADASZ-ZODI 2020, 518. p.
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hattérszabalyozast sem. Ennek kovetkeztében a tagallami hatosagok egymas kozatti, illetve
az unios szervekkel folytatott kommunikacioja tovabbra is lassu, kdltséges és adatbizton-
sagi szempontbol kifogasolhato kapcsolattartas keretében valosul meg.>

E korszertisitési kivanalmak szem el6tt tartdsaval az Unio is felismerte, hogy a biinte-
téligyekben folytatott igazsagiligyi egylittmiikddés terén a digitalizacioban rejlé elonydk
kiaknazasa nem halaszthat6: mind a jogi, mind az infrastrukturalis hattérnek az azonnali
fejlesztése indokolt. Ennek jegyében inditotta Gtjara az Eurdpai Bizottsag a Digital Crimi-
nal Justice elnevezésii projektet, amelynek egyes eredményeit jelen tanulmany is taglalja.

Ezzel all 6sszhangban azon javaslatcsomag is, amely az elektronikus bizonyitéktransz-
fer jogi szabalyozasat célozza az elektronikus bizonyitékok kozlésére és megdrzésére kote-
lezd hatarozatok jogintézményének bevezetésével. Sajnalatos modon azonban a rendelet-
tervezet jelenlegi formajaban nem rendezi az adatszolgaltatas végrehajtasi kérdéseit.

Ahogyan arrdl jelen dolgozatban részletesen szoltam, az Europai Unid célkitiizésként
hatarozta meg egy digitalis igazsagszolgaltatasi térség kialakitasat. Ennek keretében tobb
biztonsagos adatatvitelt szolgald platform egyidejii kialakitdsa van folyamatban, amelyek
hasznalataval a tagallami és unios rendvédelmi szervek kapcsolattartdsa gyorsabba, haté-
konyabba és bliniild6zési, illetve adatvédelmi szempontbol biztonsagosabba valhat.

A fentiekben ramutattam arra, hogy az Eurdpai Unio a szabadsagon, a biztonsadgon és
a jog érvényesiilésén alapulo térségen beliil a biintetdiligyeket érintd fo digitalis kommu-
nikaciés csatornanak az e-Codexet, az e-EDES-t és az Eurojust modernizalt CMS-ét
szanja. A kozeljovo feladata e rendszereknek egymassal, mas unios adatbazisokkal (pl.
VOCU,*® SIENA, JIT online feliilet stb.), valamint a tagallami nyilvantartasokkal torténd
megfeleltetése.

Allaspontom szerint sziikséges az elektronikus bizonyitékok cseréjét is ezen platformok
keretében lebonyolitani. A tanulmanyban irtak alapjan erre az e-EDES adatbazis tlinik a
legmegfelel6bb eszkdznek. Ezzel egylitt garancialis jelentdségii lenne, hogy a bizonyiték-
tovabbitas eszkdzeként az e-EDES-t az elfogadasra varo rendelet kifejezetten nevesitse.

% Ahogyan arra MEZEI KITTI a szakirodalomban az elektronikus bizonyitékok hatésagok kézotti megosztisa
kapcsan ramutatott: ,,[...] az ilyen adatok beszerzéséhez igazsagiigyi egylittmiikodésre és kolcsonds jogse-
gélyre van sziikség, azonban az eljaras lassu és nehézkes. Ma az olyan biincselekmények csaknem kéthar-
mada esetén nem lehet megfelelden lefolytatni a nyomozast és a biintetdeljarast, ahol mas orszagban tarolnak
elektronikus bizonyitékokat. Ennek az a 6 oka, hogy rendkiviil idéigényes az ilyen bizonyitékok begytijtése,
illetve széttagolt a jelenlegi jogi szabalyozas kerete.” MEZEI 2019, 32. p.

A ,,Virtual Operations Coordination Unit” az OLAF altal kifejlesztett, a csalasellenes informacios rendszer (Anti-
Fraud Information System — AFIS) alé tartozo IT-alkalmazas- és nyilvantartasi rendszer, amely a tagallamok ille-
tékes hatosagai és az OLAF kozott a biiniildozés szempontjabol operativ jellegli informaciok cseréjét segiti eld.
A Secure Information Exchange Network Application (SIENA) egy, az Europol altal hasznalt, korszeri plat-
form, amely lehetévé teszi a biiniildozési célbol rendelkezésre 4llo adatok gyors és felhasznalobarat cseréjét
az Europol 6sszekoto tisztjei, a tagallamok nyomozo hatdsagok, valamint azon harmadik felek kozott, ame-
lyekkel az Europol egyiittmiikodési megallapodast kotott.
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THE POSSIBILITIES OF TRANSMISSION OF E-EVIDENCE IN THE
COOPERATION IN CRIMINAL MATTERS IN THE EUROPEAN
UNION

(Summary)

Digitalisation of justice aims to facilitate access to justice, improve overall efficiency, and
ensure the resilience of justice systems in times of crises, such as the COVID-19 pandemic.
Regarding criminal proceedings, the need for digitalisation is made even clearer by the
modernization of crime, its partial digitalisation and its cross-border nature. It also follows
from the international nature of the digitalisation challenges that the need to meet them
cannot be reduced to the level of national law enforcement but is also reflected in the frame-
work of criminal cooperation between the Member States of the European Union.

In accordance with all these a new challenge for the digitalization of justice is the ex-
change of electronic evidence. Adoption of the proposal for a regulation on the exchange of
electronic evidence between member states is underway in the European Union. However,
the proposal does not regulate execution issues related to the transmission of electronic ev-
idence. Thus, there is a risk that the service providers will carry out official requests through
insecure communication channels, even though the European Union already has platforms
that are suitable for the transfer of evidence. Therefore, the aim of this paper to present the
specifics of the legal-tech platforms already used by the European Union in this field and to
be introduced in the future. Also, the paper examines the relevant legal background related
to the operation of these platforms.



